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1. Introduction

R3-082696 [1] provided some general guidelines for configuration and management of HNB and HNB-GW.  A discussion around this contribution resulted in a working assumption that the HNB and the HNB-GW each have their own configuration management with TR-069 [2] framework being reused for HNB management. It was, however, agreed that duplication of configuration data should be avoided where possible. Furthermore, it was stated and generally accepted that parameters requiring co-ordination between HNB and HNB-GW need to be identified and managed in a standardized way over the Iuh interface.  This contribution attempts to identify this list of parameters which needs to be co-ordinated between the HNB and HNB-GW. Furthermore, this contribution proposes that this parameter co-ordination between HNB and HNB-GW be achieved using the already agreed HNB Registration procedure.

2. Discussion
The HNB O&M i.e. Auto Configuration Server (ACS) and the HNB-GW are not related. A proper partitioning of functionality between the TR-069 interface and the Iuh interface should allow the two elements to function autonomously.  The ACS and HNB-GW should not need to exchange data or need to maintain data integrity across these domains. Any dependency introduced between the ACS and the HNB-GW would spawn an operational process to keep the data synchronized between the domains and create potential functional problems when the data synchronization is lost.  It should be noted that no logical interface exists between the ACS and the HNB-GW.
While the relationship between any one HNB and the serving HNB-GW is dynamic, the relationship between the HNB-GW, the neighbour RNCs, and the serving Core Network is fixed by UMTS neighbour configuration and protocol design. From the perspective of the neighbouring RNCs and serving CN elements, the HNB-GW appears as the RNC and the individual HNBs are not visible to these macro and CN elements. The HNB-GW is the RNC entity which is configured with the appropriate Iu interface property at the TNL as well as the RNL level. The TNL configuration for the HNB-GW includes attribute such as the information needed to setup the SCCP transport, etc between the HNB-GW and CN elements. Similarly, at the RNL level, the Iu interface configuration on the HNB-GW includes information such as the RNC-Id, PLMN Identity, Location Areas, Routing Areas, Service Areas, NRI for NNSF (Iu-flex support), etc based on the specific Iu interface of the HNB-GW connected to the specific CN element. As concluded in R3-082696 [1], “The HNB-GW O&M is the only master allowed to modify manageable parameters within the HNB-GWs needed for the HNB GW operation”, this set of TNL and RNL configuration for the HNB-GW is expected to be managed by the HNB-GW O&M.
Some of these parameters which are required in the HNB-GW are also needed by the HNB (for inclusion in system broadcast as part of domain specific CN parameters or RANAP messages). This common set of parameters between HNB and HNB-GW is referred to as the Core Network Integration (CNI) parameters. This small set of parameters includes the following:
· PLMN Type (GSM-MAP or ANSI-41)

· PLMN Id (i.e. MCC+MNC) 

· RNC Id: The 12 bit or the 16 bit RNC-Id configured for each Serving HNB-GW.

· T3212 (periodic LU timer)

· ATT (attach detach allowed)

· NMO (Network Mode of Operation)

· LAC (Location Area Code) Pool.

· RAC (Routing Area Code)
· SAC (Service Area Code).
As described above, this list of parameter is anyways required to be configured in the HNB-GW and is very specific to each serving HNB-GW. As a result, it would be natural for the particular serving HNB-GW to provide this common set of information to the HNBs attached to that HNB-GW. It is proposed that the serving HNB-GW provides the CNI parameters to the HNB in the registration response procedure. 

If on the other hand the CNI parameters are provided by another entity (such as the ACS), then unnecessary operational burden of co-ordinating the data between ACS and HNB-GW must be undertaken. Additionally, detection of mismatch in CNI parameters must now be mandatorily performed by the HNB-GW. Furthermore, the Iuh specification will need to be enhanced to allow automatic detection and recovery from any such mismatch (e.g. defining reject cause for each parameter mismatch and corresponding action on the two ends of the Iuh interface).
The following summarizes some of the key disadvantages resulting from providing the CNI parameters from a source (e.g. ACS) that is other than the serving HNB-GW:

· There will be duplication of configuration in the HNB-GW and ACS which is counter to the agreement reached in R3-082696 [1] i.e. duplication of configuration data should be avoided

· The HNB’s CNI parameters from the ACS must be ensured to be compatible with the serving HNB-GW thus resulting in significant manual co-ordination and operational burden.
· If the serving HNB-GW detects a CNI parameter incompatibility (e.g. due to CNI data mis-configuration), then the HNB-GW should reject the HNB Registration and the HNB must return to the ACS to correct the serving HNB-GW or incompatible CNI parameters. 
· ACS would need to know why the HNB Registration was rejected to determine a course of action; otherwise there is the possibility of an endless loop.

· If the CNI parameter error or mismatch is not detected, it can result in degraded functionality or performance of the HNB-GW (e.g. hand-out errors if the HNB is served by the wrong serving HNB-GW). Additionally, mismatch CNI parameters also expose the CN elements to unnecessary signalling load including potential security exposures on the CN elements.
· Network topology or configuration changes have to be reflected in the ACS and synchronized with the cut over of the network topology changes.
3. Conclusion
In this paper, we have proposed a mechanism for exchanging CNI parameters using the registration procedures over the Iuh interface, which improves the robustness of the plug-and-play between HNB and HNB-GW; reduce the administrative overhead of keeping ACS configuration synchronized with HNB-GW deployed topology; and ensure that Iuh standardization by itself is sufficient to enable multi-vendor HNB rollout.

It is proposed to discuss this in RAN3 and agree with the basic principles of providing CNI parameters from the serving HNB-GW to the attached HNBs via appropriate procedure over the Iuh interface. 
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