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1. Introduction
In the last RAN3 meeting, it was agreed that the S-NSSAI is passed to the target gNB to make mobility slice-aware during the mobility signaling. However, for the Xn-based handover, the source gNB does not send any slice related information to the gNB. It causes the target gNB is difficult to be aware of the slice related to the on-going PDU sessions that the UE is using at the source gNB. In this contribution, we examine this issue and then provide our view on it.
2. Discussion

In the RAN3 #95bis meeting, we have agreed that the slice information should be exchanged between neighbor gNBs over the Xn interface as follows [1]:

	…
.4.1.2
Successful Operation

Editor’s Note:
The text in this chapter is FFS
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Figure 8.4.1.2: Xn Setup, successful operation

The gNB1 initiates the procedure by sending the XN SETUP REQUEST message to the candidate gNB2. The candidate gNB2 replies with the XN SETUP RESPONSE message. 

The gNB1 may include the S-NSSAI List IE in the XN SETUP REQUEST message. The candidate gNB2 may also include S-NSSAI List IE in the XN SETUP RESPONSE message. The gNB receiving the IE may use it accordingly.
Editor’s Note:
Further details FFS
…


As highlighted one above, the source gNB can be already aware of the slices supported by the target gNB. Therefore, when part or all of the slices that the UE is using is available at the target gNB, the source gNB may initiate the Xn-based handover procedure by sending the HANDOVER REQUEST message to the target gNB. As shown in [1], however, this message does not include any slice related information in the tabular.
Observation 1: The HANDOVER REQUEST message over the Xn interface does not include the slice related information.
Since it was already agreed that the S-NSSAI should be transferred to enable slice-aware admission and congestion control at the target gNB during the mobility [2], the source gNB should also send to the target gNB the S-NSSAI that the UE is using for the Xn-based handover. This is because the target gNB needs to know which of the configurations applies for the specific network slice that the UE is using. Based on the S-NSSAI received from the source gNB, the target gNB can apply some provisional/local policies. 
Proposal 1: The list of S-NSSAI that the UE is using at the source gNB should be provided to the target gNB by using the HANDOVER REQUEST message.
When receiving the list of the S-NSSAI that the UE is using, the target gNB needs to confirm which slice is acceptable or not. This is because part of the on-going PDU sessions that the UE is using may be not acceptable at the target gNB due to the resource limitation.
Proposal 2: The list of S-NSSAI which is accepted by the target gNB should be provided to the source gNB by using the HANDOVER REQUEST ACKNOWLDEGE message.
When the UE moves into the target gNB within a new UE’s registration area, the AMF is responsible for aligning the set of slices supported in the new Registration Area between UE and network at NAS level. Therefore, the AMF needs to be aware of which slice is rejected at the target gNB during the Xn-based handover procedure. To this end, after the handover execution via the Xn interface, the target gNB should indicate the accepted and rejected slice list to the AMF by using the Path switch procedure. 
Proposal 3: By the Path switch procedure, the accepted and rejected sets of the network slice in the target gNB should be provided to the AMF.
Based on this principle, the following figure depicts the basic scenario where the slice related information is transferred from the source gNB to the target gNB for the Xn-based handover.
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Figure 1. Example of call flow for connected mode Xn-based handover
The description for the procedure above is given as follows: 
1.  A MEASUREMENT REPORT message is triggered and sent to the source gNB, which can be per slice.

2.  The source gNB makes Xn-based handover decision based on MEASUREMENT REPORT per slice and RRM information for the UE.
3.  The source gNB sends a HANDOVER REQUEST message to the target gNB passing necessary information to prepare the Xn-based handover at the target side, which may include slice related information, i.e., slice list supported in source gNB for the UE.
4.  After the
admission control, the target gNB sends the HANDOVER REQUEST ACKNOWLEDGE message to the source gNB, which may include selected slice related information, i.e., slice list accepted and rejected in the target gNB for the UE.
5.  The Xn-based handover is executed.
6.  The target gNB sends a PATH SWITCH REQUEST message to AMF to inform that the UE has changed cell in registration area 2, which may include the slice related information, i.e., slice list accepted and rejected in the target gNB for the UE.
7.  The AMF sends a PATH SWITCH REQUEST ACKNOWLEDGE message to the target gNB. 

Based on the analysis above, the following proposal is suggested to RAN3:
Proposal 4: It is proposed to agree the text proposals [3], [4] in the appendix of this contribution.
3. Conclusion
In this contribution, we focused on open issue to make slice-aware at the target gNB during the Xn-based handover and provided our view on it. The following proposals are kindly suggested to RAN3:
Proposal 1: The list of S-NSSAI that the UE is using at the source gNB should be provided to the target gNB by using the HANDOVER REQUEST message.

Proposal 2: The list of S-NSSAI which is accepted by the target gNB should be provided to the source gNB by using the HANDOVER REQUEST ACKNOWLDEGE message.
Proposal 3: By the Path switch procedure, the accepted and rejected sets of the network slice in the target gNB should be provided to the AMF.

Proposal 4: It is proposed to agree the text proposals [3], [4] in the appendix of this contribution.
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5. Appendix #1 : Text proposal [3] to TS 38.423
This appendix provides the Text proposal [3] to TS 38.423 based on the proposals of this contribution.
----------------Start of the First Change---------------
8.2.1
Handover Preparation
8.2.1.1
General

This procedure is used to establish necessary resources in an gNB for an incoming handover.

The procedure uses UE-associated signalling.

8.2.1.2
Successful Operation
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Figure 8.2.1.2-1: Handover Preparation, successful operation

The source gNB initiates the procedure by sending the HANDOVER REQUEST message to the target gNB. When the source gNB sends the HANDOVER REQUEST message, it shall start the timer TRELOCprep. 
If at least one of the requested PDU sessions for which the S-NSSAI IE is included in the HANDOVER REQUEST message is admitted, the target gNB shall reserve necessary resources, store the Network Slice Assistance Information corresponding to the concerned PDU session, and send the HANDOVER REQUEST ACKNOWLEDGE message back to the source gNB. 

Editor’s Note:
Further details are FFS
----------------End of the First Change---------------
----------------Start of the Second Change---------------
9.1.1.1
HANDOVER REQUEST
This message is sent by the source gNB to the target gNB to request the preparation of resources for a handover.

Direction: source gNB ( target gNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	<reference>
	
	YES
	reject

	Old gNB UE XnAP ID reference
	M
	
	<reference>
	Allocated at the source gNB
	YES
	reject

	Cause
	M
	
	<reference>
	
	YES
	reject

	Target Cell ID
	M
	
	<reference>
	Includes either a E-UTRA or NR Cell ID
	YES
	reject

	AMF Identification
	M
	
	<reference>
	
	YES
	reject

	UE Context Information
	
	1
	
	
	YES
	reject

	>NG-C UE associated Signalling reference
	M
	
	<reference>
	Allocated at the AMF on the source NG-C connection

Editor’s Note: This IE is FFS.
	-
	

	>Security Related Information
	M
	
	<reference>
	Pending SA3
	-
	

	>PDU Session Resources To Be Setup List
	
	1
	to be further detailed
	Similar to NG-C signalling, containing UL tunnel information per PDU Session Resource;

and in addition the source side QoS flow ( DRB mapping
	-
	

	>> PDU Sessions Resources To Be Set Item IEs
	
	
	1 .. <maxnoofPDUSessions>
	
	
	

	>>>PDU Session ID
	
	
	<reference>
	
	
	

	>>>S-NSSAI
	O
	
	<reference>
	
	-
	

	>>>NG GTP Tunnel Endpoint
	
	
	<reference>
	Includes Transport Layer Address and TEID
	
	

	>>>Qos flow list
	
	
	
	
	
	

	>RRC Context
	M
	
	OCTET STRING
	Includes reference to either TS 36.331 or TS 38.331, depending on the kind of intra-system HO.
	-
	

	>Handover Restriction List
	O
	
	<reference>
	
	-
	


Editor’s Note:
Message structure and IEs need further checking and completion. Further details FFS. 

9.1.1.2
HANDOVER REQUEST ACKNOWLEDGE

This message is sent by the target gNB to inform the source gNB about the prepared resources at the target.

Direction: target gNB ( source gNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	<reference>
	
	YES
	reject

	Old gNB UE XnAP ID
	M
	
	<reference>
	Allocated at the source gNB
	YES
	ignore

	New gNB UE XnAP ID
	M
	
	<reference>
	Allocated at the target gNB
	YES
	ignore

	PDU Sessions Admitted List
	
	1
	to be further detailed
	
	YES
	ignore

	>PDU Session Admitted Item IEs
	
	
	1 .. <maxnoofPDUSessions>
	
	
	

	>>PDU Session ID
	M
	
	<reference>
	
	
	

	>>S-NSSAI
	O
	
	<reference>
	
	
	

	PDU Sessions Not Admitted List
	O
	
	<reference>
	
	YES
	ignore

	Target gNB To Source gNB Transparent Container
	M
	
	OCTET STRING
	Includes reference to either TS 36.331 or TS 38.331, depending on the kind of intra-system HO.
	YES
	ignore


Editor’s Note: Message structure and IEs need further checking and completion. Further details FFS. 
----------------End of the Second Change---------------
6. Appendix #2 : Text proposal [4] to TS 38.413
This appendix provides the Text proposal [4] to TS 38.413 based on the proposals of this contribution.
----------------Start of the First Change---------------
9.2.3.8
PATH SWITCH REQUEST

Editor’s Note:
Message structure and IEs need further checking and completion. Further details FFS.

Editor’s Note:
The split of this message using an NGAP SM container transparent to the AMF is subject to confirmation.

This message is sent by the gNB to inform the AMF of the new serving gNB and to transfer some NG-U DL tunnel termination point(s) to the SMF via the AMF for one or multiple PDU sessions.
Direction: gNB ( AMF.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	<ref>
	
	YES
	reject

	gNB UE NGAP ID
	M
	
	<ref>
	
	YES
	reject

	Source AMF UE NGAP ID
	M
	
	<ref>
	
	YES
	reject

	User Location Information (FFS)
	M
	
	<ref>
	
	YES
	ignore

	UE Security Capabilities
	M
	
	<ref>
	
	YES
	ignore

	PDU Sessions To Be Switched in Downlink List
	
	1
	
	
	YES
	reject

	>PDU Sessions Switched in Downlink Item IEs
	
	1..<maxnoofPDUSessionResources> 
	
	
	EACH
	reject

	>>PDU Session ID 
	M
	
	<ref>
	
	-
	

	>> S-NSSAI 
	O
	
	<ref>
	
	-
	

	>>PDU Session Switch Request Transfer
	M
	
	<ref>
	This IE includes a container from the RAN to the SMF node transparently to the AMF.
	-
	


9.2.3.9
PATH SWITCH REQUEST ACKNOWLEDGE

Editor’s Note:
Message structure and IEs need further checking and completion. Further details FFS.

Editor’s Note:
The split of this message using two NGAP SM containers transparent to the AMF is subject to confirmation.

This message is sent by the AMF to inform the gNB that the path switch has been successfully completed in the 5GS.

Direction: AMF ( gNB.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	<ref>
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	<ref>
	
	YES
	reject

	gNB UE NGAP ID
	M
	
	<ref>
	
	YES
	reject

	Security Context
	M
	
	<ref>
	
	YES
	ignore

	PDU Sessions To Be Switched in Uplink List
	
	0..1 
	
	
	YES
	reject

	>PDU Sessions Switched in Uplink Item IEs
	
	1..<maxnoofPDUSessionResources> 
	
	
	EACH
	reject

	>>PDU Session ID 
	M
	
	<ref>
	
	-
	

	>>S-NSSAI 
	O
	
	<ref>
	
	-
	

	>>PDU Session Switch Uplink Transfer
	M
	
	<ref>
	This IE includes a container from the SMF to the RAN node transparently to the AMF.
	-
	

	PDU Sessions Released List
	
	0..1
	
	
	YES
	reject

	>PDU Sessions Released Item IEs
	
	1..<maxnoofPDUSessionResources> 
	
	
	EACH
	reject

	>>PDU Session ID 
	M
	
	<ref>
	
	-
	

	>>S-NSSAI 
	O
	
	<ref>
	
	-
	

	>>PDU Session Switch Response Transfer
	M
	
	<ref>
	This IE includes a container from the SMF to the RAN node transparently to the AMF.
	-
	

	Criticality Diagnostics
	M
	
	<ref>
	
	YES
	ignore


----------------End of the First Change---------------
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