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Introduction
During RAN #76 a new study item (SI) on “Separation of CP and UP for split option 2 of NR” was approved. In this contribution, we discuss the objectives of the study item and we provide our view on how to standardize an efficient architecture that allows for CP and UP separation. 
Discussion  
Three objectives have been captured in the SI description [1]. In the following, we analyse the third objective and we provide our view on how it can be fulfilled in a short time. 
Objective 3
The third objective of the SI is reported in the following [1]: 
· “Study the necessary protocol functions down to the procedure and message level related to the possible identified solutions e.g. a standardised control plane interface to enable set-up, modification, and release of the DRB related resources in the CU-UP, including handling of security keys in the CU-UP for RAN security activation and configuration. This also needs to take the agreed F1 interface general principle, and gNB-CU/DU architecture principle into account.”
The first thing that we need to settle for the open interface between CU-CP and CU-UP is the name. We propose to name the interface E1.
Proposal 1	 The name of the interface between CU-CP and CU-UP is E1. 

Then, we need to define the E1 interface general principles. The E1 is only a control interface and it is not used for data transmission. The CU-CP uses it to configure the CU-UP. Therefore, we can define the following general principles for the E1:
· the E1 interface is open;
· the E1 interface supports the exchange of signalling information between the endpoints;
· from a logical standpoint, the E1 is a point-to-point interface between a CU-CP and a CU-UP. 
NOTE 1: A point-to-point logical interface should be feasible even in the absence of a physical direct connection between the endpoints.
· the E1 interface separates Radio Network Layer and Transport Network Layer;
· the E1 interface enables exchange of UE associated information and non-UE associated information;
· the E1 interface is future proof to fulfil different new requirements, support of new services and new functions.
Proposal 2	RAN3 agrees with the proposed general principles for the E1 interface which is aligned with principles for other interfaces RAN3 is responsible for. 

The next step is to define the protocol stack for the E1 interface. In the radio network layer (RNL) the E1AP is used to generate (and terminate) the E1 control messages. In the transport network layer (TNL) since the E1 is used for control signalling it is very important to employ a reliable transport protocol. We propose to use SCTP. In addition, a routable protocol is needed to connect CU-CP and CU-UP when deployed in separate geographical locations. We propose to use IP. The SCTP/IP protocol stack is already used for the other RAN interfaces (e.g., F1 and Xn). The overall proposed protocol stack for the E1 interface is shown in Fig. 1. 


Fig. 1. Interface protocol structure for E1.
Based on the above considerations, we then propose the following. 
Proposal 3	RAN3 agrees that the interface protocol structure for the E1 interface is based on SCTP/IP. 

To continue the definition of the E1 interface, we should then discuss the E1 functions. The E1 interface should support the following functions. 
· Common functions:
1) E1 interface management: This function allows to set-up and manage an E1 interface between CU-CP and CU-UP. The E1 interface management function includes the following procedures:
a) E1 interface setup: this procedure allows to setup the E1 interface. It includes the exchange of the parameters needed for interface operation. The E1 setup is initiated by the CU-CP.
b) E1 interface reset: this procedure allows to reset the E1 interface, including changes in the configuration parameters. The E1 interface reset is initiated by either the CU-CP or the CU-UP.
c) E1 error indication: this procedure allows to report detected errors in one incoming message. The E1 interface reset is initiated by either the CU-CP or the CU-UP.
· UE-dedicated functions:
1) Bearer management: This function allows the CU-CP to setup, modify, and release the data radio bearers in the CU-UP. The Bearer management functions includes the following procedures:
a) DRB setup: this procedure allows the CU-CP to setup DRBs in the CU-CP, including the security key configuration and the QoS-flow to DRB mapping configuration.
b) DRB modification: this procedure allows the CU-CP to modify DRBs in the CU-CP, including the modification of security key configuration and the modification of the QoS-flow to DRB mapping configuration.
c) DRB release: this procedure allows the CU-CP to release DRBs in the CU-CP.
Based on the above considerations, we then propose the following. 
Proposal 4	RAN3 agrees with the following functions for the E1 interface: E1 Interface management functions including Setup, Reset and Error Indication and E1 UE dedicated function including DRB management, UP security management and QoS-flows management.

Before going into the stage 3 details and the specific of the procedures and messages over the E1 interface, it is important to first define the stage 2 call-flows for the most important procedures. This allows to have a clear view of the interaction among different interfaces (e.g., F1 and E1) and entities (DU, CU-CP, CU-CP). For this reason, in other contributions, we propose some stage 2 call-flows that show the role of the E1 interface in the state transitions (idle-connected and inactive-connected), SN addition, and Xn handover procedures. We propose to discuss these stage 2 call-flows.
Based on the above considerations, we then propose the following. 
Proposal 5	RAN3 to discuss the stage 2 call-flows involving the E1 interface.
Proposal 6	If the proposals 1-5 are agreeable, RAN3 agrees that objective 3 of the SI is fulfilled. 
Proposal 7	RAN3 is kindly asked to agree on the text proposal in Annex I. 


Finally, we conclude with the following proposals which is logical derivation from proposals above and the proposals in [2] and [3].
Proposal 8	If our proposals on CP-UP separation are agreeable, we propose that all the objectives of the SI have been successfully fulfilled. 
Conclusion 
In this paper, we discussed the separation of CP and UP for split option 2 of NR. 
Proposal 1	 The name of the interface between CU-CP and CU-UP is E1. 
Proposal 2	RAN3 agrees with the above general principles for the E1 interface. 
Proposal 3	RAN3 agrees with the interface protocol structure shown in Fig. 1 for E1 interface. 
Proposal 4	RAN3 agrees with the above functions for the E1 interface.
Proposal 5	RAN3 to discuss the stage 2 call-flows involving the E1 interface.
Proposal 6	If the proposals 4-8 are agreeable, RAN3 agrees that objective 3 of the SI is fulfilled. 
Proposal 7	RAN3 is kindly asked to agree on the text proposal in Annex I. 
Proposal 8	If our proposals on CP-UP separation are agreeable, we propose that all the objectives of the SI have been successfully fulfilled. 
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7 Interface functions and procedures
The third objective of the SI is reported in the following [1]: 
· “Study the necessary protocol functions down to the procedure and message level related to the possible identified solutions e.g. a standardised control plane interface to enable set-up, modification, and release of the DRB related resources in the CU-UP, including handling of security keys in the CU-UP for RAN security activation and configuration. This also needs to take the agreed F1 interface general principle, and gNB-CU/DU architecture principle into account.
In this section, we discuss the functions and procedures of the open interface between CU-CP and CU-UP.

7.1 Interface name 
The open interface between CU-CP and CU-UP is named E1.

7.2 E1 interface general principles
The general principles for the specification of the F1 interface are as follows:
· the E1 interface is open;
· the E1 interface supports the exchange of signalling information between the endpoints;
· from a logical standpoint, the E1 is a point-to-point interface between a CU-CP and a CU-UP. 
[bookmark: _Hlk485549590]NOTE 1: A point-to-point logical interface should be feasible even in the absence of a physical direct connection between the endpoints.
· the E1 interface separates Radio Network Layer and Transport Network Layer;
· the E1 interface enables exchange of UE associated information and non-UE associated information;
· the E1 interface is future proof to fulfil different new requirements, support of new services and new functions.
NOTE 2: The E1 interface is a control interface and is not used for user data forwarding. 

7.3 E1 interface protocols and protocol structure 
Figure 7.3-1 shows the protocol structure for E1. The TNL is based on IP transport, comprising the SCTP on top of IP. The application layer signalling protocol is referred to as E1AP (E1 Application Protocol).


Fig. 1. Interface protocol structure for E1.

7.4 E1 interface functions and procedures
The following clauses describe the functions supported over the E1 interface.


7.4.1 Common E1 functions
7.4.1.1 E1 interface management function 
This function allows to set-up and manage an E1 interface between CU-CP and CU-UP. The E1 interface management function includes the following procedures:
· E1 interface setup: this procedure allows to setup the E1 interface. It includes the exchange of the parameters needed for interface operation. The E1 setup is initiated by the CU-CP.
· E1 interface reset: this procedure allows to reset the E1 interface, including changes in the configuration parameters. The E1 interface reset is initiated by either the CU-CP or the CU-UP.
· E1 error indication: this procedure allows to report detected errors in one incoming message. The E1 interface reset is initiated by either the CU-CP or the CU-UP.
[bookmark: _Hlk485551070]Editor’s note: Further details of this function will be defined in the normative phase.

7.4.2 UE-dedicated E1 functions
7.4.2.1 Bearer management function 
This function allows the CU-CP to setup, modify, and release the data radio bearers in the CU-UP. The Bearer management functions includes the following procedures:
· DRB setup: this procedure allows the CU-CP to setup DRBs in the CU-CP, including the security key configuration and the QoS-flow to DRB mapping configuration.
· DRB modification: this procedure allows the CU-CP to modify DRBs in the CU-CP, including the modification of security key configuration and the modification of the QoS-flow to DRB mapping configuration.
· DRB release: this procedure allows the CU-CP to release DRBs in the CU-CP.
Editor’s note: Further details of this function will be defined in the normative phase.

7.5 E1 procedures description
In this section, the most relevant procedures involving the E1 interface are described.
Editor’s note: This section will present the call-flows of the most relevant procedures involving the E1.

7.6 Conclusions
The functions and procedures for the E1 interface have been defined. Further discussion should on the functions and procedures should take place in the normative phase. The third objective of the study item is successfully fulfilled. 
End of Text Proposal for TR 38.xxx
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