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Introduction
Based on discussion paper ([1]), this contribution proposes following TP for TS38.413. 

NOTE: The TP includes two options for releasing UE-TNLA-Binding, i.e. modifiying UE Context Modification procedure, and new procedure. This will be updated based on RAN3 decision.
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Start of the 1st modification

8.1
List of NGAP Elementary Procedures
In the following tables, all EPs are divided into Class 1 and Class 2 EPs (see subclause 3.1 for explanation of the different classes):

Table 8.1-1: Class 1 procedures

	Elementary Procedure
	Initiating Message
	Successful Outcome
	Unsuccessful Outcome

	
	
	Response message
	Response message

	AMF Configuration Update
	AMF CONFIGURATION UPDATE
	AMF CONFIGURATION UPDATE ACKNOWLEDGE
	AMF CONFIGURATION UPDATE FAILURE

	gNB Configuration Update
	GNB CONFIGURATION UPDATE
	GNB CONFIGURATION UPDATE ACKNOWLEDGE
	GNB CONFIGURATION UPDATE FAILURE

	Handover Cancellation
	HANDOVER CANCEL
	HANDOVER CANCEL ACKNOWLEDGE
	

	Handover Preparation
	HANDOVER REQUIRED
	HANDOVER COMMAND
	HANDOVER PREPARATION FAILURE

	Handover Resource Allocation
	HANDOVER REQUEST
	HANDOVER REQUEST ACKNOWLEDGE
	HANDOVER FAILURE

	Initial Context Setup
	INITIAL CONTEXT SETUP REQUEST
	INITIAL CONTEXT SETUP RESPONSE
	INITIAL CONTEXT SETUP FAILURE

	NG Reset
	NG RESET
	NG RESET ACKNOWLEDGE
	

	NG Setup
	NG SETUP REQUEST
	NG SETUP RESPONSE
	NG SETUP FAILURE

	Path Switch Request
	PATH SWITCH REQUEST
	PATH SWITCH REQUEST ACKNOWLEDGE
	PATH SWITCH REQUEST FAILURE

	PDU Session Resource Modify
	PDU SESSION RESOURCE MODIFY REQUEST
	PDU SESSION RESOURCE MODIFY RESPONSE
	

	PDU Session Resource Modify Indication
	PDU SESSION RESOURCE MODIFY INDICATION
	PDU SESSION RESOURCE MODIFY CONFIRM
	

	PDU Session Resource Release
	PDU SESSION RESOURCE RELEASE COMMAND
	PDU SESSION RESOURCE RELEASE RESPONSE
	

	PDU Session Resource Setup
	PDU SESSION RESOURCE SETUP REQUEST
	PDU SESSION RESOURCE SETUP RESPONSE
	

	UE Context Modification
	UE CONTEXT MODIFICATION REQUEST
	UE CONTEXT MODIFICATION RESPONSE
	UE CONTEXT MODIFICATION FAILURE

	UE Context Release
	UE CONTEXT RELEASE COMMAND
	UE CONTEXT RELEASE COMPLETE
	


Table 8.1-2: Class 2 procedures

	Elementary Procedure
	Message

	AMF Configuration Transfer
	AMF CONFIGURATION TRANSFER

	AMF Status Transfer
	AMF STATUS TRANSFER

	Downlink NAS Transport
	DOWNLINK NAS TRANSPORT

	Error Indication
	ERROR INDICATION

	gNB Configuration Transfer
	GNB CONFIGURATION TRANSFER

	gNB Status Transfer
	GNB STATUS TRANSFER

	Handover Notification
	HANDOVER NOTIFY

	Initial UE Message
	INITIAL UE MESSAGE

	NAS Non Delivery Indication
	NAS NON DELIVERY INDICATION

	Paging
	PAGING

	PDU Session Resource Notify
	PDU SESSION RESOURCE NOTIFY

	Reroute NAS Request
	REROUTE NAS REQUEST

	UE Context Release Request
	UE CONTEXT RELEASE REQUEST

	Uplink NAS Transport
	UPLINK NAS TRANSPORT

	UE TNLA Binding Release
	UE TNLA BINDING RELEASE


Editor's note:
Whether the merge of INITIAL UE MESSAGE and UPLINK NAS TRANSPORT is possible or not needs further discussion.
8.3.4
UE Context Modification

8.3.4.1
General

The purpose of the UE Context Modification procedure is to partly modify the established UE Context, e.g. [FFS for the example]. The procedure uses UE-associated signalling.
Editor’s Note:
Further details are FFS.
8.3.4.2
Successful Operation
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Figure 8.3.3.2-1: UE context modification: successful operation
Upon receipt of the UE CONTEXT MODIFICATION REQUEST message the gNB shall
-
store the received Security Key IE, take it into use and associate it with the initial value of NCC as defined in TS xx.xxx [xx]. [FFS pending SA3]
-
store the UE Security Capabilities IE and take them into use together with the received keys according to TS xx.xxx [xx]. 

-
store the Subscriber Profile ID for RAT/Frequency Priority IE and use it as defined in TS yy.yyy [yy]. [FFS pending RAN2]
If the UE Aggregate Maximum Bit Rate IE is included in the UE CONTEXT MODIFICATION REQUEST message, the gNB shall [FFS]
-
replace the previously provided UE Aggregate Maximum Bit Rate by the received UE Aggregate Maximum Bit Rate in the UE context;

-
use the received UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE.

If the Paging Assistance Information IE is included in the UE CONTEXT MODIFICATION REQUEST message, the gNB shall, if supported, store this information in the UE context and use it for RAN paging if any for a UE in RRC-INACTIVE state.
If the UE-TNLA-Binding Release IE is included in the UE CONTEXT MODIFICATION REQUEST message, the gNB shall, if supported, remove the UE-TNLA-Binding.
The gNB shall report, in the UE CONTEXT MODIFICATION RESPONSE message to the AMF, the successful update of the UE context.

After sending the UE CONTEXT MODIFICATION RESPONSE message, the procedure is terminated in the gNB.

Editor’s Note:
Further details are FFS.
8.3.4.3
Unsuccessful Operation
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Figure 8.3.3.2-1: UE context modification: unsuccessful operation
In case the UE context update cannot be performed successfully, the gNB shall respond with the UE CONTEXT MODIFICATION FAILURE message to the AMF with an appropriate cause value in the Cause IE. 
Editor’s Note:
Further details are FFS.
8.3.4.4
Abnormal Conditions
Editor’s Note:
Further details are FFS.
8.3.x
UE TNLA Binding Release 

8.3.x.1
General

The purpose of the UE TNLA Binding Release procedure is to enable the AMF to order the release of the UE-TNLA-Binding. The procedure uses UE-associated signalling.
Editor’s Note:
Further details are FFS.
8.3.x.2
Successful Operation
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Figure 8.3.x.2-1: UE TNLA Binding release: successful operation
The AMF initiates the procedure by sending the UE TNLA BINDING RELEASE message to the gNB. 

Upon reception of UE TNLA BINDING RELEASE message, the gNB shall release the UE-TNLA-Binding. The UE’s other context, e.g. gNB UE NGAP ID, the NG-U information, etc, are not affected.  
Editor’s Note:
Further details are FFS.
8.3.3.3
Unsuccessful Operation

Not applicable.

End of the 1st modification

Start of the 2nd modification

8.7.1
NG Setup

8.7.1.1
General

The purpose of the NG Setup procedure is to exchange application level data needed for the gNB and the AMF to correctly interoperate on the NG-C interface. This procedure shall be the first NGAP procedure triggered after the TNL association has become operational. The procedure uses non-UE associated signalling.
Editor’s Note:
Further details are FFS.
8.7.1.2
Successful Operation
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Figure 8.7.1.2-1: NG setup: successful operation
The gNB initiates the procedure by sending an NG SETUP REQUEST message including the appropriate data to the AMF. The AMF responds with an NG SETUP RESPONSE message including the appropriate data.

If the TAI Slice Support IE is included in the NG SETUP REQUEST message, the AMF shall, if supported, store the received values and use them for registration area management of the UE. 

If the AMF Slice Support IE is included in the NG SETUP RESPONSE message, the gNB shall, if supported, store the received values and use them for further network slice selection and AMF selection. 

If the AMF Transport Layer Address List IE is contained in the NG SETUP RESPONSE message the gNB shall, if supported, use it to establish the TNL association(s) with the AMF.
Editor’s Note:
Further details are FFS.
8.7.1.3
Unsuccessful Operation
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Figure 8.7.1.3-1: NG setup: unsuccessful operation
If the AMF cannot accept the setup, it should respond with an NG SETUP FAILURE message and appropriate cause value.
Editor’s Note:
Further details are FFS.
8.7.1.4
Abnormal Conditions

Editor’s Note:
Further details are FFS.
8.7.2
gNB Configuration Update

8.7.2.1
General

The purpose of the gNB Configuration Update procedure is to update application level configuration data needed for the gNB and the AMF to interoperate correctly on the NG-C interface. This procedure does not affect existing UE-related contexts, if any.
Editor’s Note:
Further details are FFS.
8.7.2.2
Successful Operation


[image: image6.emf]gNB AMF

GNB CONFIGURATION UPDATE

GNB CONFIGURATION UPDATE ACKNOWLEDGE


Figure 8.7.2.2-1: gNB configuration update: successful operation
The gNB initiates the procedure by sending a GNB CONFIGURATION UPDATE message to the AMF including an appropriate set of updated configuration data that it has just taken into operational use. The AMF responds with a GNB CONFIGURATION UPDATE ACKNOWLEDGE message to acknowledge that it successfully updated the configuration data. 
If the TAI Slice Support IE is included in the GNB CONFIGURATION UPDATE message, the AMF shall, if supported, store the received values and use them for subsequent registration area management of the UE.
Editor’s Note:
Further details are FFS.
8.7.2.3
Unsuccessful Operation
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Figure 8.7.2.3-1: gNB configuration update: unsuccessful operation
If the AMF cannot accept the update, it shall respond with a GNB CONFIGURATION UPDATE FAILURE message and appropriate cause value.
Editor’s Note:
Further details are FFS.
8.7.2.4
Abnormal Conditions

Editor’s Note:
Further details are FFS.
8.7.3
AMF Configuration Update

8.7.3.1
General

The purpose of the AMF Configuration Update procedure is to update application level configuration data needed for the gNB and AMF to interoperate correctly on the NG-C interface. This procedure does not affect existing UE-related contexts, if any.
Editor’s Note:
Further details are FFS.
8.7.3.2
Successful Operation
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Figure 8.7.3.2-1: AMF configuration update: successful operation
The AMF initiates the procedure by sending an AMF CONFIGURATION UPDATE message including the appropriate updated configuration data to the gNB. The gNB responds with an AMF CONFIGURATION UPDATE ACKNOWLEDGE message to acknowledge that it successfully updated the configuration data.

If the AMF Slice Support IE is included in the AMF CONFIGURATION UPDATE message, the gNB shall, if supported, overwrite the whole list of supported AMF slices by the new list and use the received values for further network slice selection and AMF selection. 
If the AMF Transport Layer Address To Add List IE is contained in the AMF CONFIGURATION UPDATE message the gNB shall, if supported, use it to establish the TNL association(s) with the AMF.
If the AMF Transport Layer Address To Remove List IE is contained in the AMF CONFIGURATION UPDATE message the gNB shall, if supported, initiate removal of the TNL association(s) indicated by the received AMF Transport Layer Address towards the AMF. If all TNL associations related to an AMF are removed, the gNB shall consider the AMF is unavailable and remove all context for the AMF. All UE-TNLA-Binding related to those TNL associations shall be released. The UE-TNLA-Binding for the affected UEs may be re-created as described in TS23.502 ([xx]). 
Editor’s Note:
Further details are FFS.
8.7.3.3
Unsuccessful Operation
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Figure 8.7.3.3-1: AMF configuration update: unsuccessful operation
If the gNB cannot accept the update, it shall respond with an AMF CONFIGURATION UPDATE FAILURE message and appropriate cause value.
Editor’s Note:
Further details are FFS.
8.7.3.4
Abnormal Conditions

Editor’s Note:
Further details are FFS.
End of the 2nd modification

Start of the 3rd modification

9.2.2.7
UE CONTEXT MODIFICATION REQUEST

Editor’s Note:
Message structure and IEs need further checking and completion. Further details FFS.
This message is sent by the AMF to provide UE Context information changes to the gNB.
Direction: AMF ( gNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	<ref>
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	<ref>
	
	YES
	reject

	gNB UE NGAP ID
	M
	
	<ref>
	
	YES
	reject

	Security Key
	O
	
	<ref>
	[FFS]
	YES
	reject

	Subscriber Profile ID for RAT/Frequency Priority
	O
	
	<ref>
	[FFS]
	YES
	ignore

	UE Aggregate Maximum Bit Rate
	O
	
	<ref>
	
	YES
	ignore

	UE Security Capabilities
	O
	
	<ref>
	
	YES
	reject

	UE-TNLA-Binding Release
	O
	
	<ref>
	
	YES
	reject


9.2.2.x
UE TNLA BINDING RELEASE

Editor’s Note:
Further details FFS.
This message is sent by the AMF to request the release of the UE-TNLA-BINDING over the NG interface.
Direction: AMF ( gNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	<ref>
	
	YES
	reject

	AMF UE NGAP ID 
	M
	
	
	
	YES
	reject

	gNB UE NGAP ID 
	M
	
	
	
	YES
	reject


End of the 3rd modification

Start of the 4th modification

9.2.6.2
NG SETUP RESPONSE

Editor’s Note:
Message structure and IEs need further checking and completion. Further details FFS.
This message is sent by the AMF to transfer application layer information for an NG-C interface instance.
Direction: AMF ( gNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	<ref>
	
	YES
	reject

	AMF Name
	O
	
	PrintableString

(SIZE(1..150,…))
	FFS
	YES
	ignore

	AMF pool and AMF code related information
	M
	
	<ref>
	eNote: Will be similar to EPS, but details are pending discussions in SA2 (FFS)
	GLOBAL
	reject

	Relative AMF Capacity
	M
	
	<ref>
	eNote: Load balancing concepts are pending discussions in SA2 (FFS)
	YES
	ignore

	AMF Slice Support
	O
	FFS
	The structure of this IE is FFS.
	Configured slices in the AMF.

	YES
	ignore

	AMF Transport Layer Address List 
	
	0..1
	
	
	YES
	ignore

	> AMF Transport Layer Address Item IEs
	
	1..<maxnoofTNLAssociations>
	
	
	YES
	ignore

	  >> AMF Transport Layer Address
	M
	
	
	Transport Layer Address of the AMF.
	YES
	ignore

	Criticality Diagnostics
	O
	
	<ref>
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofTNLAssociations
	Maximum no. of TNL Associations between the gNB and the AMF, the maximum value is FFS.


9.2.6.7
AMF CONFIGURATION UPDATE

Editor’s Note:
Message structure and IEs need further checking and completion. Further details FFS.

This message is sent by the AMF to transfer updated information for an NG-C interface instance.
Direction: AMF ( gNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	<ref>
	
	YES
	reject

	AMF Name
	O
	
	PrintableString(SIZE(1..150,…))
	
	YES
	ignore

	AMF Slice Support 
	O
	FFS
	The structure of this IE is FFS.
	Configured slices in the AMF.
	YES
	ignore

	AMF Transport Layer Address To Add List 
	
	0..1
	
	
	YES
	ignore

	> AMF Transport Layer Address To Add Item IEs
	
	1..<maxnoofTNLAssociations>
	
	
	YES
	ignore

	  >> AMF Transport Layer Address
	M
	
	
	Transport Layer Address of the AMF.
	YES
	ignore

	AMF Transport Layer Address To Remove List 
	
	0..1
	
	
	YES
	ignore

	> AMF Transport Layer Address To Remove Item IEs
	
	1..<maxnoofTNLAssociations>
	
	
	YES
	ignore

	  >> AMF Transport Layer Address
	M
	
	
	Transport Layer Address of the AMF.
	YES
	ignore


	Range bound
	Explanation

	maxnoofTNLAssociations
	Maximum no. of TNL Associations between the gNB and the AMF, the maximum value is FFS.


End of the 4th modification
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