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1
Introduction
This paper discusses in more detail three solutions that we have shown in RAN3#96:
· A proxy solution utilizing the gNB’s broadcast to recognize the identity of the eNB to be contacted for TNL address discovery (was solutions 4 in [1]).
· Another low impact solution utilizing an enhancement of the neighbour cell information (ECGI of the gNBs the neighbour eNB is connected to) to recognize the neighbour eNB from where corresponding gNB TNL information can be obtained (was solution 6 in [1]).
· Reuse of the X2 Gateway concept [2].
2
Discussion

2.1
Proxy eNB solution
In this solution, illustrated in Fig. 1, the gNBs are pre-configured with the TNL address of a proxy eNB, and the Global eNB ID and TAC of the proxy eNB is broadcast as additional information by the gNB, or the Global eNB ID can be derived from the gNB ID. An initial X2 setup procedure initiated by the gNB will transfer the TNL information and NCGIs of the gNB to the proxy eNB. 

The serving eNB uses the CGI information reported by served UEs to trigger an S1 based TNL discovery procedure towards the proxy eNB, in order to obtain the gNB’s TNL information (eNB/MME Configuration Transfer (step 7 to 10)). The SON Information Request for X2 TNL Configuration Info needs to be enhanced so that it also informs about the NCGI (or gNB-ID) of the gNB (step 7 and 8). In the SON Information Reply of the TNL discovery procedure the anchor eNB then provides the corresponding X2 TNL information of the gNB. This is a difference with respect to the legacy behaviour of the TNL address delivery procedure where the target eNB replies its own TNL information.
According to design guidelines proposed at RAN3#96, the RAN based solution shall be transparent to the MME. We think the enhancements within the SON Information IE will still be acceptable because this IE is transparently forwarded by the MME(s) and only the RAN nodes have to comprehend its content, i.e. the proposed solution has no impact on the MME’s logic of how to route the Configuration Transfer messages to the target node.
The proxy eNB may be an ordinary eNB or may be equipped with additional C-Plane performance depending on the preferred scenario to have either many or few proxy eNBs in the network. Explicit broadcast of the Global eNB ID of the proxy eNB will enhance flexibility of the solution. If only few proxy eNBs are used in the network these create single points of failure with respect to the TNL requests for gNBs, but it does not have impact on eNBs that already have established X2 interfaces with gNBs. 
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Figure 1: X2 establishment using proxy eNB information that is additionally broadcasted by the gNB

The additional cgi-info is needed for TNL discovery purpose only. Retrieving this information is necessary once per life time of the interface and is not really time critical. Therefore the additional cgi-info may even be provided using on demand SI. 
2.2
eNB informs neighbours about gNB IDs of connected gNBs
In this solution eNBs that have X2 connectivity with a gNB sends a new IE, e.g. NR-Neighbour-Node-TNL-Info, to its neighbour eNBs. This new IE contains the gNB ID of all gNBs connected to that eNB and may be sent using X2 Setup / eNB Configuration Update procedure or a new EN-DC specific procedure.  
When a new gNB is identified in UE measurement reports, the serving eNB checks whether a neighbour node has provided the corresponding  gNB ID. The serving eNB may then request X2 TNL information of the gNB from that eNB B. The S1-based TNL discovery procedure can be used by the serving eNB similar to the broadcast based proxy eNB solution because it is not the TNL information of the eNB that is requested, but the TLN information of the gNB that is connect with that eNB has to be provided in the SON Information Reply IE. Or alternatively X2 TNL information is distributed to the neighbour eNBs together with the corresponding gNB ID.
Figure 2 shows in a simplified way that there is also some geographical constraint for the choice of eNBs that are selected to have initial X2 interface with a gNB due to pre-configuration of the eNB (or gNB) with corresponding TNL information:
The X2 connection of red colour between gNB and the dark blue eNB has been established due to pre-configuration. The light blue eNBs are the neighbour eNBs of the dark blue eNB. If one of these recognizes that it needs to establish a X2 interface with the gNB they already know due to information received from the dark blue eNB that they can ask that node for the TNL address of the newly detected gNB.
The white eNB is not a neighbour node of the dark blue eNB. If the white eNB recognizes the gNB then it may not find a neighbour to ask for the gNBs TNL information. This will only be possible if the light blue eNB on the top of the figure recognizes the gNB from UE measurements and establishes a X2 interface with that gNB. In that case the white eNB will also receive corresponding gNB ID from the light blue eNB.
However, if the distance between light blue eNB on top of the figure and the gNB is too big then this might never happen, i.e. a pre-configured initial X2 connection like the red one would have been needed between the gNB and the white eNB. If the initial X2 connections between gNBs and eNBs are not well selected there might be eNB that cannot connect with gNBs despite they could in principle be used for EN-DC operation. 
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Figure 2: Example scenario for initially configured X2 connectivity of a gNB with an eNB

The solution does not create a new node in the network and has no impact on the UE or MME, but compared to the solution in 2.1 more effort for planning the pre-configured X2 interfaces is necessary.  
2.3
Reuse the X2 Gateway concept

As an alternative the X2 GW concept could be reused for the message transfer between eNBs and gNBs. In LTE the X2 GW was introduced to overcome scalability issues with the high number of X2 interfaces between an eNB and the HeNBs or between the HeNBs. Figure 3 is a modified architecture figure from TS 36.300 with HeNB replaced by gNB and interfaces/nodes not applicable for solving the EN-DC problem have been removed.
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Figure 3: Example scenario reusing the X2 Gateway for relaying X2 messages between eNBs and gNBs

In this solution eNBs and gNBs are pre-configured with the TNL information of the X2 GW. After registration of an eNB/gNB peer-to-peer X2 communication all the X2 messages exchanged between these peers are encapsulated in X2AP X2 MESSAGE TRANSFER.
The solution has no impact on UE or MME, but an additional node type is needed in the network. Compared to the solution in section 2.1 (proxy solution) the necessary planning effort for the pre-configured TNL information may be similar. In terms of reliability, a failure in the X2 GW may lead to reset or need to setup of new X2 links. 
3
Conclusions and Proposal
In this paper, we have discussed in more detail three possible RAN supported TNL address discovery mechanisms that we consider as the most promising RAN supported TNL discovery solutions for the EN-DC options. 
Comparing these solutions, the broadcast supported proxy eNB solution (2.1) seems to provide most benefits, but comes at the cost of UE impact and therefore also requires RAN2 feedback.

The solution informing neighbour eNBs about the gNB IDs of its X2 connected gNBs (2.2) seems to have the lowest impact in RAN and CN, but the planning effort for the pre-configuration of initial X2 interfaces can be observed as a disadvantage.

The X2 GW solution (2.3) is a re-use solution from LTE HeNB deployment scenarios. Failure in the X2 GW may lead to reset or need to setup of new X2 links.
We propose:
Proposal:
RAN 3 to pursue the proxy eNB solution, and request feedback from RAN2. If deemed not feasible by RAN2, RAN3 to choose the X2 GW solution.
References

[1] R3-171759, RAN supported TNL discovery for EN DC, RAN3#96, Nokia, Alcatel-Lucent Shanghai Bell
[2] R3-171798, Analysis of ANR for Option 3, RAN3#96, Qualcomm Incorporated
eNB





eNB





gNB





UE





MME





1. X2 established on startup





2. UE-eNB connection is existing





3. X2 with the gNB is missing!





4. Measurement Configuration to request gNB’s and the assigned proxy eNB’s cgi-info from gNB





5. Reading cgi-info from the broadcast





6. Measurement Report containing gNB’s and the assigned proxy eNB’s cgi-info





7. eNB Configuration Transfer





 8. MME Configuration Transfer





9. eNB Configuration Transfer





10. MME Configuration Transfer





X2 Setup Request





X2 Setup Response





Retrieving additional proxy information from the broadcast





TNL discovery procedure via MME





X2 establishment with the gNB





eNB





eNB





eNB





eNB





eNB





eNB





gNB








