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Introduction
In the SA2#118 meeting, SA2 has completed the architecture study for the next generation systems [1]. Based on its final agreements for the support of network slicing, this contribution proposes to align with SA2 agreements and terminology and resolves FFS for several key slicing principles in RAN3 TR 38.801 [2].
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Discussion
For the “Selection of RAN part of the network slice” principle, RAN3 has made the following agreement in [2].

	-
RAN shall support the selection of the RAN part of the network slice, by one or more slice ID(s) provided by the UE or the CN which unambiguously identifies one or more of the pre-configured network slices in the PLMN.

Editor’s note: How the UE gets this unambiguous slice ID is FFS and to be decided with SA2. The ID could be sent to the UE by the CN after the CN has selected the slice (e.g. similar to eDECOR feature) or it could be pre-configured in the UE.

Editor’s note: it is FFS how the RAN verifies that the UE is authorized to select the slice and when this verification happens. 

Editor’s note: It is FFS if the RAN may also select the slice based on specific resources accessed by the UE.


In this principle, the term “slice ID" is used to help RAN support the selection of the RAN part of the network slices. It was agreed that such slice ID may be provided by the UE or by the CN. The expected properties of the slice ID can be summarized as follows:
· The slice ID should unambiguously identify one or more of the pre-configured network slices in the PLMN.

· The slice ID could be sent to the UE by the CN after the CN has selected the slice (e.g. similar to eDECOR feature) or it could be pre-configured in the UE.

· How the UE gets this slice ID is to be decided with SA2. 

In SA2, the information agreed to be provided by the UE is the NSSAI (network slice selection assistance information) that can help the proper slice(s) be authorized/selected to the UE. The NSSAI is further defined to be a collection of SM-NSSAIs, wherein the SM-NSSAI is used to refer the Slice/Service type (SST) in an unambiguous way [1].
Several different types of the NSSAI are defined in SA2. One type is the NSSAI used by the UE after the PLMN has accepted an Attach Request from the UE (which is termed “Accepted NSSAI”). The Attach Accept message includes this Accepted NSSAI, delivered back to the UE. Other type is the NSSAI that already configured by default in a UE to be used in a PLMN before any interaction with the PLMN ever took place (which is termed “Configured NSSAI”) [1].
Moreover, SA2 agreements explain how the UE gets/stores the NASSAI based on the NAS procedures as in LTE [1]. The following is one of the example agreements regarding the initial access in [1]:
d)
If the UE did not receive any Accepted NSSAI for the ID of the PLMN that the UE accesses, the UE provides the Configured NSSAI in RRC and NAS, if the UE has been provided with a Configured NSSAI. The RAN uses the NSSAI for routing the initial access to a CCNF. If the UE doesn't store any NSSAI (Accepted or Configured) for the ID of the PLMN that the UE accesses, the UE provides no NSSAI in RRC and NAS, and the RAN sends NAS signalling to a default CCNF (see bullet 4 for CCNF definition).
e)
After (initial) slice selection, upon successful attachment the UE is provided with a Temp ID that is provided by the UE in RRC during subsequent accesses to enable the RAN to route the NAS message to the appropriate CCNF, as long as the Temp ID is valid. In addition the serving PLMN may return an Accepted NSSAI that the UE stores for the PLMN ID of the serving PLMN. The Accepted NSSAI includes the SM-NSSAI values of the slices the UE is accepted to use by the network.

Namely, SA2 expects RAN to select the appropriate core network control functions for the uplink NAS messages based on the NSSAI provided through RRC. Their procedural descriptions are basically the same to the descriptions of the following “RAN selection of CN entity” principle in RAN3 [2], if the slice ID term is replaced by the NSSAI term:

	-
For initial attach, the UE may provide a slice ID. If available, RAN uses this slice ID for routing the initial NAS to an NGC CP function. If the UE does not provide any slice ID the RAN sends the NAS signalling to a default NGC CP function. For subsequent accesses, the UE provides a Temp ID, which is assigned to the UE by the NGC, to enable the RAN to route the NAS message to the appropriate NGC CP function as long as the Temp ID is valid. Otherwise, the methods for initial attach applies.


Observation 1: The slice ID term in RAN3 TR is similar to the NSSAI in SA2 terminology.

Proposal 1: RAN3 to use the NSSAI term instead of the slice ID term.

Furthermore, although it is still FFS in SA2 whether NSSAI in RAN and NAS are exactly the same (to be determined during normative phase), SA2 made it clear that the NSSAI or its similar form is to be carried between the UE and the NGC (through NG1 interface) and/or between the UE and the RAN (through NR RRC). Therefore, no potential RAN3 impacts (between RAN and NGC) are foreseen when UE is obtaining the NSSAI.

Observation 2: No potential RAN3 impacts (between RAN and NGC) are foreseen when UE is obtaining the NSSAI.
Proposal 2: No RAN3 impacts are foreseen when UE is obtaining the NSSAI.
A pCR with respective changes to TR 38.801 [2] is provided in [3] and in the appendix below.
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Conclusions and proposals

In this paper the following observations are made:
Observation 1: The slice ID term in RAN3 TR is similar to the NSSAI in SA2 terminology.
Observation 2: No potential RAN3 impacts (between RAN and NGC) are foreseen when UE is obtaining the NSSAI.
Based on the discussion and the observations above, we propose:

Proposal 1: RAN3 to use the NSSAI term instead of the slice ID term.

Proposal 2: No RAN3 impacts are foreseen when UE is obtaining the NSSAI.
A pCR with respective changes to TR 38.801 [2] is provided in [3] and in the appendix below.
4  Text proposal for TR 38.801
--------------------------------------------Start of text proposal---------------------------------------------

8.1
Key principles for support of Network Slicing in RAN
Network Slicing is a new concept to allow differentiated treatment depending on each customer requirements. With slicing, it is now possible for Mobile Network Operators (MNO) to consider customers as belonging to different tenant types with each having different service requirements that govern in terms of what slice types each tenant is eligible to use based on Service Level Agreement (SLA) and subscriptions. 

The following key principles apply for support of Network Slicing in RAN
RAN awareness of slices
-
RAN shall support a differentiated handling of traffic for different network slices which have been pre-configured. How RAN supports the slice enabling in terms of RAN functions (i.e. the set of network functions that comprise each slice) is implementation dependent. 

Editor’s note: It is still FFS if 3GPP will still additionally want to standardize a few basic slices and the network functions that comprise them (e.g. eMBB, Massive MTC).
Selection of RAN part of the network slice
-
RAN shall support the selection of the RAN part of the network slice, by one or more NSSAI(s) (Network Slice Selection Assistance Information) provided by the UE or the CN which unambiguously identifies one or more of the pre-configured network slices in the PLMN.
Editor’s note: How the UE gets this unambiguous slice ID is FFS and to be decided with SA2. The ID could be sent to the UE by the CN after the CN has selected the slice (e.g. similar to eDECOR feature) or it could be pre-configured in the UE.

Editor’s note: it is FFS how the RAN verifies that the UE is authorized to select the slice and when this verification happens. 

Editor’s note: It is FFS if the RAN may also select the slice based on specific resources accessed by the UE.
Resource management between slices
-
RAN shall support policy enforcement between slices as per service level agreements. It should be possible for a single RAN node to support multiple slices. The RAN should be free to apply the best RRM policy for the SLA in place to each supported slice.

Support of QoS
-
RAN shall support QoS differentiation within a slice.

RAN selection of CN entity
-
For initial attach, the UE may provide a NSSAI (Network Slice Selection Assistance Information) If available, RAN uses this NSSAI for routing the initial NAS to an NGC CP function. If the UE does not provide any NSSAI the RAN sends the NAS signalling to a default NGC CP function. For subsequent accesses, the UE provides a Temp ID, which is assigned to the UE by the NGC, to enable the RAN to route the NAS message to the appropriate NGC CP function as long as the Temp ID is valid. Otherwise, the methods for initial attach applies.
Editor’s note: The definition of the slice ID used for RAN selection of CN entity is FFS.
-----------------------------------------------End of text proposal-------------------------------------------
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