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Introduction
This is the text proposal for R3-170241.
Text proposal for TR 38.801
--------------------------------------------Start of text proposal---------------------------------------------

8.2.1
Solution 1  

Editor’s note: this section presents a RAN solution for network slice selection and CN entity selection which is based on the solution described in section 6.1.2 of TR 23.799 [6]. This solution enables support of multiple slices simultaneously supported by a UE.
In this solution the Network Slice and the CN entity are selected based on a Network Slice Selection Assistance Information (NSSAI) as described in TR 23.799 [6]. The common control plane functions, e.g. AMF and Network Slice Instance Selection Function, shared by slices are collectively identified as CCNF (Common Control Network functions) - as described in section 6.1.2 of TR 23.799 [6].

The RAN selection of the Network slice and the selection of the appropriate CCNF can be partitioned into the following five cases.

Selection case 1: no NSSAI, no or invalid Temp ID
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Valid temp ID means valid for this PLMN.

In absence of Temp ID information valid for the indicated PLMN in the RRC connection request, the gNB needs to route to a default configured CCNF. After validation steps, the Default CCNF, depending on UE capabilities and subscription information, will select a suitable serving CCNF. This serving CCNF could be the default CCNF itself or the initial Attach Request may be redirected via RAN to the serving CCNF. A Temp ID corresponding to serving CCNF is sent back to the UE at NAS level. In case an NSSAI applies for the selected PLMN, this NSSAI is sent back to the UE together with the Temp ID at NAS level. The NSSAI is then also indicated in the NG DL message to gNB.  

Selection case 2: no NSSAI, valid Temp ID
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If a Temp ID information valid for the indicated PLMN is included in RRC Connection Request, the gNB routes based on Temp ID to the serving CCNF. In case an NSSAI applies for the selected PLMN, this NSSAI is sent back to the UE at NAS level. The NSSAI is then also indicated in the NG DL message to gNB.

Selection case 3: NSSAI, no or invalid Temp ID
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In absence of Temp ID information valid for the indicated PLMN in the RRC connection request, the gNB selects a serving CCNF based on the NSSAI when present. If multiple CCNF are available and suitable for the NSSAI, gNB can apply load balancing criteria. The routing table between the supported NASSI(s) and CCNF(s) can be established at initial RAN-CN interface set-up and can be maintained by the NG DL message including NSSAI(s). RAN also uses the included NSSAI for RAN slice awareness (slice specific behavior, congestion control, resource isolation). After validation steps, a Temp ID corresponding to serving CCNF is sent back to the UE at NAS level. The NSSAI is sent back to the UE together with the Temp ID at NAS level to either reconfirm the initially requested NSSAI or indicates a new one if policy has changed. The NSSAI is also indicated in the NG DL message to gNB for confirmation. 

Selection case 4: NSSAI, valid Temp ID
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If a Temp ID information valid for the indicated PLMN is included in RRC Connection Request, the gNB routes based on Temp ID to the serving CCNF regardless of NSSAI presence. RAN uses the included NSSAI for RAN slice awareness (slice specific behavior, congestion control, resource isolation). The NSSAI is sent back to the UE with the Temp ID at NAS level to either reconfirm the initially requested NSSAI or indicates a new one if policy has changed . The NSSAI is then also indicated in the NG DL message to gNB for confirmation.

Selection case 5: Modification of NSSAI, valid Temp ID
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If a Temp ID information valid for the indicated PLMN is included in RRC Connection Request, the gNB routes based on Temp ID to the serving CCNF regardless of NSSAI presence. RAN uses the included NSSAI for RAN slice awareness (congestion control, resource isolation). If the current NSSAI needs to be updated into NSSAI* because some of the NSSAI vectors are no more supported (i.e. operator policy has changed for the UE due to UE capabilities e.g. the subscriber may use different types of UEs by swapping the UICC) and if CCNF1 is not compatible with the new NSSAI*, the NGC may select a new CCNF2 compatible with NSSAI* and UE’s NAS message may be redirected to a new CCNF2 either directly within NGC or via RAN. In this case the NSSAI* is sent back from CCNF2 to the UE together with a new Temp ID* corresponding to CCNF2 at NAS level. The new NSSAI* is then also indicated to gNB over NG DL message.
-----------------------------------------------End of text proposal-------------------------------------------
--------------------------------------------Start of text proposal---------------------------------------------

8.2.4
Solutions Comparison
The solutions are evaluated based on the following functionalities, which are identified as baseline from the SA2 agreements [6], when supporting the selection of network slice and CN entity.

	Functionalities 
	Related bullets   in section 8.1 [6]

	(A)
	RAN should be able to route the UE’s NAS message to the appropriate CCNF based on a temp ID and NSSAI, provided by UE in RRC.

1) Routing to the default CCNF if no valid temp ID and no NSSAI

2) Routing to the serving CCNF if valid temp ID

3) Selecting a suitable CCNF based on the NSSAI if no valid temp ID
	2-d,e,f,g)

	(B)
	RAN should be able to deliver the (updated) NSSAI authorized by a CCNF back to UE. 
	2-b)

	(C)
	RAN should be able to assist re-direction via RAN associated with a change of the CCNF to serve the UE due to the NSSAI change (whether UE or Network initiated) or in case the CCNF to serve the UE is to be redirected during initial Attach Request
	9, 10


The comparison summary is provided for three solutions in 8.2.1, 8.2.2, and 8.2.3.

	Solutions
	Functionalities Support
	Comment

	Solution 1 (in section 8.2.1)

 - based on 6.1.2 [6]
	Support all (A), (B), (C)
	- Case-by-case descriptions based on temp ID and NSSAI

	Solution 2 (in section 8.2.2)

 - used Slice ID for NASSI
	Support (B), (C)
Partial support for (A)

 - 2) No temp ID based routing description


	- Descriptions with/without NSSAI only.

- For (A)-3), assume that RAN and CN exchange information on the supported NASSIs at RAN-CN interface set-up. This can be considered as initial routing table set-up between the supported NSSAI(s) and CCNF(s).

	Solution 3 (in section 8.2.3)

 - based on 6.1.1 [6]

 - used NeS-ID for NASSI
	Support (B)
Partial support for (A)

 - 1) No description of routing to the default CCNF when no temp ID and no NSSAI
No support for (C)

 - Only describing direct change of the CCNF to serve the UE within NGC
	- Descriptions by initial and subsequent access. 

- No details on how RAN can do (A)-3), but use indication in the NG DL message (from NGC to gNB) whenever the NASSI is newly assigned or updated by the network. This can be considered as to continuously update the routing table between the supported NASSI(s) and CCNF(s).


-----------------------------------------------End of text proposal-------------------------------------------
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