3GPP TSG-RAN WG3 #Ad-hoc                                                              R3-170090
Spokane, Washington, USA, 17th – 19th January 2017

Agenda item:
10.3.2
Source:
Samsung

Title:
Discussion on NG-U Protocol 
Document for:
Discussion & Decision
1 Introduction

In RAN3#94, the NG-U protocol is discussed and this contribution continues to analyse the NG-U protocol options for user plane and provide observations and proposal for discussion and decision.
2 Discussion
There are three solutions for NG-U Protocol Stacks.
· Solution 1: GTP-U/UDP/IP: GTP-U/UDP IP (TS29.281) is a protocol already used over S1, X2, S5/8 LTE interfaces. 
· Solution 2: GRE/IP: Generic Routing Encapsulation protocol (GRE) over IP has been specified in the IETF (RFC 2784, RFC 2890) and has been applied for e.g. PMIP based S5/S8, 3GPP LWIP, 3GPP2. 

· Solution 3: Protocol Oblivious Encapsulation (PoE) PoE is expressed without limiting the structure to specific formulations. This can be done by enhancing the configurability of the encapsulation protocol over the control plane.  

According to the latest SA2 QoS agreements, no matter A-type or B-type QoS profile, the QoS making in NG-U header is a scalar value and the specific QoS parameters won’t be provided in NG-U header. It is foreseen the info of NG-U encapsulation header is really limited. All the solutions are sufficient to support the demand. 

In RAN3#94, the working assumption is that GTP-U is used as protocol for NG-U. Actually, the GTP-U alone is feasible to support the NG-U with enhancement on encapsulation header. It is a question whether additionally support PoE.
· Option 1: GTP-U enhancement to support QoS marking

· Option2: GTP-U + PoE (PoE cannot work alone, NG-U protocol is still needed)
According to [4], it lists the major benefits of PoE, the corresponding analysis are as follows. 
	This flexibility allows for the first generation of gNB to seamlessly interact with future 3GPP nodes/interfaces. 


· In principle, for backwards compatibility, the new release node/interface should support to seamlessly interact to the pre-release RAN without consideration of PoE.
· In case the future interface introduces a new info into the NG-U header, the first generation RAN nevertheless needs update to understand the new info. Otherwise, the new functionality is not supported. PoE doesn’t have the magic to make the RAN to self-understand the new info. The benefit of “seamlessly interact with future 3GPP nodes/interfaces” greatly exaggerates the effect of the PoE.
· The only feasibility of PoE is to change the locations of the existing IE in NG-U header. However, the PoE configuration update should be avoided during data transmission. Since the PDU with old location configuration may arrive RAN after RAN receiving the PoE update. The handling for those PDU will make mistake. So UPF has to stop the data transfer until receiving the PoE update completion, which causes the unnecessary data transmission interruption.
· By now, the GTP-U is the WA for NG-U. The IE’s location has no reason to be update. We don’t see the mandatory reason to introduce such kind of feasibility. 
Observation1: In principle, for backwards compatibility, the new release node/interface should support to seamlessly interact to the pre-release RAN without consideration of PoE.

Observation2: PoE doesn’t have the magic to make the pre-release RAN to self-understand the new info in the NG-U header from the new release node/interface.
Observation3: PoE configuration doesn’t need update and the update makes data transmission interruption.

	The second major benefit of PoE is the reduced complexity.  As PoE only requires the features in a protocol which are actively being used, the complexity is significantly lower than devices which must continuously check for optional features which are never activated.


· Per PDU check at RAN side is necessary to decide the DRB mapping.
· In DL the flexible GTP-U encapsulation header will indicate which optional IE is included. The RAN will not check for the optional IE which is absent.

· In UL, RAN can directly decide info in the GTP-U header according the QoS flow info along with the UL data. However, the PoE provides a container of the GTP-U header for UL data, the RAN has to additionally check for the container for each UL data, it increase complexity.

Observation4: PoE doesn’t reduce the complexity comparing to GTP-U.

	The third major benefit of PoE is the reduced standardization/testing effort.


· Any new info is added in the GTP-U, the common standardization effort for the two options is both RAN side and CN side need update to understand the new info. 
· Except that, Option1 requires to enhance the GTP-U encapsulation header to define the new info and option2 required to enhance the PoE structure to support the new info. No big difference for the two options from the perspective of the standardization work.
Observation5: PoE doesn’t reduce standardization/testing effort comparing to GTP-U.
	The final major benefit is overhead. As only the required features are used, all other elements can be removed.  In many circumstances this can reduce the overhead by up to 75%. 


· The GTP-U encapsulation header is flexible and the not required optional IE is not captured in the encapsulation header. From the overhead reduction, there is no difference between GTP-U and PoE.

· The PoE configuration cannot be PDU specific. So the PoE configuration should be applied to multiple PDUs. However, it is possible  different PDUs have different optional IEs, E.g.
· PoE configuration is common for both PDU-1 and PDU-2, e.g. including Info_A (begin from the 80th bit) and Info_B (the 88th bit),
· PDU-1 has Info_A (begin from the 80th bit) and  Info_B (the 88th bit)
· PDU-2 only has Info_B (Begin from 80th bit). In order to adapt the common PoE configuration, the Info_B of PDU-2 should be moved to 88th bit, the empty 8 bits from 80th bit to 87th bit causes the extra overhead in NG-U header. But now, we don’t have the per PDU marking requirement, but it may be required in the future.
Observation6: PoE doesn’t reduce overhead comparing to GTP-U.
Observation7: PoE configuration is not per PDU and is lack of the feasibility.
In a nutshell,
· On one hand, we see PoE has the flexibility to indicate the location of the NG-U IE. However, the GTP-U is the WA for NG-U. The IE’s location on NG-U has no reason to be update. We don’t see the mandatory reason to introduce this feasibility. In case the PoE configuration update during data transmission, data transmission has to interrupt.

· On the other hands, PoE is lack of such kind of the flexibility. PoE doesn’t reduce the complexity, overhead or standardization work comparing to GTP-U.

In hence, there is no mandatory reason to introduce PoE. 

Proposal1: It is proposed to agree to use GTP-U only as the NG-U protocol.
3 Conclusion

In RAN3#94, the NG-U protocol is discussed and this contribution continues to analyse the NG-U protocol options for user plane and provide observations and proposal for discussion and decision.

Observation1: In principle, for backwards compatibility, the new release node/interface should support to seamlessly interact to the pre-release RAN without consideration of PoE.

Observation2: PoE doesn’t have the magic to make the pre-release RAN to self-understand the new info in the NG-U header from the new release node/interface.
Observation3: PoE configuration doesn’t need update and the update makes data transmission interruption.

Observation5: PoE doesn’t reduce standardization/testing effort comparing to GTP-U.
Observation6: PoE doesn’t reduce overhead comparing to GTP-U.
Observation7: PoE configuration is not per PDU and is lack of the feasibility.

Proposal1: It is proposed to agree to use GTP-U only as the NG-U protocol.
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