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Discussion
1 Introduction 
In its LS [1] to RAN2 and RAN3, SA3 questioned how a user is authorised for an LWA Services. This is because, WLAN has its own access control and user authorisation mechanism. Given that it is the WI requirement that WT does not have any EPC connectivity, access control and user authorisation becomes difficult as any coordination in this regard between LTE and WLAN is thus ruled out. This issue is analogous to access control and membership check as applied in H(e)NB deployment. This is a radio feature and LWA needs to have similar authorization mechanisms as other radio features as acknowledged in RAN2 LS to SA3 [2]. Irrespective of whether it is operator deployed and/or controlled WLAN, access control is necessary to meet Service Level Agreements (e.g., to ensure different QoS provisioning to different customers) and for the purpose of AAA. This is why different access modes such as open, hybrid and closed were defined for H(e)NB deployments.

Further, in RAN3 #90, it was argued whether it is scalable and secure to exchange security keys with every AP within a mobility set. Given that there is no absolute maximum in terms of how many APs connected to a WT, it is not scalable to exchange keys with every AP. Hence, some contributions discussed different filtering mechanisms to make the key exchange scalable and secure.
This paper hence notices that the current Solutions discussed in RAN2 and RAN3 do not reflect the practicality of ground situations. Hence, in order to come up with a readily workable LWA mechanism in practical environment, this paper argues that access control should not be taken lightly. With this background in mind, this paper subsequently explores how the current LWA discussions can lead to a workable solution in real deployment.
2 Discussion
Making use of WLAN is important to an operator at least in the following reasons:

i).  trying to increase data rate to an end customer economically through LWA or LWI
ii). Offloading as much LTE traffic as possible without losing grip on customers

Considering the importance of this, at least two leading operators in the UK recently started provided WiFi-based broadband service. The underlying assumption with this is that whenever possible, these Service Providers can enable LWA. Given that WLAN deployments are closed networks especially for home and enterprise situations, the Service providers need to make sure that only allowed users are admitted to a given WLAN network. This is partly reflected in LS reply from SA3 [3]. This important aspect of Access control and/or Membership Verifications however are not considered in the current discussions. 
Observation 1: Any LTE-WLAN aggregation OR interworking will be practicable only when Access control aspect is considered as part of any workable Solution.
If an operator provides both LTE and home WLAN service, the Operator has to make sure that only authorised users of a residents are allowed in their home WLAN network. This is quite essential in enterprise deployments as well. Further, to enable differentiated QoS mechanism based on customer SLA, a care has to be taken to ensure who is allowed at a given point in time even in an open WLAN network.

Observation 2: AS-level Access control is needed even in Operator controlled WLAN Networks.
2.1 WT Addition:

At the moment, WT Addition procedure [3] simply assumes that an UE will be accepted in any WLAN APs within a mobility set without any restriction. This Solution will not be practicable for the reasons mentioned in Section 2. 

Observation 3: Current WT Addition procedure simply assumes that an UE is allowed in every WLAN AP within a mobility set considered for LWA OR LWI.
The current WT Addition procedure arbitrary attempt to connect a UE to a WLAN where it is not allowed can lead to the following drawbacks:
· Drainage of unnecessary measurement related power-consumption on a UE side and inefficient Spectrum usage

· RLF OR delayed WT Addition
· Security key exchange will not be scalable and can pose security threats
To address these drawbacks, it is better to work out how to make the current arbitrary WT Addition procedure practically workable.

To make this happen, the following two are essential:
i). Issue 1: First an eNB has to be notified in terms of which BSSID, SSID, HESSID requires access control

ii). Issue 2: Subsequently an eNB has to know whether a UE in question is allowed in a given BSSID, SSID or HESSID.
Given the Large Scale deployment of WLAN AP (multiple folds of any H(e)NB deployment) that are mostly uncoordinated due to no spectrum restrictions manual configuration is nearly impossible. 
Observation 4: manually dealing with access control is nearly impossible.
Proposal 1: RAN3 is requested to give serious attention to user authorisation requirement questioned by SA3 and mobility set filtering for Security key exchange.
In order for an eNB to know whether a WT exercises access control, WT has to inform as part of Xw Setup Response

Proposal 2: An eNB has to be informed in case WT exercises access control in Xw Setup Response

Once an eNB gets to know that an WT exercises access control, the eNB will have to individually check whether a UE in question is allowed in a given WT (i.e., BSSID, SSID, HESSID). Unlike the way Access control works in the case of H(e)NB where CSG Subscription data is OAM configured and kept with HSS OR VLR, the UE-WLAN Subscription data has to be Supplied by WT to EPC. Given that WLAN employs its own access control and EPC-WLAN connectivity is not preferred, this access control can simply be tackled by allowing either a UE/WT to notify an eNB in terms of whether a UE in question has successfully associated with any BSSID, SSID, HESSID belonging to a given WT before an eNB configures measurement configuration as part of WT Addition procedure. This will make sure that a UE is only allowed to take measurements with respect to APS where it can be allowed and subsequently Security keys are exchanged to those APS where a UE is allowed 
Proposal 3: An eNB has to be informed whether a UE in question has already or can be associated with an AP belonging to a WT prior to measurement configuration and key exchange as part of WT Addition.
3 Conclusion and proposals
This paper attempts to explore ways to make the current WT Addition procedure practically workable in real deployment scenarios. With its basic arguments, it further makes the following observations and a proposal:
Observation 1: Any LTE-WLAN Aggregation or Interworking will be practicable only when access control aspect is considered as part of any workable Solution.
Observation 2: Access control is needed even in operator controlled WLAN networks.
Observation 3: Current WT Addition procedure simply assumes that an UE is allowed in every WLAN AP within a mobility set considered for LWA or LWI.
Observation 4: manually dealing with Access control is nearly impossible.
Proposal 1: RAN3 is requested to give serious attention to user authorisation requirement questioned by SA3 and mobility set filtering for Security key exchange.
Proposal 2: An eNB has to be informed in case WT exercises access control in Xw Setup Response

Proposal 3: An eNB has to be informed whether a UE in question has already or can be associated with an AP belonging to a WT prior to measurement configuration and key exchange as part of WT Addition.
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