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1. Introduction
During RAN3#90, the open issues for XwAP have been discussed, and some agreements are achieved, including:
a) Not introduce Transaction ID IE in every non-UE-associated XwAP message, maintain X2 text;
b) Send UE WLAN MAC address on initial preparation (WT Addition Request) and use Xw specific AP IDs similar to X2AP ID pairs (old, new);
c) No definition of timer for WT addition procedure, rely on implementation;

d) QoS parameters: AMBR to be removed, ARP keep, GBR keep, QCI keep;

e) WT Reconfiguration Complete procedure: considered not essential for this release;

But there’re still some issues not discussed or no agreements have been achieved, we summarized them from [1] [2] [3] as below:
	XwAP Global procedures:

1. Editor's note: The possibility for the WT ID to include the PLMN ID is FFS.
2. Editor's note: It is FFS if the Home eNB ID is to be removed from the Global eNB ID
3. Editor's note: It is FFS whether the WT may filter the list of its WLAN identifiers.
4. Band Information of WLAN Information IE is FFS pending on RAN2 progress.

· Editor's note: It is FFS whether WLAN Channel has to be included in the WLAN band information.
· Editor's note: The encoding of WLAN Band Information is FFS (pending RAN2 decision).
5. Editor's note: The definition of the different cause values is FFS.
6. WT Status Reporting:
· Editor's note: It is FFS how to encode CAC load.
· Editor's note: It is FFS whether the Station Count field of the BSS Load is to be included in this IE.
· Editor's note: The granularity of WLAN Backhaul Rate is FFS (e.g. INTEGER vs. current one).
UE associated procedures:

7. UE-associated XwAP procedures are used to handle the configuration and modification to support LWA for a specific UE (FFS if also applicable to LWI).
8. WT addition:
· Editor’s Note: use and definition of the WLAN Security Information IE are FFS.
· Editor’s Note: The reason for not accepting of any bearer is FFS.
· Editor’s Note: whether GBR bearer is allowed to be offloaded to WLAN is FFS
9. WT modification:

· Editor’s Note: use and definition of the WLAN Security Information IE are FFS
· Editor’s Note: whether GBR bearer is allowed to be offloaded to WLAN is FFS

· Interaction with the eNB initiated WT Modification Preparation procedure:[FFS] 


In this contribution, we analyze the left open issues in the table above and give the proposals accordingly.
2. Discussion
Issue 1: The possibility for the WT ID to include the PLMN ID is FFS.
Some WT sharing and RAN sharing scenarios need to be considered, for example:
a) WT is shared: a WT is shared by some operators, it’s connected to different eNBs for different operators. 
b) RAN is shared: a WT is connected to a shared eNB which has been deployed for RAN sharing.
For the case a) and b) above, it’s a problem for WT to decide how to set the PLMN ID in WT ID upon reception of Xw Setup Request message.
Until now, we don’t see any clear benefits to include PLMN ID in WT ID. To my understanding, it’s statically configured (via OAM) for an eNB which WT(s) to connect, no need to consider the supported PLMN ID(s) of each WT. 
Observation 1: The benefits of including PLMN ID in WT ID is not clear, and in the WT sharing or RAN sharing scenarios, it seems not feasible to include PLMN ID in WT ID. 

Proposal 1: WT ID shall not include PLMN ID.
Issue 2: It is FFS if the Home eNB ID is to be removed from the Global eNB ID
In Dual Connectivity, only Macro eNB shall be considered as MeNB today. To keep alignment with DC, recommend not to consider the HeNB in LWA and LWI. 
The Global eNB ID IE with a choice structure (choice 20/28 bits) is generic in all the RAN3 specifications today, we there’s no strong reason to define a new IE for Macro eNB ID only. So it’s proposed to use the normal structure as is now, and simultaneously agree that HeNB related enhancements are not foreseen to be needed at this stage.
Proposal 2: Not remove the Home eNB ID from the Global eNB ID, and agree that HeNB related enhancements are not foreseen to be needed at this stage.
Issue 3: It is FFS whether the WT may filter the list of its WLAN identifiers.
About filtering of WLAN identifiers, it’s proposed to do the filtering in WT to save resources and processing load for the eNB, it seems beneficial for the WT to signal to the eNB only the parameters (e.g. BSSIDs etc.) of those APs relevant to the eNB (i.e. deployed in the same coverage area of the eNB). 

Furthermore, if not do the filtering, some meaningless Xw configuration update procedures may be triggered once some of the APs under the WT switched on/off no matter they have the “relationship”(overlapped coverage) with the eNB or not. This may seriously impact the Xw interface and the processing load for the eNB.

The working assumption could be that do the filtering for WLAN identifiers in WT if needed, and the filtering should base on the OAM configuration. 
Observation 2: if left BSSID filtering to the implementation or later release, we should still assume that WT should send proper WLAN identifiers to the eNB, not mandate to send the full list always.

Proposal 3: WT should filter the list of WLAN identifiers in case of a WT is connected to different eNBs, for example, WT controls thousands of APs which may relevant to different eNBs.
Issue 4: Band Information of WLAN Information IE is FFS pending on RAN2 progress.

a. Whether WLAN Channel has to be included in the WLAN band information.
b. The encoding of WLAN Band Information is FFS (pending RAN2 decision).
It has been agreed in RAN2#91bis meeting that BSSID, HESSID, SSID, WLAN frequency/channel and band shall be configured for WLAN measurements.
For RAN3, the information which RAN2 required for measurement configuration shall be provided by WT through the Xw interface. The IE “WLAN Band Information” in “WLAN Information” shall be used for transmitting of such kind of information.

This IE “WLAN Band Information” can be described as below:  
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	WLAN Band
	M
	
	
	

	WLAN Channel
	O
	
	
	

	WLAN Frequency
	O
	
	
	


Proposal 4: To satisfy the measurement requirements of RAN2, WLAN channel info should be included in the IE “WLAN Band Information”, “WLAN Band” should be mandatory, while “WLAN Channel” and “WLAN Frequency” should be optional.
Issue 5: The definition of the different cause values is FFS.
The IE “Cause” has been widely used in many XwAP non-UE associated signalling messages and also some UE associated signalling messages. Generally, the cause value is used to notify the peer node the failure happened in the receiving node. It has been included in the following XwAP messages: 

· Xw SETUP FAILURE
· WT CONFIGURATION UPDATE FAILURE
· WT STATUS FAILURE
· ERROR INDICATION
· RESET

· WT ADDITION REQUEST REJECT
· WT MODIFICATION REQUEST REJECT
· WT MODIFICATION REFUSE
In X2AP [5], the cause value has been defined in section 9.2.6. For XwAP protocol, the cause values defined in [5] can be used as the baseline. Furthermore, values of Transport Layer Cause, Protocol Cause and Miscellaneous Cause can be totally reused, while the values of Radio Network Layer Cause should be further investigated and updated for XwAP.  
Proposal 5: Cause values defined in X2AP protocol can be used as the baseline of XwAP.
Issue 6: WT Status Reporting related issues are listed below:
a. How to encode CAC load?
b. Whether the Station Count field of the BSS Load is to be included in this IE.
c. The granularity of WLAN Backhaul Rate is FFS (e.g. INTEGER vs. current one).

Issue 6a: How to encode CAC load?
To my understanding, the encoding of BSS load in the latest XwAP spec (see section 9.1.10 in [2]) should works, and this is similar to the X2 encoding for RESOURCE STATUS UPDATE message (see section 9.1.2.14 in [5]). No further action is foreseen to be needed, just leave as is today.

Proposal 6a: No further action is needed for encoding of CAC load, just leave as is today.
Issue 6b: Whether the Station Count field of the BSS Load is to be included in this IE.
As the station count does not reflect the loading or congestion of a WLAN network, therefore we do not see any need to include this field in BSS Load IE, channel utilization info should be sufficient.
Proposal 6b: Not needed to include Station Count field in the BSS Load IE.
Issue 6c: The granularity of WLAN Backhaul Rate is FFS (e.g. INTEGER vs. current one)
WLAN-backhaulRate  used in Release-12 WLAN interworking and captured in 36.331 is defined as below.
WLAN-backhaulRate ::=


ENUMERATED








{r0, r2, r4, r8, r16, r32, r64, r128, r256, r512,








r1024, r2048, r4096, r8192, r16384, r32768, r65536, r131072,








r262144, r524288, r1048576, r2097152, r4194304, r8388608,








r16777216, r33554432, r67108864, r134217728, r268435456,








r536870912, r1073741824, r2147483648, r4294967296}

Current format defined in [2] is consistent with what was used in Release-12, so no reason not to keep current definition.

Proposal 6c: Leave the granularity of WLAN Backhaul Rate as is, and remove the FFS.
Issue 7: If UE-associated XwAP procedures also applicable to LWI.

UE-associated XwAP procedures are used to handle the configuration and modification to support LWA for a specific UE. As there’s no scenario which requires UE specific configuration for LWI, we can make the assumption that UE-associated XwAP procedures shall only be applied to LWA, not for LWI. 
Proposal 7: UE-associated XwAP procedures should only be applied for LWA, not for LWI.

Issue 8: WT addition related issues are listed below:
a. Use and definition of the WLAN Security Information IE are FFS
b. The reason for not accepting of any bearer is FFS.
c. Whether GBR bearer is allowed to be offloaded to WLAN

Issue 8a: Use and definition of the WLAN Security Information IE are FFS
Which security information is needed and how to use rely on the solution of LWA authentication and ciphering, it’s pending the progress of RAN2 and SA3.

Proposal 8a: Use and definition of WLAN Security Information IE are pending the progress of RAN2 and SA3.
Issue 8b: The reason for not accepting of any bearer
This issue should be considered together with issue 5, the possible reasons for WT to reject the WT addition request are:

· No available resource (all of the APs under the WT are overload)
· WT is under maintenance
· Internal failure occurs in WT
· ……
Proposal 8b: RAN3 is requested to discuss the cause value for WT ADDITION REJECT, such as “WT is under maintenance”, “Internal failure occurs in WT” and “No available resources”.
Issue 8c: whether GBR bearer is allowed to be offloaded to WLAN

In RAN3#90 meeting, it has been agreed that GBR bearers are allowed to be offload to WLAN, but it was not agreed if allowed to offload GBR bear without GBR QoS Information IE.

GBR QoS Information IE includes the E-RAB Maximum Bit Rate Uplink/Downlink and also the Guaranteed Bit Rate Uplink/Downlink. To my understanding, if a GBR bearer is offloaded to WLAN, QCI only maybe not enough for WT to guarantee the QoS of the bearer, GBR QoS Information should be essential for WT to get the detail QoS information for the offloaded GBR bearer.
Proposal 8c: GBR bearer should be allowed to offload to WLAN, and GBR QoS Information IE should be mandatory for the GBR bearers.
Issue 9: WT modification related issues are listed below:
a. Use and definition of the WLAN Security Information IE are FFS
b. Whether GBR bearer is allowed to be offloaded to WLAN

c. Interaction with the eNB initiated WT Modification Preparation procedure:[FFS]

Issues 9a and 9b have been analyzed in issue 8; here we only analyze the issues 9c.

Issue 9c: Interaction with the eNB initiated WT Modification Preparation procedure
Description in subclause 8.9.4 of TS 36.463 [2]: 

Interaction with the WT initiated WT Modification procedure [FFS]:

If the eNB, after having initiated the eNB initiated WT Modification procedure, receives the WT MODIFICATION REQUIRED message, the eNB shall refuse the WT initiated WT Modification procedure with an appropriate cause value in the Cause IE.
The handling of the interaction in eNB was clearly described in the current specification, so we just need to remove the FFS, no further action is needed.

Proposal 9: No further issue for Interaction with the WT initiated WT Modification procedure, just need to remove the FFS in subclause 8.9.4 of stage 3.

3. Conclusions
In this contribution, we discussed the open issues for XwAP Global procedures and UE associated procedures, and summarized the proposals as below:
Observation 1: The benefits of including PLMN ID in WT ID is not clear, and in the WT sharing or RAN sharing scenarios, it seems not feasible to include PLMN ID in WT ID.
Proposal 1: WT ID shall not include PLMN ID.

Proposal 2: Not remove the Home eNB ID from the Global eNB ID, and agree that HeNB related enhancements are not foreseen to be needed at this stage.

Observation 2: if left BSSID filtering to the implementation or later release, we should still assume that WT should send proper WLAN identifiers to the eNB, not mandate to send the full list always.

Proposal 3: WT should filter the list of WLAN identifiers in case of a WT is connected to different eNBs, for example, WT controls thousands of APs which may relevant to different eNBs.

Proposal 4: To satisfy the measurement requirements of RAN2, WLAN channel info should be included in the IE “WLAN Band Information”, “WLAN Band” should be mandatory, while “WLAN Channel” and “WLAN Frequency” should be optional.

Proposal 5: Cause values defined in X2AP protocol can be used as the baseline of XwAP.

Proposal 6a: No further action is needed for encoding of CAC load, just leave as is today.

Proposal 6b: Not needed to include Station Count field in the BSS Load IE.
Proposal 6c: Leave the granularity of WLAN Backhaul Rate as is, and remove the FFS.
Proposal 7: UE-associated XwAP procedures should only be applied for LWA, not for LWI.
Proposal 8a: Use and definition of WLAN Security Information IE are pending the progress of RAN2 and SA3.
Proposal 8b: RAN3 is requested to discuss the cause value for WT ADDITION REJECT, such as “WT is under maintenance”, “Internal failure occurs in WT” and “No available resources”.
Proposal 8c: GBR bearer should be allowed to offload to WLAN, and GBR QoS Information IE should be mandatory for the GBR bearers.
Proposal 9: No further issue for Interaction with the WT initiated WT Modification procedure, just need to remove the FFS in subclause 8.9.4 of stage 3.
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