TSG-RAN Working Group 3 IP ADHOC #5


R3-012736
Stockholm, Sweden, October 1-2, 2001

Agenda Item:
8

Source: 
Ericsson

Title: 
Comparing Interworking Solutions

Document for:
Decision

1 Introduction

This contribution seeks to conclude the present discussion on Interworking solutions by facilitating a decision on which protocol to be used for interworking.

2 Interworking Requirement

2.1 Clarification of Requirements Text

The Technical Report [1] contains the following requirement :

“In Release 00, UTRAN(s) may have both ATM and IP transport networks. Following requirements with regards to ATM and IP transport network coexistence shall be met:

· The specifications shall ensure the co-existence of ATM and IP Transport options within UTRAN, i.e. parts of UTRAN using ATM and parts of UTRAN using IP transport.

· In Release 2000, ATM and IP Transport Options shall rely on the same functional split between Network Elements

The transport technology choices of an UMTS operator will vary. Some will use AAL2/ATM. Others will use IP and others will use both AAL2/ATM and IP. Interoperability between release ’99 and later UTRAN ATM interfaces and UTRAN IP interfaces (for example, IP Iur to ATM Iur) is an important function for operators deploying both types of transport networks. An interworking solution shall be included in the specification.

The following are requirements for the interworking solution:

1. It shall be possible for a UTRAN to support release ’99 and later ATM interfaces and UTRAN IP interfaces. One means of assuring that UTRAN nodes can communicate with each other is for nodes to have both ATM and IP interfaces.

2. Where Node terminating Iu, Iur or Iub does not support ATM interfaces (R99 and later releases) and UTRAN IP interfaces, an TNL interworking function is required to enable the nodes to inter-operate between ATM and IP technologies.”

At IPADHOC#4, there seemed to be some debate and confusion as to the meaning of this text.  This text clearly articulates the need to support interworking between UTRAN nodes (and CN nodes terminating Iu) that support only ATM interfaces with UTRAN nodes that support only IP interfaces.  Even clearer is the statement “An interworking solution shall be included in the specification.”  What follows is then the requirements for the solution to be specified.  The first point ensures that it is possible for a UTRAN node to have both ATM and IP interfaces.  This is essential if an interworking function is to be included as part of the functionality of an RNC.  Any device acting as an interworking function obviously must have both ATM and IP interfaces.  The second point ensures that a transport network layer interworking function is specified to enable the interworking.  

There has been a clear consensus (at IP ADHOC#4) that it will be necessary to implement an interworking solution.  What has been disputed is the need for the interworking solution to be a standard one (instead of a propietry solution).  Given that interworking is required, there are three possible scenarios :

1. Operator Specified Solution – In this scenario, each operator specifies how they want the interworking to work, with what protocol.  The disadvantage of this approach is that vendors will need to produce as many customised solutions as there are operators.

2. Vendor Specified Solution – In this scenario, each vendor implements a proprietry solution.  The disadvantage of this approach is that operators are then forced to either stick with one supplier or have to manage multiple duplicate interworking solutions in the network(given that many operators will continue to use multiple suppliers).  This leads to unnecessary rework and complexity for the operator as additional work must be done for testing, integration, training and operation and maintenenance.

3. 3GPP Specified Solution – In this scenario, one solution is specified by 3GPP for all vendors and operators to adhere to.  

2.2 Use of the Dual Capable approach (UTRAN Nodes with both IP and ATM interfaces)

As mentioned above, it must be possible for a release 5 UTRAN node to be equipped with both IP and ATM interfaces.  This is essential if the Transport Network Layer InterWorking Functionality is to be provided as part of a UTRAN Node.  However, while this functionality would exist as a gateway type service for IP only nodes to communicate to ATM only nodes, the UTRAN Node hosting the InterWorking Function would not itself need to use the IWF.  This is obvious as the node has direct control over the IP and ATM resources and can, upon recognising if the corresponding UTRAN Node it needs to communicate with is an ATM or IP node, simply select which transport to use without initiating interworking.  

It is still possible for an operator to choose to implement all UTRAN Nodes as Dual Capable.  The standard will not prevent this.  It would mean that all Release 5 IP nodes that this operator installs would also have ATM transport capability.  In doing so, it is possible to effect the migration to IP without requiring interworking to be implemented in the network.  In this manner, use of the dual capable approach is not an interworking solution, but a way of avoiding the interworking problem.  (However, it should not be forgotten that whether to use an interworking solution or deploy dual capable nodes everywhere will be an operator decision.  Major criteria of such a decision will be the cost of deploying duplicated transport interfaces and the general strategy and approach taken in migrating the network.)

2.3 Comparison of Dual Capable approach with Interworking Approach

For completion, this sub-section presents a comparison of the interworking approach with the approach of using only Dual Capable nodes.
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The diagram above shows a scenario where all the introduced release 5 IP capable nodes also have ATM interfaces.  As can be seen, in this scenario, the ATM cloud continues to be extended (including management) and additional ATM infrastructure is being deployed with the deployment of IP UTRAN.  In particular, additional infrastructure is required to separate the ATM traffic from the IP traffic.

The following diagram shows an example of the use of an TNL IWF.
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In this scenario, the ATM network is not extended due to IP UTRAN deployment.  The TNL IWF guarantees communication between the networks and transport efficiency is maximised.  

2.4 Clarification of IP as a transport option

In release 5 there will be two transport options. This is highlighted in the first sentence of the aforementioned requirement text from the chapter entitled “Co-existence of the two transport options” of [1]. Chapter 1 of [1] opens its discussion by talking about the introduction of the “IP Transport option”.    This means that no transport is mandated.  Rather, there will be two valid options that can be used for transport in the UTRAN.

The implication of this, obviously, is the fact that it is possible to have a node that implements only the IP option.  It is also possible to have a node that implements the ATM option only.  It is also possible to have a node that implements both the ATM option, and the IP option.

A natural consequence is that a node that implements only the IP option will not be able to communicate with a node that implements only the ATM option unless an TNL IWF is available.

2.5 The TNL IWF 

It should be noted that the Iu, Iur and Iub interfaces defined in 3GPP are logical interfaces between UTRAN nodes defining the Radio Network.  For instance, there is no logical interface defined between a Node B and another Node B.  Similarly, there is no interface defined between two AAL2 switches, or between an AAL2 switch and an RNC.  Rather, the AAL2 switch is a Transport Network Layer node.  Part of the Transport Network Infrastructure.  This is depicted in case 1 of the diagram below.  

Similarly, Case 2 shows a possible scenario for the IP to IP case.  Here, the router is just part of the transport network infrastructure.  

In either Case 1 or Case 2, there is nothing preventing the functionality required of the transport network infrastructure being implemented as part of a UTRAN Node.  For example, an RNC could have AAL2 switching capability or IP routing capability.
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Case 3 shows the case when an IP only node communicates with an ATM only node.  This is done with the assistance of an additional transport network functionality.  Namely the Inter Working Function.  This function also, could be implemented as part of a UTRAN node.  However, it is purely a function of the transport network and has no relation to the radio network.  In fact, the radio network layer should be blissfully ignorant of what transport network functionality is used to convey information between the UTRAN nodes.

3 Review of Interworking Proposals

3.1 General

This section will briefly summarise the proposals presented and highlight their strengths and drawbacks based on the contributions presented and the associated discussion. 

3.2 RSVP

The proposal to use RSVP[2] as an IP ALCAP is presented in [3]. RSVP uses four messages (two sets of two) to establish the session.  Because RSVP is a resource reservation protocol, any routers along the route between the gateway and the IP node will interpret the packet to see if resource reservation needs to be done.  This leads to increased processing demands on the routers (unless RSVP is disabled in the routers).  RSVP is also a soft-state protocol.  This means that refresh messages are required to keep a session active.  Otherwise the session is automatically terminated.  This means that the amount of signalling is increased substantially.  The recommended refresh rate in the RFC is 30 seconds. 

RSVP is an IETF protocol.  However, in order for RSVP to be used as an IP ALCAP, firstly additional specification work must be done at IETF for the definition of the additional objects to be transported as well as the specification of a new RFC.  Standardisation at the IETF is by no means a path to quick specifications.  It is not possible for all the standardisation work required to make RSVP an IP ALCAP could be done in time for Release 5.

RSVP is a protocol that has been designed to provide quality of service in IP networks.  It is not intended as a session initiation protocol.  RSVP is a complex protocol that has a great deal of functionality that is not required for session initiation.  The use of RSVP as a session initiation protocol may cause complexity and difficulties for operators.  RSVP is not mandated as a QoS solution[1], nor should it be.  However, its use as a session initiation protocol can impact on the decision made by operators for using a particular method of qos, instead of leaving operators with the flexibility to choose the technique that best suits their network.  

3.3 Delta Specification for Q.AAL2

Q.2630[5] is used today in release 99 as well as release 4.  It is a protocol that must be implemented by vendors in release 5 in order to support the ATM transport option.  The changes required to effect the delta specification are described in [4].  These changes are well defined, within the scope of the extensibility of Q.2630 and relatively minor.  However, to effect this change, the specification of the delta standard must be clearly defined.  This could happen either within 3GPP or at the ITU-T.  If done at ITU-T, the standard will clearly be defined in the correct forum, but may take some time in order to complete the standardisation process.  Conducting this standardisation within 3GPP could be done but could be seen as improper for 3GPP to be standardising a transport protocol rather than defining the usage of an existing protocol.  Q.2630 obviously, is not an IETF protocol, and hence does not meet the requirement stated in the TR to prefer where possible, IETF protocols[1].

From a protocol viewpoint, Q.2630 is the most efficient with only two messages required and is communicated in a compact binary format allowing the most efficient form of communicating the session data.  It is necessary to clarify if this signalling can effectively allow for cases where the gateway does not know if it is Iu or Iur/Iub interface, hence whether to use RTP in the user plane stack. 

Use of Q.2630 makes no impact on any routers in the path and no impact to the choices an operator has on the method of qos to use for the network.

3.4 SIP

SIP[6] is the IETF protocol for initiating sessions for any type of communication.  It has been made, in the fashion of the IETF, as generic as possible to suit a wide array of situations.  The specification also has defined a number of models.  This is done because different SIP entities need to implement different parts of the protocol and respond in different ways.  The minimal requirements are defined in Annex A of [6].  For example, a PC phone client needs to implement a different set of messages and behaviours than a proxy server.  For the UTRAN application, only the basic client model is required.  SIP brings the advantage of not needing to specify a protocol.  Instead, it is only necessary to specify the usage of the protocol(as needs to be done with any protocol).  That is, to specify, for example, how to generate a session id, what IP address to use for source and destination addresses. The basic client model described in [6] allows for a very simple implementation that is based on a simple and efficient three way handshake.  SIP messages are encoded in text, leading to a slightly larger message size.  This can be handled through optional text compression though use of the shorthand characters (which must be supported) allows for quite compact encoding.  The necessary specification of the usage of SIP has been described in [7] and included in [1].

Through the SIP ACK mechanism, it is possible to immediately renegotiate a bearer when the initiating message was not aware if the interface was Iu or Iur/Iub.  This is built into the protocol.

Using SIP impacts in no way on the qos mechanism used by the operator and does not produce any unnecessary delay when routed through the IP network.

4 Comparison of Interworking Protocols

4.1 Summary Table

The following table summarises the advantages and disadvantages of each protocol by presenting different aspects or areas and rating either positively or negatively for each protocol.

A total is provided at the end of the table by simply summing up the pluses and minuses.

Aspect
RSVP
( Q.AAL2
SIP
Comment 

Simplicity of Implementation (for vendor)
--
++
+
Assuming the re-use of existing Q.AAL2 implementations

O&M issues (for operator)
-
+
-
Q.AAL2 will already have existing management interfaces and methods/processes

IETF protocol
+
-
+


Number of signalling messages required
--
++
+
RSVP has a four way handshake and refresh messages every 30 secs.  

SIP has a three way handshake.

Q.AAL2 has a two way handshake.

Size of signalling messages
-
+
-
Q.AAL2 is the most compact.

SIP uses text encoding.

RSVP is not a compact encoding.

Standardisation effort required for Release 5 IP ALCAP
--
-
+
RSVP requires IETF standardisation effort and subsetting of existing standards.  This may involve establishment of a new working group.

Q.AAL2 requires a delta specification to be standardised, possibly in the ITU-T.



Future Extensibility
-
+
+
RSVP will still require IETF standardisation effort and will require a new working group to be established.

Impact on routers in UTRAN (eg processing load)
-
+
+
RSVP would be interpreted by every router along the path.

Processing delay in signalling transport
N/A
N/A
N/A
Though RSVP will be interpreted by every router along the path the actual delay incurred in doing this interpretation may be insignificant.

Compatibility with Operator selected QoS method
-
+
+
Using RSVP can impact on the operator’s flexibility for utilising whatever qos capability desired.

Able to distinguish between Iu and Iur/Iub transport
-
-
+
Through the use of the ACK message SIP can allow confirmation of an alternative transport when required. (ie when GW does not know if transport is Iu or Iur/Iub.)

Protocol interoperability/alignment
--
+
-
The mapping from Q.AAL2 to Q.AAL2 is clearly the simplest and most straightforward.  RSVP has a more complex signalling flow that works very much differently to the other protocols(setting up of two unicast flows instead of one session).

Able to be standardised in R5 timeframe
--
+
++
SIP is complete and in the TR.  Q.AAL2 is done but question as to whether it is acceptable to not specify this at ITU-T.  RSVP must be done at IETF.

Totals
-16
+8
+7


4.2 Conclusions

From the analysis it can be seen that both SIP and the delta Q.AAL2 protocols have clear advantages over using RSVP.  It can clearly be concluded that RSVP should not be used as an IP ALCAP.  

The scores of SIP and Q.AAL2 are quite close, so technically they are difficult to separate.  However, the uniquely distinguishing features are as follows :

Q.AAL2 offers

· Easier implementation and re-use of existing implementations for vendors and operators

· Simpler management and re-use of existing management processes for operators

· More straight forward protocol alignment and mapping

SIP offers

· A session initiation protocol specified by the IETF

· The ability to differentiate Iu from Iur/Iub

If it is acceptable to RAN3 to use a protocol that has not been developed by the IETF, then Q.2630 should be selected and standardisation within ITU-T initiated.  If it is critical that the protocol be an IETF one, then SIP shall be used.

5 Proposals

1. Include Sections 3 and 4 in the Study area of [1] under a new sub-section 6.10.x.

2. Come to an agreement in RAN3 as to which protocol will be used as an IP ALCAP and put the following statement in the agreements section under 7.9 Backwards compatibility with R99/Coexistence with ATM nodes once this decision is made.

“<selected protocol> shall be used as an IP ALCAP for setting up IP bearers between an IP UTRAN node (or MSC) and an TNL InterWorking Function.”  

where <selected protocol> shall be either SIP or Q.2630.
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