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1 Introduction

The technical report [1] states in section 5.5 that the coexistence of both transport options, IP and ATM, shall be supported within one UTRAN. Therefore RAN nodes that uses the IP transport option need to be backward compatible to the ATM transport option in some ways. The conclusion of section 6.10.1 to 6.10.4 of the same report is, that a transport layer interworking functionality is needed as well as a transport network control protocol that allows the configuration of the interworking function. This contribution discusses some aspects on the transport layer control protocol.

2 Discussion

The discussion of the interworking functionality in the technical report [1] in section 6.10 shows that a transport network layer interworking functionality is needed as well as a signalling protocol for bearer control (IP-ALCAP).

A standardised transport network control protocol is beneficial to operators that have multi-vendor environments and one interworking function may be used by several RNCs, although they are from different vendors.

As interworking between IP and ATM based RNCs appears only during the migration phase from an ATM based network to an IP based one and only at the boarder between the two network types, the interworking solution – and therefore the selected signalling protocol – should be straight-forward. 
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Figure 1. Transport Network Control Plane Interworking

Figure 1 presents the proposed protocol stack within the transport network control plane. [IPALCAP] is denoting a delta specification to [2]. Thereby [IPALCAP], shall enhance [2] by a new message field that contains the IP endpoint identification (e.g. IP-address and UDP-port) and should be specified by 3GPP. The Signalling Transport Converter on SCTP is defined in [3]. This constitutes a further option for transport of AAL type 2 signalling.

Benefits

The benefit of that protocol stack is, that all employed protocols are already in use inside the RAN and the additional specification work on [IPALCAP] is low (in essence one additional parameter, see Annex). Therefore a standardised interworking functionality can be easily introduced into the RAN without the necessity of new protocols. Services provided by AAL2 signalling entities be unchanged. ALCAP is a simple and efficient signalling protocol that can be easily enhanced for the interworking case. The interworking unit itself can be based on existing AAL type 2 switches.

2.1 Connection Establishment on Iur

This example shows transport bearer establishment and data on Iur. This shows the case where the legacy RAN is the drift RNS. 
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Figure 2. Connection Establishment on Iur

1. 
IP based RNC (serving RNS) initiates establishment of the radio link with RNSAP message Radio Link Setup Request. 

2.
The legacy RNC node sends RANAP message Radio Link Setup Response to the IP based RNC containing TLA and TA. TLA contains the ATM endpoint identifier of the ATM based RNC and TA contains an binding ID chosen form the ATM based RNC.

3.
The IP based RNC sends an IPALCAP establishment request message (ERQ) to the IWU that contains the IP endpoint identifier (IP address and UDP port of the IP based RNC for the new link). The CEID will be set to NULL.

4.
The IWU acts as an AAL type 2 switch, but in addition it removes the IPEID and generates the CEID. 

5. 
The CN node sends the connection confirm message (ECF) to the IWU. 

6.
The IWU acts as an AAL type 2 switch, but in addition it IPEID containing IP address and UDP port of the IWU for the new connection.

7.
The IP based RNC sends data to the IWU using the assigned IP address and UDP port.

8.
The IWU passes the data on to the ATM based RNC node using the established AAL2 connection.

9.
The ATM based RNC node sends data to the IWU using the established AAL2 connection.

10.
The IWU passes the data on to the IP based RNC using the assigned IP address and UDP port of the RNC.

Connection release is simply the same as specified in [2]. Connection establishment initiated by the ATM based RNC works respectively. 

3 Proposal

It is proposed to add section 2 of this document into section 6.10.5 of [1].
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[IPALCAP]
Delta-Specification to Q.2630.1

5 Appendix

For the Delta-Specification [IPALCAP], it is supposed to include in [2] the changes as highlighted in subsections below:

5.1 Additions to table 7-6, section 7.2.2 of [2]:
Parameters of the AAL type 2 signalling protocol messages

Table 7-6/IP-ALCAP – Parameters of the AAL type 2 signalling protocol messages (part 1 of 2)
Parameter
Message


ERQ
ECF
REL
RLC




Cause
(
(
M
(Note 5)




Connection element identifier (Note 6)
M
(
(
(




Destination E.164 service endpoint address
(Note 3)
(
(
(




Destination NSAP service endpoint address
(Note 3)
(
(
(




Destination signalling association identifier  (Note 1)
(Note 2)
M
M
M




Link characteristics
O
(
(
(




Originating signalling association identifier
M
M
(
(




Served user generated reference
O
(
(
(




Served user transport
O
(
(
(




Service specific information (audio)
(Note 4)
(
(
(




Service specific information (multirate)
(Note 4)
(
(
(




Service specific information (SAR-assured)
(Note 4)
(
(
(




Service specific information (SAR-unassured)
(Note 4)
(
(
(




Test connection indicator
O
(
(
(




IP endpoint identifier
O
O
(
(




M

Mandatory parameter

O

Optional parameter

(

Parameter not present

NOTE 1 – This row designates the destination signalling association identifier field in the message header.

NOTE 2 – The destination signalling association identifier field contains the value "unknown".

NOTE 3 – Exactly one of these parameters must be present in an instance of the message.

NOTE 4 – At most one of these parameters is present in an instance of the message.

NOTE 5 – The "Cause" parameter is present in the release confirm message if:

NOTE 6 – The Connection element identifier contains the value “0” if the IP endpoint identifier exists.
a)
the RLC is used to reject a connection establishment; or

b)
the cause reports unrecognized information received in the REL message.

5.2 Additions to table 7-7, section 7.2.2 of [2]:
Parameters of the AAL type 2 signalling protocol messages

Table 7-7/Q.2630.1 – Identifiers of the AAL type 2 message parameters (concluded)
AAL type 2 parameter
Ref.
Acronym
Identifier

Cause
7.3.1
CAU
00000001

Connection element identifier
7.3.2
CEID
00000010

Destination E.164 service endpoint address
7.3.3
ESEA
00000011

Destination NSAP service endpoint address
7.3.4
NSEA
00000100

Link characteristics
7.3.5
ALC
00000101

Originating signalling association identifier
7.3.6
OSAID
00000110

Served user generated reference
7.3.7
SUGR
00000111

Served user transport
7.3.8
SUT
00001000

Service specific information (audio)
7.3.9
SSIA
00001001

Service specific information (multirate)
7.3.10
SSIM
00001010

Service specific information (SAR-assured)
7.3.11
SSISA
00001011

Service specific information (SAR-unassured)
7.3.12
SSISU
00001100

Test connection indicator
7.3.13
TCI
00001101

IP endpoint identifier
7.3.14
IPEID
xxxxxxxx

5.3 Additions to section 7.3 of [2]:
Parameter specification of the AAL type 2 signalling protocol messages

7.3.14
IP Endpoint Identifier

The sequence of fields in the IP endpoint identifier parameter is shown in Table 7-xx.

Table 7-xx/ IP-ALCAP – Sequence of fields in the IP endpoint
identifier parameter

Field No.
Field
Ref.

1
UDP port number
7.4.19

2
IP address
7.4.20

5.4 Additions to section 7.4 of [2]:
Field specification of the AAL type 2 signalling protocol parameters

7.4.19
UDP port number

The structure of the UDP port number field is shown in Table 7-yy; the field is a fixed size field of 2 octets.

Table 7-29/ IP-ALCAP – Structure of the UDP port number field


8
7
6
5
4
3
2
1
Octets


UDP Port Number
1



2

7.4.20
Served user transport

The structure of the IP address field is shown in Table 7-zz; the field is a variable size field.

Table 7-zz/IP-ALCAP – Structure of the IP address field


8
7
6
5
4
3
2
1
Octets


Field length
1



2


IP address




n

The IP address field length can be either 4 (IPv4) or 16 (IPv6) octets.
5.5 Additions to section 8.2.2 of [2]:
Nodal functions for AAL type 2 nodes without served user interaction

8.2.2.4
Interworking with AAL type 2 nodes conforming only to ITU-T Recommendation Q.2630.1

Interworking with AAL type 2 nodes conforming only to ITU-T Recommendation Q.2630.1 is guaranteed by setting the compatibility information on new messages and parameters as specified in Annex B.
5.6 Additions to the Annex of [2]:
Nodal functions for AAL type 2 nodes without served user interaction

Annex B

Coding of the compatibility information

B.1
Coding of the compatibility information 

B.1.1
Parameter compatibility

To ensure backward compatibility with AAL type 2 nodes conforming only to ITU‑T Recommendation Q.2630.1, the parameter compatibility field of the new or differently used parameters shall be set as indicated in Table B‑1.

Table B-1

Coding of the parameter compatibility information


8
7
6
5
4
3
2
1


pass-on not possible
general action


Parameter

res.
send notification indicator
instruction
indicator

res.
send notification indicator
instruction
indicator

IP Endpoint Identifier (IPEID)
in RLC message
0
0
do not send 
notification
0 1
discard parameter
0
0
do not send
notification
0 1
discard parameter

























































































































TDoc R3-012157

Page 6 of 6

