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1 Introduction

The purpose of this contribution is to illustrate the use of SIP as a transport bearer signalling protocol between an IP UTRAN Node (or MSC) and a Transport Network Layer InterWorking Function (TNL-IWF), and to agree to its usage.

2 Description

2.1 Inter Working Problem Summary

It is required that interworking be possible between an IP UTRAN node (or MSC) that does not have any ATM interfaces and an ATM UTRAN node (or MSC).  The motivations for this requirement are described in [1].  


2.2 Approach/Aims

The solution to the Interworking requirement should be such that there is a minimum set of requirements placed on the IP node.  The IP node should as much as possible be able to act as if it is talking to another IP node.  A Signalling Gateway is assumed for interworking the SCTP/IP signalling to ATM signalling.
The TNL-IWF should receive either an Q.AAL2 establish request or an SIP Invite request message and be able to generate the other message based on the information that is in the message and a table of associations.  The IP node should not need to make any ATM configuration decisions.  Any ATM (AAL2) configuration should be done by the TNL-IWF.

2.3 Using SIP as a Transport Bearer Signalling Protocol

SIP[2] is a protocol that is specifically designed for the establishment of IP sessions for many different types of applications.  It is an IETF protocol developed by the MMUSIC working group for creating, modifying and terminating sessions.  SIP invitations contain session descriptions that allow participants to agree on a set of compatible session parameters.  The session descriptions are described using SDP[3].SIP has scope for much more functionality than is required here, and is aimed for use as a multimedia session control protocol.  However, a basic implementation of SIP, carefully defined so as to unambiguously describe the usage of the protocol for this application would meet the requirements for an IP ALCAP.

2.4 Implementation

Compliance with SIP places some requirements on the TNL-IWF and the communication between the TNL-IWF and the IP UTRAN (or MSC) Node.  

2.4.1 ACK message

In addition to the Invite request and Response messages, an ACK message is required by SIP to confirm the session. In section 6.5 of [1] there should be an ACK message after receipt of the SIP response message for figures 30 and 31.  The ACK message should always be in the same direction as the original Invite Request message.  

The corrected diagrams and associated description are shown below :
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 Figure 1: Interworking between an AAL2/ATM SRNC and an IP DRNC
Notes:

1. The rel ’99 SRNC sends radio link setup. There is an SCTP Signalling Gateway for interworking the SCTP/IP signalling to ATM signalling.

2. The IP DRNC node responds with ATM transport parameters. The IP DRNC must have both ATM and IP addresses assigned to it. 

3. The SRNC uses q.aal2 signalling to establish a connection towards the DRNC based on the address received in the RL Setup Response. The TNL IWF is along the route to the DRNC.

4. When the TNL IWF receives the q.aal2 set up message it determines that the destination node is an IP node.

5. The TNL IWF translates the ATM address to the IP address for the DRNC and sends a SIP Invite message to the IP DRNC. The Invite message includes the IP address and UDP port for traffic toward the TNL IWF. Also included is the binding ID so that the DRNC can correlate the transport signalling with the RNL signalling.

6. The IP DRNC responds to the Invite message. Included in the response message is the IP address and UDP port for traffic towards the IP DRNC.

7. When the TNL IWF receives the Response message it sends the q.aal2 confirmation message to the ATM SRNC.  It also sends an SIP ACK message to confirm the IP bearer connection.

8. To release the connection, the SRNC sends a q.aal2 Release Request. 

9. When the TNL IWFreceives the request it sends a SIP Bye Request to the IP DRNC. 

10. The IP DRNC responds to the Bye Request and when the TNL IWF receives it, it sends the q.aal2 Release Confirm.
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Figure 2: Interworking between an AAL2/ATM SRNC and an IP DRNC

Notes:

11. The rel 5 IP SRNC sends radio link setup. An SCTP Signalling Gateway is used for interworking the SCTP/IP signalling and ATM signalling. The Setup message includes IP address, UDP port, and network type that will be ignored by the rel’99 DRNC.

12. The ATM DRNC node responds with the ATM transport parameters.

13. The SRNC sends a SIP Invite message to the TNL IWF. It includes the IP address and UDP port to be used for traffic towards itself. It also includes the ATM parameters received from the ATM DRNC so that the TNL IWF can establish an AAL2 connection with the ATM DRNC. 

14. The TNL IWF initiates a q.aal2 establish request based on the parameters received from the SRNC.

15. The ATM DRNC responds to the q.aal2 establish message

16. When the TNL IWF receives the establish confirm message is sends a SIP response message to the IP SRNC. The response includes the IP address and UDP port used for traffic towards itself.  The IP SRNC then confirms with an SIP ACK message.

17. To release the connection, the SRNC sends a SIP Bye Request. 

18. When the TNL IWF receives the request it sends a q.aal2 Release Request to the ATM DRNC. 

19. The ATM DRNC responds to the Release Request.

20. When the TNL IWF receives it, it sends the SIP response.

2.4.2 Communication of endpoint information and session identification

The signalling shown in section 6.10.5 of [1] shows the SIP Invite Request message being used to pass certain parameters.  These parameters are required to indicate the endpoints of the session being established.  The following sections define the use of the SIP fields and SDP parameters to be used in these SIP messages.

2.4.2.1 SIP header fields
SIP messages are structured in a HTTP like way as defined in the SIP RFC[2] with a number of mandatory and optional fields.  The mandatory fields (ie; they must be present in a SIP message) are :

SIP header
Contains
Use in UTRAN

Allow : 
1#Method
only required in a 405 response message

Call-ID : 
<session identifier>
The binding id is communicated here.

Contact : 
“sip :” <username>@<host> [ “:” <port> ]
Username=source E164 address

Host = src IP address or domain name

Port = source SCTP port

Content length : 
<length in octets>
Length in octets of the message

Content Type : 
<media-type>
“application/sdp”

Cseq : 
<sequence number> <method>
Sequence number < 2**31

Eg : Cseq: 4711 INVITE

From : 
“sip :” <username>@<host> [ “:” <port> ]
Username=source E164 address

Host = src IP address or domain name

Port = source SCTP port

To : 
“sip :” <username>@<host> [ “:” <port> ]
Username=  destination E164 address

Host = destination IP address or domain name

Port = destination SCTP port 

Via : 
<protocol-sent> <source ip> “:” <port>
Protocol-sent=”SIP2.0/SCTP”

Source ip = src IP address

Port = src port address

The Call-Id along with the From and To fields constitue a Call leg. 

Other fields are optional and should not be mandated for the UTRAN application.

2.4.2.2 SDP parameters

The following SDP parameters are mandatory(must be present) as according to RFC 2327

V – version of SDP.  This should be set to zero.

O – this information represents the identity of the sender of the message.  Username is left as “-“ when the concept of users is not supported by the application.  The session id needs to be a globally unique identifier that can be generated by any mechanism(ie random number, network time protocol, etc).  For the UTRAN, this value will be set to the Binding ID received via the RN protocol(ie RNSAP/NBAP/RANAP).  Version here refers to the version of the message and must be incremented each time(recommendation is to use an NTP timestamp). The network type is IN for internet and the address type is IP6 or IP4.  The Address is the origin’s address.

S – this is an arbitrary string to associate with the session. 

T – this is the time of the session.  With the stop time set to zero indicates that the session is not bounded.  The start time must be specified however(otherwise the session is regarded as permanent). 

E – email address. The email address of the source(Inviter). Either this field or the p field (phone number) MUST be sent to comply with the SDP protocol.  This field may be used to send the same information as the “contact” field in the SIP header.
All other SDP parameters are optional according to [3].  The following parameters however are required and defined as follows for the UTRAN application of the SIP protocol as an IP ALCAP.

c=IN IP6 <src IP6address> 
or, for Ipv4 option :

c= IN IP4 <srcIP4address>
– this is information associated with the connection.  Essentially it is a description of the network layer address that must be used to send data to.  

m= application <udpport> udp/<IuxFP> <value>

– describes the media used for the session and provides the transport address.  For this application, the media is an “application”, will use a udp port assigned by the sender of the message, a transport protocol field (either IuFP, IurFP or IubFP) and a fmt type must be chosen. Values 96 – 127 are user definable for fmt type. 

a=fmtp: <value> <parameters>

 – zero or more media attribute lines.  This attribute is the main mechanism available in SDP to allow the extension of SDP and the tailoring of its use for particular applications.  <value> should match with <value> in the m= line.  <parameters> can be used to convey information describing the format of the media.  In the case of the UTRAN application, this is proposed to convey some of the service requirements of the payload.  This will consist of four parameters as follows :

Maximum FP-DU size(Framing Protocol Data Unit packet size including FP headers)

Average FP-DU size

Maximum bit rate

Average bit rate

These parameters are calculated based on the requirements of the RNL on the TNL as specified in the 3GPP specifications for the RNL and must be given for both uplink and downlink.  The actual format of this message for the UTRAN application is :

a=fmtp : <value> MaxSizeUp AvSizeUp MaxRateUp AvRateUp MaxSizeDn AvSizeDn MaxRateDn AvRateDn

where <value> is as previously defined and :

MaxSizeUp
Maximum FP-DU size for the uplink.

AvSizeUp
Average FP- DU size for the uplink

MaxRateUp
Maximum Bitrate for the uplink

AvRateUp
Average Bitrate for the uplink

MaxSizeDn
Maximum FP-DU size for the downlink

AvSizeDn
Average FP- DU size for the downlink

MaxRateDn
Maximum Bitrate for the downlink

AvRateDn
Average Bitrate for the downlink

2.4.2.3 Example message

An example SIP Invite request could be represented as the following :

INVITE sip: A2EA2@Iputrannode2.operator.net

Via: SIP/2.0/SCTP 194.237.226.242:5062

From: sip: A2EA1@iwf1.operator.net

To: sip: A2EA2@Iputrannode2.operator.net

Call-ID: <BIDD1>

CSeq: 1 INVITE

Contact: sip: A2EA1@iwf1.operator.net:5062

Content-type: application/sdp

Content-length: 141

v=0

o= - <bidd1> 924526776692 IN IP4 194.237.226.242

s= -

e= A2EA1@iwf1.operator.net

c=IN IP4 194.237.226.242

t=76554467889 0
m=app 7094 UDP/IubFP 96
a= fmtp: 96 41 38 16400 8550 41 38 16400 8550

where :

A2EA1 = E164 address of the ATM node

A2EA2 = E164 address of the IP node
BIDD1 = Session Identifier communicated in RANAP(Binding ID)

194.237.226.242 = IP address of the IWF

iwf1.operator.net = domain name of the IWF

Iputrannode2.operator.net = domain name of the IP R5 node

3 Proposals

21. Include Section 2 in the Study area of [1] under a new sub-section 6.10.6.

22. Put the following statement in the agreements section under 7.9 Backwards compatibility with R99/Coexistence with ATM nodes.

“SIP shall be used as an IP ALCAP for setting up IP bearers between an IP UTRAN node (or MSC) and an TNL InterWorking Function as described in 6.10.6.”
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