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1 Introduction

For some applications, such as voice, better performance can be achieved if errored data is not discarded but is instead delivered to the application. The current ATM UTRAN performs error checking on headers but allows bit errors in the payload to be passed to error-tolerant applications. This contribution proposes the use of UDP Lite in the IP UTRAN in order to provide the same capability.

2 Description

2.1 Background

There are a number of link technologies where data can be partially damaged. Microwave transport is one common example. For some applications, such as voice, better performance can be achieved if errored data is not discarded but is instead delivered to the application.

The current ATM UTRAN allows bit errors in the payload to be passed to the application. This is because:

1. ATM only protects the ATM header with a Header Error Control (HEC) field.

2. AAL2 only protects the AAL2 header with an HEC field.

3. AAL2 also provides support for error detection for the payload in I.366.1. This is not used in the UTRAN, however.

4. The UTRAN framing protocols include a checksum for the headers and an optional checksum for the payload.

In IPv4, the UDP checksum either covers the entire datagram or is not used at all. In IPv6, the UDP checksum is mandatory and can not be disabled. The IPv6 header does not have a header checksum so the UDP checksum was made mandatory in order to protect the IP addressing information. This means with classic UDP the entire packet must be covered for IPv6.

In order to match the capabilities of the ATM UTRAN, the error-detection mechanism of the transport layer must be able to protect vital information such as headers and to optionally ignore errors best handled by the application. 

2.2 UDP Lite

UDP Lite is an IETF Working Group draft. It provides a partial checksum that improves the flexibility over classic UDP by making it possible to define the part of a packet to be protected by the checksum. 

The UDP Lite header is shown in the figure below. 
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Its format differs from classic UDP in that the UDP “Length” field has been replaced with a “Checksum Coverage” field. Information about the UDP Lite packet length can be found in the length field of the IP header so the packet length information in UDP is not required. 

The fields ``Source Port'' and ``Destination port'' are the same as classic UDP (RFC-768).

“Checksum Coverage” is the number of bytes that are covered by the checksum beginning with the first byte of the UDP Lite header. A “Checksum Coverage” of zero indicates that the entire UDP Lite packet is included in the checksum. 

“Checksum” is a checksum over a pseudo-header of information from the IP header and the number of bytes specified by the “Checksum Coverage”. The same pseudo-header from the IP layer used in classic UDP for inclusion in the checksum calculation is also used for UDP Lite.

UDP Lite has its own protocol number that is different than the classic UDP protocol. 

3 Proposals

5. Section 2 should be added to section 6.3, QoS, of the technical report [1].

6. The following statement should be added to sections 7.13 and 7.14 (Iu/Iur/Iub User Plane Protocol Stacks) of the technical report [1]:

“UDP Lite only shall be used in layer 4 for IP UTRAN hosts”.
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