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2. Introduction

Section 6.2.3 of TR 25.933 [1] is intended to describe the Layer 2 multiplexing scheme commonly referred to as PPPmux. This contribution proposes text that describes this multiplexing method.

3. Proposals

It is proposed that text be added to TR 25.933 [1] as indicated below.
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6.2.3
PPP-MUX solution

6.2.3.1
PPP Multiplexed Frame Option Over HDLC

PPP Multiplexing (PPPmux) [ 6. ], Figure 4, provides a method to reduce the PPP framing [ 7. ]

 REF _Ref492351373 \r \h 
[ 8. ] overhead used to transport small packets, e.g. voice frames, over slow links. PPPmux sends multiple PPP encapsulated packets in a single PPP frame. As a result, the PPP overhead per packet is reduced. When combined with a link layer protocol, such as HDLC, this offers an efficient transport for point-to-point links.
At a minimum, PPP encapsulating a packet adds several bytes of overhead, including an HDLC flag character (at least one to separate adjacent packets), the Address (0xFF) and Control (0x03) field bytes, a two byte PPP Protocol ID, and the two byte CRC field. Even if the Address and Control Fields are negotiated off and the PPP Protocol ID is compressed, each PPP encapsulated frame will include four bytes of overhead. This overhead can be reduced to one or two bytes.
The key idea is to concatenate multiple PPP encapsulated frames into a single PPP multiplexed frame by inserting a delimiter before the beginning of each frame. Each PPP encapsulated frame is called a PPP subframe. Removing the PPP framing characters can save several bytes per packet, reducing overhead.
During the NCP negotiation phase of PPP, a receiver can offer to receive multiplexed frames using a PPP Mux Control Protocol (PPPMuxCP). Once PPPMuxCP has been negotiated, the transmitter may choose which PPP frames to multiplex. Frames should not be re-ordered by either the transmitter or receiver regardless of whether they arrive as part of the PPP multiplexed frame or by themselves.
The PPP Protocol ID field of a subframe can be removed if the PPP Protocol ID of that subframe is the same as that for the preceding subframe. A Protocol Field Flag (PFF) bit and a Length Extension (LXT) field is defined as part of the length field (thus reducing the length field from an 8-bit to a 6- bit field). The PFF bit is set if the PPP Protocol ID is included in the subframe. The PFF bit is cleared if the PPP Protocol ID has been removed from the subframe. The PFF bit may be set to zero for the first subframe in a PPP multiplexed Frame if the Protocol ID is the same as the default PID, as specified by the PPPMuxCP option. The transmitter is not obligated to remove the PPP Protocol ID for any subframe.
The format of the complete PPP frame along with multiple subframes is shown in Figure 4. Note that regardless of the order in which individual bits are transmitted, i.e. LSB first or MSB first, the PFF bit will be seen to be the MSB of a byte that contains both the PFF and the subframe length field.
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Figure 4: PPPMux frame with multiple subframes

PPP Header:
The PPP header contains the HDLC header and the PPP Protocol Field for a PPP Multiplexed Frame (0x59). The PPP header compression options (ACFC and PFC) may be negotiated during LCP and could thus affect the format of this header.
Protocol Field Flag (PFF):
 This one bit field indicates whether the PPP Protocol ID of the subframe follows the subframe length field. PFF = 1 indicates that the protocol field is present for this subframe. PFF = 0 indicates that the protocol field is absent for this subframe. If PFF = 0 then the PPP Protocol ID is the same as that of the preceding subframe with PFF = 1, or it is equal to the default PID value of the PPPMuxCP Option for the first subframe.
Length Field:
The length field consists of three subfields: 
1. Protocol Field Flag (PFF):
The PFF refers to the most significant bit of the first byte of each subframe. This one bit field indicates whether the PPP Protocol ID of the subframe follows the subframe length field. For the first subframe, the PFF bit could be set to zero if the PPP protocol ID of the first subframe is equal to the default PID value negotiated in PPPMuxCP. PFF = 1 indicates that the protocol field is present (and follows the length field) for this subframe. PFF = 0 indicates that the protocol field is absent for this subframe. If PFF = 0 then the PPP Protocol ID is the same as that of the preceding subframe with PFF = 1, or it is equal to default PID value of the PPPMuxCP Option for the first subframe. The transmitter is not obligated to remove the PPP Protocol ID for any subframe. 

2.
Length Extension (LXT):
This one bit field indicates whether the length field is one byte or two bytes long. If the LXT bit is set, then the length field is two bytes long (a PFF bit, a length extension bit, and 14 bits of sub-frame length). If the LXT bit is cleared, then the length field is one byte long (a PFF bit, a length extension bit, and 6 bits of sub-frame length). 

3.
Sub-frame Length (LEN):
This is the length of the subframe in bytes not including the length field. However, it does include the PPP Protocol ID if present (i.e. if PFF = 1). If the length of the subframe is less than 64 bytes (less than or equal to 63 bytes), LXT is set to zero and the last six bits of the length field is the subframe length. If the length of the subframe is greater than 63 bytes, LXT is set to one and the last 14 bits of the length field is the length of the subframe. The maximum length of a subframe is 16,383 bytes. PPP packets larger than 16,383 bytes will need to be sent in their own PPP frame. A transmitter is not required to multiplex all frames smaller than 16,383 bytes. It may chose to only multiplex frames smaller than a configurable size into a PPP multiplexed frame.
Protocol Field:
This field contains the Protocol Field value for the subframe. This field is optional. If PFF = 1 for a subframe, the protocol field is present in the subframe, otherwise it is inferred at the receiver.
The receiver MUST support Protocol-Field-Compression (PFC) for PPP Protocol IDs in this field. Thus the field may be one or two bytes long. The transmitter SHOULD compress PPP Protocol IDs in this field that have an upper byte of zero (i.e. Protocol IDs from 0x21 thru 0xFD). This Protocol Field Compression is not related to the negotiation of PFC during LCP negotiation, which affects the length of the PPP Multiplexed Frame Protocol ID.
Information Field:
This field contains the actual packet being encapsulated. Any frame may be included here with the exception of LCP Configure Request, ACK, NAK and Reject frames and PPP multiplexed frames. If LCP is renegotiated, then PPP Multiplexing MUST be disabled until PPP Mux Control Protocol is negotiated.

In the proposed protocol stack the Information Field is comprised of a compressed IP/UDP (cUDP) [ 8. ]

 REF _Ref492351411 \r \h 
[ 9. ] header (with a minimum length of 2 bytes and maximum of 5 bytes) and the payload of the packet. The PPPMuxCP default PID is 0x67, corresponding to cUDP. (A 2-byte cUDP header assumes an 8-bit CID and no UDP checksum.)
6.2.3.2
PPP Multiplexed Frame Option Over ATM/AAL5

This protocol stack uses the same PPPmux option as described above, but carries PPP over an ATM/AAL5 link layer [ 10. ]

 REF _Ref480604804 \r \h 
[ 11. ], Figure 5. Here the HDLC header and CRC trailer is replaced with an ATM header and AAL5 trailer. 
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Figure 5: PPPMux over an ATM/AAL5

6.2.3.3
PPP Multiplexed Frame Option Over L2TP Tunnel (TCRTP)

In cases where a routed WAN interface is required, one may still use PPPmux, but tunnel it via L2TP [ 12. ]. This protocol is called Tunnelled Compressed RTP (TCRTP) [ 13. ], Figure 6.
L2TP tunnels should be used to tunnel the cUDP payloads end to end. This is a natural choice since cUDP payloads are PPP payloads, and L2TP allows tunnelled transport of PPP payloads. L2TP includes methods for tunnelling messages used in PPP session establishment such as NCP. This allows the procedures of RFC 2509 to be used for negotiating the use of cUDP within a tunnel and to negotiate compression/decompression parameters to be used for the cUDP flow.
A companion draft [ 14. ] describes a method of compressing L2TP tunnel headers from 36 bytes (including the IP/UDP/L2TP headers) to 21 bytes. L2TPHC packets include an IP header, using the L2TPHC IP protocol id. The UDP header is omitted, and the L2TPHC header is reduced to 1 byte. The added overhead is now 21 bytes of the IP header.
Enhancements to CRTP [ 15. ] are not needed for cUDP header compression. 
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Figure 6: PPPmux tunnelled over Routed Network using L2TPHC
(with PPP as Layer 2)
A more bandwidth efficient way to send TCRTP over a PPP link is to compress the L2TP IP header with cUDP (this is referred to as cTCRTP).
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Figure 7: cTCRTP PPPMux packet tunnelled in L2TPHC over a PPP link
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