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1 Introduction

2 
A few schemes were proposed for multiplexing and transporting payloads of user flows over Iur/Iub interfaces. In this paper, we will focus on evaluation of three proposed schemes: PPPMux [1], LIPE [2] and CIP [3].  
3 Protocol Analysis

When using IP as transport, payloads of various user flows are encapsulated with headers appropriate for the network they will traverse. It is beneficial to multiplex a few short payloads together in order to amortize the headers overhead.

A multiplexed packet is simply a concatenation of several encapsulated user payloads. In this section, we focus on the comparison of encapsulation of one payload via different proposed schemes in order to evaluate their efficiency as well as how they fit in the overall IP based RAN architecture.
Analysis of encapsulation of one payload (a multiplex)
3.1 
PPPMux / (crtp/cudp):


         1                                  2-3                              

len
crtp/cudp header
payload

In this method, the payload is encapsulated in an IP packet. The IP packet is compressed using crtp/cudp header compression. The crtp/cudp header contains a CID field that identifies the user flow to which the payload belongs to.
The crtp/cudp header includes the CRTP packet type and is usually 3 bytes long. When multiplexing with PPPMux, if the CRTP packet type of a multiplex is the same as in the previous multiplex, the CRTP packet type byte can be omitted and the header will be 2 bytes long (for CUDP, only two CRTP packet types are used. I.e. FULL_HEADER packet type is used once per user stream, the rest are COMPRESSED_UDP packet type.)

LIPE1:

      1                                   2                              

len
UserID
payload

In this method each user flow is assigned a UserID. The UserID field in each multiplex identifies the payload. Payloads of different streams are multiplexed together. The multiplexed packet is encapsulated into an IP packet. 
LIPE2 / (crtp/cudp):
      1                                   3                              

len
crtp/cudp header
payload

Similar to PPPmux proposal, LIPE2 carries payloads encapsulated in IP packets. The IP packets are compressed using crtp/cudp header compression. The crtp/cudp header includes a CID field to identify each payload. But in this proposal,  the crtp/cudp header is always 3 bytes long because LIPE2 does not provide means to suppress a repeating CRTP packet type.
CIP:
                         2                                  1                              

CID
len
payload

Similar to LIPE1, the CID field identifies the payload. The multiplexed packet is encapsulated into an IP packet.
All schemes include a length field that indicates the length of the multiplex. There is not much difference in the length of one multiplex between the various schemes.
3.2 Per flow addressing

All schemes have a way to identify the user flow for each individual payload in the multiplexed packet. PPPMux and LIPE2 use crtp/cudp to compress the headers and identify the individual flows. The headers are restored by the decompressor and the packets may be forwarded if necessary. In this case, per flow addressing provided by transport network is assumed. Each flow is identified by its source and destination IP addresses and UDP port numbers. 
In the following example (see Figure 1: Illustration of per flow addressing), each user stream is identified by two pairs of  (IP address , UDP port number) in BTS/NodeB and BSC/RNC. Please note this example illustrates one of the possible methods to implement addressing; it need not be construed as the suggested method. Assume:
· MS1 stream to BTS1 will be forwarded to BSC1 using the IP/Port# pairs 
(IP1, P11) and (IP3, P32).

· MS1 stream to BTS2 will be forwarded to BSC1 using the IP/Port# pairs 
(IP2, P22) and (IP3, P32).

· MS2 stream to BTS2 will be forwarded to BSC2 using the IP/Port# pairs 
(IP2, P21) and (IP4, P41).
· The CUDP mapping is:   CID1 = (IP2, P22) and (IP3, P32)

                                               CID2 = (IP2, P21) and (IP4, P41)
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Figure 1: Illustration of per flow addressing
BTS2 tunnels all packets to BSC2 with the following packet format:

BSC2 receives the packet, translates CID1 to (IP2, P22) and (IP3, P32) and ROUTES the packet to IP3.
On the other hand, LIPE1 and CIP use some propriety scheme to identify the flows. Such schemes do not support layer 3 per flow addressing.
3.3 Transport of a multiplexed packet over a routed network

TCRTP [4] can be used to tunnel PPPMux packets over a network: an IP header is prepended to the PPPMux packet. The IP protocol ID is L2TPHC. The usage of L2TPHC requires partial implementation of L2TP and PPP. The required portions of L2TP and PPP are minimal. L2TP and PPP negotiation happens when the system is first initalized.
When TCRTP was first presented in IETF in July 1999, a new IP protocol ID (other than L2TPHC) for tunneling RTP data was requested. Since IP protocol IDs are very limited, TCRTP draft authors were suggested by the IETF AVT Working Group to consider using the existing L2TPHC.

Although a subset of L2TP functionality must be added to the protocol stack implementation, there is a positive side to this. It is more secure to require negotiation to establish the tunnel especially when a raw IP protocol id is used (it is enough just to know the IP address of a host in order to send packets to it). With L2TP any level of authentication during tunnel establishment can be supported.

LIPE and CIP also suggest using either IP/UDP or IP with a new assigned protocol ID (require IETF approval) for tunneling (to avoid L2TP negotiation?), but they could also use the L2TPHC protocol ID.
3.4  In sequence packet delivery
With crtp / cudp, 4 bits are assigned for a sequence number.  There is benefit to have a sequence number, especially in the tunneled case. Over a network packets may get out of order. Without a sequence number (in the case of LIPE1 and CIP) there is no way to know whether packets received are out of order. 

4 Protocol Analysis Summary

The following table summarizes the protocol analysis. 
Function
PPPMux
LIPE1
LIPE2
CIP

Per flow addressing provided by transport network
Y
N
Y
N

Completely rely on existing IP protocols
Y
N
N
N

Secure tunnel  negotiation
Y
N
N
N

In sequence packet  delivery
Y
N
Y
N

IETF Acceptance
Y
N
N
N/A
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