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1
Introduction

There have been discussions at the last meeting whether an NG-RAN node should be allowed to request additional SCTP associations towards the AMF on an NG-C instance, see R3-183095 [1]. This was discussed in the context of F1-C as well. This paper tries to provide an overall view for the discussion.
2
Discussion

2.1
Scenarios to support

R3-183095 [1] discusses a possible deployment where an NG-RAN node could provide for NG-C connectivity more than one IP address – this is seen as the consequence of also allowing multiple NG-C TNL endpoints at an NG-RAN node. We think that this is a valid scenario and should be supported. Such deployment enables virtualisation of CP entities.
Proposal 1 The standard shall allow support of NG-RAN nodes (and gNB-CUs) implementing more than one IP address to enable virtualised deployments.
The following figure may depict the scenario to be supported: an AMF1 and 2 NG-RAN nodes, with the possibility of deploying more than one IP endpoint for NG-C connectivity at AMF (a,b) and NG-RAN node side (A,B and C,D).
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Figure 1:
Deployment with multiple IP endpoints at both, AMF and NG-RAN node side.

2.2
TNLA setup, AMF triggered

2.2.1
General

A first point to look at is the “normal”, AMF triggered setup of TNL-A associations.

Assume, that each NG-RAN nodes have already setup a first (primary) TNLA.

If the AMF requests the setup of yet another TNL association by providing yet another AMF IP endpoint to the NG-RAN node, a deployment with multiple NG-C IP endpoints at the NG-RAN node may decide to initialise additional TNL associations from an IP address different from the one where the first TNL association was established. This can be expected if e.g. the AMF does not restrict the usage of the TNL association.

Connectivity may look like as follows:
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Figure 2: Establishment of additional TNL associations via different IP endpoints at RAN

Figure 2 depicts this situation: The blue-ish connections (a-A, a-C) for NG-C11 and NG-C12 represent the first TNLA, the red-ish (b-B, b-D) and  the additional TNLAs.

However, endpoint “b” at AMF1 would in general not be aware of the logical NG-RAN node behind the INIT. This is one of the reasons why an INIT is followed by an NG Setup procedure to establish the logical connection between the NG-RAN node and the AMF.
Of course, the AMF could issue just a single AMF Configuration Update procedure at a time and wait for the SCTP INIT from the NG-RAN node to be able to associate the INIT with the NG-C interface instance, but that this very limiting, as one can imagine that at AMF introduction quite many interface instances may be initialised in parallel. Also exchanging NG-RAN TNL addresses is not following the principles established on RAN interfaces that only AMF reveals actual NG-C TNL addresses in NGAP signalling, not the NG-RAN node.

Observation 1 If NG-RAN nodes deploy multiple IP addresses for NG-C, the AMF can in general not distinguish NG-RAN node initialising additional TNLAs.
Proposal 2 In order to support multiple IP addresses at NG-RAN nodes, it is necessary to associate the NG-C interface instance with the TNLA by means of NGAP signalling.
2.2.2
Details

NGAP

1.
Looking into details, NGAP currently specifies that the NG Setup procedure “shall be the first NGAP procedure triggered after the TNL association has become operational.” This seems to be ambiguous and should be changed to “shall be the first NGAP procedure triggered on the NG-C interface instance after the TNL association has become operational.”
2.
A new NGAP procedure is proposed to allow the AMF to associate the NG-C interface instance with the TNLA. This seems to be the cleanest way to not interfere with functionality of the Configuration Update procedures. This new procedure shall be sent via any newly established TNLA, even if the TNLA is not intended to be used for non-UE associated signalling.

Proposal 3 Associating the NG-C interface instance with the TNLA is achieved by a new NG-RAN initiated NGAP procedure.
3.
TNLAs may be established in a meshed way, which may change the definition of the TNL Association Weight Factor, where it should be rather the Weight Factor associated with an AMF TNL end point. This  needs to be communicated to SA2 (see LS in R3-184141) and was also implemented in the proposed NGAP CR in R3-184140.
Proposal 4 Liaise SA2 to change the definition of the TNL Association Weight Factor to a Weight Factor related to an TNL endpoint at the AMF for NG-C signalling.
Stage 2:

4.
23.502 §4.2.7.2.1 supports triangular redirection by modifying the NGAP UE-TNLA- binding. It would be advantageous if the AMF would preferably chooses a TNLA terminating at the same TNL endpoint at the NG-RAN, as it can be assumed that the UE Context handling at NG-RAN is using a certain NG-RAN node processing resource, it would require some unnecessary processing effort to move the UE Context to another NG-RAN node processing resource.  This should be liaised to SA2 (see R3-184141)
Proposal 5 SA2 should be liaised to specify that in case of triangular redirection the AMF preferably chooses a TNLA terminating at the same TNL endpoint at the NG-RAN.  
2.3
TNLA setup, NG-RAN node triggered

NG-RAN nodes may be deployed in a way that multiple NG-C IP endpoints are possible. An NG-RAN node triggered TNLA setup may take place e.g. if new HW is introduced during operation.

So, if e.g. NG-RAN has already deployed 2 IP endpoints for NG-C connectivity and a third one is introduced, the main aim would be to extend the NG-RAN node processing capability for NG-C signalling for 50%. So, the NG-RAN node may request the AMF for additional NG-C TNLAs for this additional IP endpoint  or typically takes place if introduce new hardware.

The current AMF Configuration Update procedure is designed in a way that the AMF provides additional IP addresses to which the NG-RAN node should establish additional TNLAs. The assumption is that the number of IP addresses correspond to the number of requested additional TNLAs. But this didn’t explicitly take into account yet the possibility of multiple IP addresses at the NG-RAN node. So, as shown in section 2.2, the NG-RAN node may use different IP addresses, if deployed, as endpoints for the additional TNLAs.

Let’s look at an example to gain more clarity: The figure below shows “blue” TNLAs which have been established before by means of NG Setup and AMF Configuration Update procedures. The AMF obviously has requested 2 additional TNLAs by providing two additional IP addresses The NG-RAN node already has 2 TNL addresses in use. Then, the NG-RAN node configures an additional IP address and requests the setup of an additional TNLA.
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Figure 3: NG-RAN node triggered TNLA addition, first deployment 
However, another deployment could wish to support full flexibility in connectivity, so that Figure 3 would result in a rather meshed connectivity situation:
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Figure 4: NG-RAN node triggered TNLA addition, second deployment

To allow all possible deployments, the information the NG-RAN would need to provide to the AMF would include the number of additional TNLAs and the requested usage per TNLA.
Proposal 6 NGAP shall enable NG-RAN nodes to request additional TNLAs and also indicate per TNLA the intended usage.
Signalling for NG-RAN node triggered TNLA addition should be possible using the RAN Configuration Update procedure: The NG-RAN node would request additional TNLAs indicating the use of per TNLA, while the AMF provides TNL addresses, confirmation of the requested usage and a weight factor. This very much leaves the AMF in control of the TNLA addition and follows principles established for the AMF triggered TNLA addition. It is of course still the NG-RAN node that initialises the TNLA. 
After that, NG-RAN associates the TNLA with the interface instance by triggering the procedure suggested in section 2.2.

Proposal 7 Include the possibility of NG-RAN node triggered TNLA addition in the existing RAN Configuration Update procedure. The NG-RAN node provides per requested TNLA the intended use, while the AMF provides an TNL address, the (confirmation of the) usage and the TNLA weight factor.
One further aspect is the question how TNLAs should be removed by the NG-RAN. We suggest to also keep the principle not revealing NG-RAN TNL addresses for NG-C and use an additional NGAP procedure, probably the same procedure as suggested in section 2.2.2 for associating an TNLA with the interface instance.
Proposal 8 NG-RAN node triggered dissociation of an TNLA from an NG-C interface instance is performed with the same NGAP procedure suggested for associating an TNLA with an NG-C interface instance. 

A further aspect is the fact that the AMF Configuration Update procedure allows the removal of TNLAs, however, it is not clear, whether this affects a single TNLA or all the TNLAs terminating at the TNL address at the AMF. We suggest to clarify that the “TNLA removal” in the AMF Configuration Update procedure affects all TNLAs associated with an AMF TNL address, whereas an additional procedure is defined to allow a single TNLA to be removed by the AMF.

Proposal 9 AMF triggered dissociation of an TNLA from an NG-C interface instance is performed with an additional procedure that is sent as the last message on an TNLA. TNLA removal in the AMF Configuration Update procedure is changed to apply to all TNLAs associated to an NG-C interface and terminating at the indicated TNL address. 

A (hopefully) last aspect concerns the response of the AMF to the an NG-RAN triggered setup of additional TNLAs. It would be advantageous to allow the AMF to indicate the number of additional TNLAs which it allows to be setup per TNL end point, so in effect, this enables the AMF can “distribute” the number of additional TNLAs   requested to its TNL endpoints. The NG-RAN node is then still allowed to initiate TNLAs from the NG-RAN node side TNL endpoints it chooses on its own.

Proposal 10 At NG-RAN node triggered setup of additional TNLAs, the AMF indicates the numbers of additional TNLAs to be setup per TNL end point. 

2.4
Applying established principles for F1-C

The principles established for NG-C should be applied for F1-C as well. See papers R3-184090-94.

Proposal 11 Apply the principles established for NG-C also for F1-C.
3
Conclusion
We have discussed implications of support of multiple IP addresses in NG-RAN (and gNB-CU).
Observation 1
If NG-RAN nodes deploy multiple IP addresses for NG-C, the AMF can in general not distinguish NG-RAN node initialising additional TNLAs.


The following is proposed:
Proposal 1
The standard shall allow support of NG-RAN nodes (and gNB-CUs) implementing more than one IP address to enable virtualised deployments.
Proposal 2
In order to support multiple IP addresses at NG-RAN nodes, it is necessary to associate the NG-C interface instance with the TNLA by means of NGAP signalling.
Proposal 3
Associating the NG-C interface instance with the TNLA is achieved by a new NG-RAN initiated NGAP procedure.
Proposal 4
Liaise SA2 to change the definition of the TNL Association Weight Factor to a Weight Factor related to an TNL endpoint at the AMF for NG-C signalling.
Proposal 5
SA2 should be liaised to specify that in case of triangular redirection the AMF preferably chooses a TNLA terminating at the same TNL endpoint at the NG-RAN.
Proposal 6
NGAP shall enable NG-RAN nodes to request additional TNLAs and also indicate per TNLA the intended usage.
Proposal 7
Include the possibility of NG-RAN node triggered TNLA addition in the existing RAN Configuration Update procedure. The NG-RAN node provides per requested TNLA the intended use, while the AMF provides an TNL address, the (confirmation of the) usage and the TNLA weight factor.
Proposal 8
NG-RAN node triggered dissociation of an TNLA from an NG-C interface instance is performed with the same NGAP procedure suggested for associating an TNLA with an NG-C interface instance.
Proposal 9
AMF triggered dissociation of an TNLA from an NG-C interface instance is performed with an additional procedure that is sent as the last message on an TNLA. TNLA removal in the AMF Configuration Update procedure is changed to apply to all TNLAs associated to an NG-C interface and terminating at the indicated TNL address.
Proposal 10
At NG-RAN node triggered setup of additional TNLAs, the AMF indicates the numbers of additional TNLAs to be setup per TNL end point.
Proposal 11
Apply the principles established for NG-C also for F1-C.


It is also proposed to agree on the CRs/TPs in R3-184139 and R3-184140 and on the LS to SA2 in R3-184141
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