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1 Introduction

For the TNL address discovery in option 3/3a/3x, it was agreed in previous meeting that OAM configuration and DNS query are always possible. It is FFS whether to use a RAN based solution (e.g. proxy eNB) or use CN based solution to retrieve IP address. This document discusses this open issue in TNL address discovery.
2 Discussion 
During the previous discussion, we didn’t conclude whether additional solutions (i.e. beside the OAM & DNS query) are needed. There are another three solutions for TNL address discovery.
1)
Some E-UTRA nodes serve as proxy eNB
2)
The NR node is allowed to connect to the MME for TNL address discovery reasons only

3)
TNL address discovery via the inter-CN-inter-system interface

If introducing the proxy eNB for TNL discovery, the X2-GW related procedures, such as X2 Message Transfer message, defined in TS36.423 [1] can be taken as the starting point, but there are some difference compare with X2-GW. Some aspects and impacts to the eNB/en-gNB are considered in below:

· Proxy eNB should be pre-configured in the en-gNB/eNB. The eNB can get the IP address of en-gNB via proxy eNB. But the configuration effort is same as pre-configure corresponding peer node information in the en-gNB/eNB. E.g. it is possible pre-configure eNBs (MeNB in EN-DC) info to the en-gNB, considering the eNB number surrounding en-gNB is not big.
· The same proxy eNB should be pre-configured in the en-gNB and corresponding peer eNB. This can be ensured by OAM configuration.
· It is important to clarify that the proxy eNB should be only used for IP address retrieval in case of proxy eNB is not the same entity of MeNB in EN-DC scenario, not for subsequent X2AP message. Otherwise, the negative impact to dual connectivity procedures can not be ignored. 

· Further thinking is that if the proxy eNB is only used for IP address retrieval, not sure if re-using messages defined for HeNB is beneficial. It seems define two new X2AP messages for IP Address Request and Response is more efficient. 
Proposal 1
If proxy eNB is introduced and is not the same entity of MeNB in EN-DC, the proxy eNB is only used for TNL Address retrieval. It is not used for subsequent X2AP procedures of EN-DC.
Proposal 2
If proxy eNB is introduced, it is better to define two new messages instead of changing the existing message defined for HeNB.

The method 2 requires the en-gNB connects to the MME with S1-C. It is not align with the architecture agreed for NSA. Other aspects are also not negligible. Such as the gNB ID should be included in the S1 message. The impact to S1AP can not be avoided. When we discussed the TNL address discovery for WT in LWA, the situation is quite similar, e.g. there is no S1 interface between WT and MME. The conclusion is OAM or DNS inquiry method is used to find the WT address.
Method 3 can not be applied until en-gNB is connected to 5GC. And CN procedure should be enhanced to support transfer SON-Configuration between MME and AMF. 
Based on above considerations, we don’t see there is strong need to introduce additional method for TNL IP discovery.
Proposal 3 
It is proposed No specification impact for the eNB to get IP address of gNB.

3 Conclusions
This document discussed the TNL address discovery in option 3 family. It is proposed to below proposals:
Proposal 1
If proxy eNB is introduced and is not the same entity of MeNB in EN-DC, the proxy eNB is only used for TNL Address retrieval. It is not used for subsequent X2AP procedures of EN-DC.

Proposal 2
If proxy eNB is introduced, it is better to define two new messages instead of changing the existing message defined for HeNB.

Proposal 3 
It is proposed No specification impact for the eNB to get IP address of gNB.
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