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Introduction

According to the latest agreement from RAN#78, the CP-UP split is now stepping into the Work Item (WI) stage, which means that the E1 interface management functions and other basic functions will be further investigated. In this contribution, we provide our understanding on the E1 interface setup procedure.

Discussion
General Background 

During last RAN3 meeting, the E1 interface management function have been discussed and agreed to be captured in [1], including the E1 setup, E1 reset and E1 error indication. The details captured in [1] is shown as follows:
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5.5.1.1 E1 interfface management function
This function allows to set-up and manage an E1 interface between CU-CP and CU-UP. The E1 interface management
function includes the following procedures:

- EI setup: this procedure allows to setup the E1 interface. It includes the exchange of the parameters needed for
interface operation.

- EI reset: this procedure allows to reset the E1 interface. It is used to initialize the peer entity after node setup and
after a failure event occurred. The E1 interface reset s initiated by either the CU-CP or the CU-UP.

- EI error indication: this procedure allows to report defected errors in one incoming message. The E1 interface
Teset s initiated by either the CU-CP or the CU-UP.

NOTE 1: Whether E1 setup should be triggered by CU-CP or CU-UP or both should be solved during normative phase.




Discussion on E1 interface setup and the associated information to be exchanged

Naturally the E1 interface setup procedure can be initiated by the CU-CP. The separation of CU-CP and CU-UP means the introduction of a new logical node, which in general will make the network topology more complicated. In order to enhance the network deployment feasibility, the CU-UP can also be considered to be deployed in or removed from the network easily, thus CU-UP may be allowed to initiate the E1 interface setup procedure as well. 

Proposal1: The E1 interface setup can be initiated by both the CU-CP and the CU-UP.
During the E1 interface setup procedure, the CU-CP needs to provide the CU-CP Info to the CU-UP, such as the CU-CP ID. Correspondingly, the CU-UP also needs to provide some CU-UP Info to the CU-CP, e.g., the CU-UP ID and the CU-UP capability Info. 

The CU-UP capability info can be used by CU-CP to select the appropriate CU-U(s) to serve UE, e.g., URLLC, eMBB, eMTC. If the CU-UP cannot accept the E1 setup request, CU-UP will respond with failure message to the CU-CP, including the appropriate cause value.

The information info mentioned above are also applicable to the CU-UP initiated E1 interface setup procedure.

Proposal2: During E1 setup procedure, the above mentioned info need to be considered to be exchanged between CU-CP and CU-UP: 

                   The CU-CP side: CU-CP ID;

                   The CU-UP side: CU-UP ID, CU-UP capability Info.

Conclusion
The following observations and proposals are provided:

Proposal1: The E1 interface setup can be initiated by both the CU-CP and the CU-UP.

Proposal2: During E1 setup procedure, the above mentioned info need to be considered to be exchanged between CU-CP and CU-UP: 

                   The CU-CP side: CU-CP ID;

                   The CU-UP side: CU-UP ID, CU-UP capability Info.
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