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1. Introduction

Following the agreement in [1], a proposal [2] was presented during RAN3 #68, Montreal, for inter-HNB handover that entirely bypasses the HNB-GW in the mobility exchange procedure. This document discusses a list of issues that have to be addressed by HNB-GW bypass mobility procedures.
2. Discussion
1. Iu UP termination: When the source HNB conveys relocation information to the target HNB, the target HNB does not perform an Iu UP Init towards the CN if it is capable of accommodating the parameters given in the relocation message. This requires the HNBs to be of homogeneous capabilities. In this case, the CN remains oblivious to intra-HNB-GW mobility. If the target HNB is not capable of accommodating the parameters, then it would perform an Iu UP Init, and the HNB-GW has to terminate it in the interest of shielding the CN from intra-HNB-GW mobility. Therefore, the assumption of homogeneous APs (in terms of capabilities) is an important one and should be considered carefully.
2. Reporting of Unsuccessfully transmitted DL data volume: It is during relocation that radio conditions are likely to be unfavourable for the UE and result in unsuccessfully transmitted data. The most accurate value of unsuccessfully transmitted data is provided by a RNC in the RANAP Iu Release message. Therefore, in HNB systems this information should not be included in the relocation request message. Instead, the source HNB should compute the accurate value after receiving indication that it can de-register the UE. This also implies that a separate message is needed to convey this information to the target HNB. Additionally, the message may have to be acknowledged by the target HNB.
3. User plane switching: Since the goal is to ensure that the CN remains shielded from intra-HNB-GW mobility events, the HNB-GW should perform user plane switching. It can initiate set up of the target leg on receiving the Relocation Request message from the source HNB (regardless of the protocol carrying it). After the UE establishes air interface connectivity with the target HNB and the target HNB informs the HNB-GW with a TNL update, the HNB-GW can complete switching. Note that in order to accomplish user plane switching the HNB-GW needs to manipulate TNL parameters in the original RAB assignment messages exchanged between the CN and the first HNB where the UE registered. This is independent of whether the Iu interface is carried to the CN over ATM or IP.
4. Cell update and U-RNTI management: The HNB specifications need a method for cell update since none exists today. An essential accompanying issue is U-RNTI management to ensure uniqueness across the HNB deployment. U-RNTI management should be performed by the HNB-GW as proposed in [3], [4]. Additionally, only the HNB-GW can identify the source HNB given the U-RNTI as routing information. Therefore, the cell update procedure requires direct involvement of the HNB-GW.
5. Distinguishing between handover (to another HNB) and handout (to macro network): When the source HNB decides to relocate the UE it must decide whether the target is another HNB or a macro Node B. Therefore it must have instant access to a neighbour list, and so the neighbour list provisioning must be considered.
6. HNB IP address resolution by another HNB: Cell_DCH and Cell_FACH mobility require different kinds of address resolution:

a. For Cell_DCH mobility, when the source HNB decides to relocate a UE, the source HNB has to know the IP address of the target HNB so that relocation messages can be addressed to the target HNB. The UE reports only the physical Cell-ID of the target HNB, so a mapping from the physical Cell-ID to the IP address for every neighbour HNB is needed.

b. For Cell_FACH mobility, when the target receives the RRC Cell Update message, the UE only provides its U-RNTI as routing in formation. Therefore, a mapping from U-RNTI to the IP address of the source HNB is needed in the target HNB. 

Resolving the Cell-ID to the IP address could be accomplished by querying either the HMS or the HNB-GW. Even so, each time a HNB is allocated a new IP address, every neighbour HNB has to be informed of the changed IP address. However, translating a UE’s U-RNTI to the IP address of the source HNB for cell update cannot be accomplished by querying the HMS since it is not involved in U-RNTI assignment or management. Since the HNB-GW would have to manage allocation of unique U-RNTIs to UEs, the HNB will have to query the HNB-GW for the IP address of the source HNB. A new HNBAP procedure should be defined to perform this query-response exchange. In the case of Cell_DCH mobility, the same procedure could also be used by the source HNB to resolve the IP address of the target HNB given the Cell-ID as routing information. This would result in a single address resolution mechanism for both Cell_FACH and Cell_DCH mobility.
7. Performance management: Intra-HNB-GW handover with HNB-GW involvement would enable the HNB-GW to generate real-time statistics and provide immediate feedback on network mobility performance. Systemic issues (e.g. triggered by a successful HNB software update that is later found to cause unexpected behavior) can be detected and rectified by the operator proactively without the operator waiting to discover the problem from customer trouble reports. Handover without HNB-GW involvement would require the HNB to generate and collect statistics that are uploaded to the HNB periodically (e.g daily). This can result in problems being undetected until the next report.
8. Interfaces, protocols, and interoperability: The choice of an interface and/or protocol for carrying mobility messages has an impact on the HNB, and possibly the HNB-GW as well. Note that handout (to macro) and CN-supported inter-HNB handover both use existing RANAP procedures, in keeping with the principle that existing 3GPP protocols should be reused as much as possible.
In case a new interface and/or protocol is proposed, it is clear that this will add to the interoperability requirements on HNBs, and will increase the IOT permutations between HNBs and between HNB and HNB-GW. This is no small matter given the large number of HNB vendors and products.
9. Security: HNBs are the property of a mobile operator operating on spectrum licensed by the operators. The operator must offer the same level of security for control and user plane as that offered in the macro and Iuh environment. This would then require “securing” the interface between the HNBs. The attendant cost and complexity to the enterprise HNB deployments must be carefully considered.
3. Conclusion
Proposal: It is proposed that HNB-GW bypass mobility proposals be evaluated for solutions to the issues discussed above.
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