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1. Overall Description:

RAN3 has deeply discussed the OAM related problems of RN. And there are at least two issues which need to be considered in Rel-10 OAM for relay.

[1]. How to guarantee the security for management network of operators

In conventional way, the parameters for equipment deployed by operator, such as eNB, should be determined by its OAM and transferred via s/f or n/f, and the IP address for OAM is different from the IP address used for normal S1and X2 transmission. In this way the security for management network could be guaranteed. However, the RN has more risk than other equipment deployed/controlled by operator, e.g. eNB, because it may be deployed without a dedicated room and is easy to be broken by malicious people. In this case, the management network is likely to be attacked through relay. 
[2]. How to deal with the multi-vendor transmission

The vendor specific configurations are downloaded from RN’s OAM and forwarded by DeNB to RN. However, the DeNB and RN may be manufactured by different vendors. We are not sure whether the existing approach is suitable for transmitting this information.
Furthermore, some potential solutions have been discussed in the attachment document.
2. Actions:

To SA5 group.

ACTION: 
RAN3 kindly asks SA5 to start the discussion about the OAM issues of RN with considering the abovementioned issues. 
3. Date of Next TSG-WG3 Meetings:

TSG-WG3 Meeting #69 
      23rd – 27th August 2010
Madrid, Spain.

TSG-WG3 Meeting #69bis    11th – 15th October 2010
Xi’An, P.R. China.


