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1. Introduction

At RAN2#69 it was agreed that, as a baseline, the RN is pre-configured with the DeNB cells it is expected to access and hence no access control mechanism is foreseen for RN access to a DeNB in Release 10 [1]. In fact, Vodafone also supported this view at the meeting.  However, on further consideration, Vodafone would like to have an access control mechanism in place in Rel-10 to control RN access to an eNB  and  not having to rely solely on pre-configuration. This contribution outlines the motivation for introducing  an access control mechanism for RNs.
2. Issues with Pre-configuration Assumption
Pre-configuration implies that the RN should be ‘manually’ configured with the DeNB cells e.g. on site or in a workshop as no OAM connection exists to the RN OAM system before the RN start up procedure to allow for remote configuration.

Once the RN is up and running, the following situations can arise which would make the list of DeNB cells obsolete or which would make it preferable for RN to autonomously access a DeNB cell without pre-configuration.
Scenario#1: New eNBs are introduced in the network and/or change in radio propagation environment

As the network evolves and new eNBs are introduced in the vicinity of the RN, it is likely that over time the initial pre-configured list of DeNB cells no longer reflects the most appropriate DeNB cells for the RN. In order to change the DeNB cell list, the RN OAM should be aware of the signal quality levels of neighbouring and RN supporting DeNBs before updating the list. Since no mechanisms are in place for RN to report such information to the RN OAM it might require an onsite visit by an engineer to assess what the updated DeNB cell list should be.  This will increase the operational cost for the operator. 
With autonomous access from the RN, the burden of pre-configuring the RN and maintaining an updated DeNB cell list is reduced. 

Scenario#2: DeNB Malfunction 
Another scenario where autonomous access would be desirable is when a DeNB malfunctions and the RN needs to find another eNB to re-establish the backhaul. Relying on pre-configuration will increase the time and effort to get the RN backhaul access up and running again in case non of the pre-configured DeNB cells are appropriate e.g. because it is an obsolete list . If RN-UE can perform some cell selection procedure, then it can access a detected eNB even if this was not preconfigured. An access control mechanism can be introduced to ensure that RN-UE only connects to DeNB cells that support RNs.

Scenario#3: Change of Cell Identities of DeNB cells

It is not unusual for the operator to change the cell identities of macrocells in a given region. Such an activity will be under the control of the eNB OAM system which is probably uncoordinated with the RN OAM system. Hence, it would not be straightforward for the operator to update the DeNB cell lists of potentially hundreds of RNs when the cell identities of DeNB cells are updated.

Moreover, it is even questionable whether one RN OAM system would be able to control RNs from multiple vendors (even though this is desirable from an operator point of view). Assuming no  multivendor support for RN OAM is possible, the operational burden in updating the DeNB cell list would be even greater. 

Scenario#4: Emergency Deployment

If RNs are deployed by the operator in an emergency situation e.g. disaster area, it would be preferable if the RN could just be powered on and it autonomously attaches to a RN supporting eNB without need for pre-configuration. 
3. Conclusions
In this contribution, Vodafone highlights some concerns about relying only on RN pre-configuration for providing access to a DeNB. Even though Vodafone is not against having configuration of certain information from RN O&M  pre-configuration implies for the operator the implementation of additional interfaces to transport necessary radio and core network related data into the RN O&M. Implementation of such interfaces is costly and may delay the introduction of the products  into the network and therefore the amount of data to pre-configure should be as minimum as possible.
Therefore Vodafone would like to make the following proposals:
Proposal 1: RAN2/3 should investigate an access control mechanism for the RN access to DeNB assuming no pre-configuration is in place. 
Proposal 2: The broadcast of the one bit indicator seems sufficient to allow the RN to choose an eNB cell which is able to support RN as alternative RRC Setup procedure could be used
RAN3 is kindly requested to take the issues raised with RN pre-configuration into account and agree on the need for an access control mechanism for RN in Release 10. It is proposed to liaise with RAN WG2 to inform them about RANWG3 preferred way forward and to specify an appropriate mechanism. 
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