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1 Introduction

When the RN is deployed and powered on, it could work as an eNB only after it gets the necessary system configurations. Those configurations could be divided into two groups, one group should be coordinated between different entities, e.g. MBSFN subframes for RN’s backhaul; the other group could be determined only by RN itself, e.g. some system information broadcasted by RN. To summarize, there are two issues which should be investigated. 
Issue 1: How to configure the MBSFN subframes for RN’s backhaul;

Issue 2: How to configure other parameters which are necessary for RN.
In last RAN2 meeting, the first issue has been discussed, and agreement is that MBSFN subframe should be determined by DeNB and configured by RRC message. However, the second issue has not been discussed yet, and in our understanding, it depends on how to connect the RN to its OAM. Therefore, in this contribution, we discussed the issue about the connection between RN and its OAM.
2 Discussion 
2.1 Connection Issue between RN and its OAM
Configurations of parameters for RN should be carefully considered, because it is related to the connection between RN and its OAM. And the following issues should be taken into account:

(1) How to guarantee the security for management network of operators

In conventional way, the parameters for equipment deployed by operator, such as eNB, should be determined by its OAM and transferred via s/f or n/f, and the IP address for OAM is different from the IP address used for normal S1and X2 transmission. In this way the security for management network could be guaranteed. However, the RN has more risk than other equipment deployed/controlled by operator, e.g. eNB, because it may be deployed without a dedicated room and is easy to be broken by malicious people. In this case, the management network is likely to be attacked through relay. 

(2) How to deal with the multi-vendor transmission

The vendor specific configurations are downloaded from RN’s OAM and forwarded by DeNB to RN. However, the DeNB and RN may be manufactured by different vendors. We are not sure whether the existing approach is suitable for transmitting this information.

2.2 Potential solutions

In our understanding, there are two options to configure RN specific parameters.

(1) Download the configuration from its OAM through equipment IP address
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Figure 1. Download the configuration from OAM through equipment IP address

In this option, the IP address allocated for RN as a network entity is used in its OAM configuration downloading. However, the RN may be controlled by malicious people and used to attack the management network intentionally without any protection if there is no special mechanism.
(2) DeNB download the configuration from its OAM through specific pipeline provided by SA5 and transmit this to RN via SRB or DRB
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Figure 2. Download the configuration from OAM through specific pipeline provided by SA5

In this option, specific pipeline could guarantee the private requirement of the RN vendors, and DeNB could be used as a protecting GW to shield the intentionally attacking from RN. 
(3) Adopt the TR-069 which has already been used for HNB/HeNB for similar case
In HNB/HeNB, the connection to the HMS has considered the similar issue for backhaul link. It seems that the TR-069 could be adopted here to perform the information transmission between RN and its OAM. However, it means that the TR-069 should be extended in Un interface and terminated at RN. Furthermore, special bearer may be needed for supporting OAM transmission.
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Figure 3. Download the configuration from OAM through TR-069

However, as this is an issue of SA5, we should send LS to SA5 with suggestions from RAN perspective, and trigger them to discuss/decide which solution is preferred.
Proposal: We propose RAN3 to send LS to SA5 for other parameters configuration for RN to trigger the corresponding discussion.
3 Conclusion
In this contribution, connection Issue between RN and its OAM has been discussed and our proposal is as follows:
Proposal: We propose RAN3 to send LS to SA5 for other parameters configuration for RN to trigger the corresponding discussion.
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