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1   Introduction
This contribution discusses the RN configuration & OAM aspects included in last RAN3#68 meeting discussion as follow: 
· Connectivity between O&M and RN 

· The RN configuration process

· If any special behaviour is needed when the O&M link is broken (given the less reliable O&M transport network)?

· If there is any special security requirements (see LS from SA3)?

In this contribution, we analyze the RN configuration issues above.
2   Discussion

2.1   RN configuration procedure

After first connection to the eNB (future DeNB) the RN could get its configuration parameters from its OAM server and maybe also from DeNB for type 1 relay. 
Like a normal eNB, after the RN is powered up and has IP connectivity (like a UE to eNB), and before RF transmitter is switched on, it should download operational parameters‎ [1]. The protocol stack for RN OAM could be fully compatible over IP with that in current eNB. How the RN could establish the connectivity toward its OAM server will be discussed in section ‎2.2. 
In case of many DeNBs in-band deployed in one area, to reduce the interference, it will be better for the neighbouring DeNBs to configure the same or similar backhaul link subframes. A good implementation may coordinate the OAM download (Configuration) and OAM operations (Alarms, Counter …) at low traffic influence for a better radio resource management. This step may not happen in each of RN startup procedure and could happen before the RN configuration download from OAM server.
Note: in case of the type 1 RN some parameters may need to be configured via RRC signalling, such as backhaul link subframes configuration, which was agreed in last RAN2 meeting. The detail procedure will be discussed in the stage 3 standardization. 
2.2   Connectivity between RN and its OAM server
The RN could establish the IP connectivity with its OAM server as depicted in Figure 1 and download the Configuration like normal application data of UE. There are already existing several ways to provide and secure IP connection from RN as UE to OAM (Configured in RN, like HMS for HNB….).   The IP connection to the OAM server is independent of the DeNB or eNB vendors.
Then when first configuration is downloaded, RN may contact the DeNB as RN. The IP connectivity for RN is provided by DeNB and S/P-GW over Un. The DeNB treat the OAM traffic of RN like normal application data of UE, it is FSS how this traffic could be scheduled. The RN’s PGW will route the IP packet of OAM traffic between RN and its OAM server. If the OAM server is deployed in a private network, the IP packet should be routable to OAM server. The protocols above IP layer used for the communication between RN and its OAM server could be same as that between a normal eNB and its OAM server.
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Figure 1: Connectivity between RN and its OAM server
Whether the RN’s PGW for OAM is located inside/outside the DeNB will depends on the network deployment. The only requirement of the connectivity between RN and its OAM server is that the RN’s PGW could IP connect to the RN’s OAM servers.
Then the normal OAM operation (Counters, Alarm) can be done over the existing IP link from the RN to OAM Server. Today we don’t see a big impact on this transfer data over the air and it may be optimised by implementation if needed.

2.3   In case of OAM link broken

The traffic of RN for both OAM and backhauling will cross the air interface between RN and DeNB. If needed, a higher or lower priority could be assigned to the OAM traffic. In case of RLF, the OAM link is broken and all traffic links for backhauling are also broken. The legacy scheme for the OAM broken in an eNB/Pico eNB could be reused here (Backup method, Recording, etc).
2.4   Security issue

Usually, the security between the network element and the OAM server is provided by the TLS (transport layer security) above the TNL. This scheme could be reused for the OAM of RN. 
LS could be sent out to SA3 and SA5 to address the security issue of RN OAM.
3   Conclusion
Based on the analysis above, it’s found that RN can get its configuration parameters from its OAM server. Except that the IP connectivity of RN over Un is provided by DeNB and S/P-GW, the legacy scheme for the OAM of normal eNB could be fully reused for the OAM issues of RN.
4   Reference
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