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Introduction
This paper provides the text proposal of E1 non-UE associated procedures.

Text Proposal to TS 38.463 
Beginning of Text Proposal to TS 38.463
3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

Elementary Procedure: E1AP consists of Elementary Procedures (EPs). An Elementary Procedure is a unit of interaction between CU-CP and CU-UP. These Elementary Procedures are defined separately and are intended to be used to build up complete sequences in a flexible manner. If the independence between some EPs is restricted, it is described under the relevant EP description. Unless otherwise stated by the restrictions, the EPs may be invoked independently of each other as standalone procedures, which can be active in parallel. The usage of several E1AP EPs together is specified in stage 2 specifications (e.g., TS 38.460 [3]).

An EP consists of an initiating message and possibly a response message. Two kinds of EPs are used:

-
Class 1: Elementary Procedures with response (success and/or failure).

-
Class 2: Elementary Procedures without response.

For Class 1 EPs, the types of responses can be as follows:

Successful:

-
A signalling message explicitly indicates that the elementary procedure successfully completed with the receipt of the response.

Unsuccessful:

-
A signalling message explicitly indicates that the EP failed.

-
On time supervision expiry (i.e., absence of expected response).

Successful and Unsuccessful:

-
One signalling message reports both successful and unsuccessful outcome for the different included requests. The response message used is the one defined for successful outcome.

Class 2 EPs are considered always successful.

CU-CP: as defined in TS 38.401 [3].
CU-UP: as defined in TS 38.401 [3].
gNB: as defined in TS 38.300 [4].
gNB-CU: as defined in TS 38.401 [3].
gNB-DU: as defined in TS 38.401 [3].
UE-associated signalling: When E1AP messages associated to one UE uses the UE-associated logical E1-connection for association of the message to the UE in gNB-CU-UP and gNB-CU-CP.

UE-associated logical E1-connection: The UE-associated logical E1-connection uses the identities GNB-CU-CP UE E1AP ID and GNB-CU-UP UE E1AP ID according to the definition in TS 38.401 [3]. For a received UE associated E1AP message the gNB-CU-CP identifies the associated UE based on the GNB-CU-CP UE E1AP ID IE and the gNB-CU-UP identifies the associated UE based on the GNB-CU-UP UE E1AP ID IE.
Beginning of Text Proposal to TS 38.463

8
E1AP procedures
8.1
List of E1AP Elementary Procedures

In the following tables, all EPs are divided into Class 1 and Class 2 EPs (see subclause 3.1 for explanation of the different classes):

Table 1: Class 1 procedures

	Elementary Procedure
	Initiating Message
	Successful Outcome
	Unsuccessful Outcome

	
	
	Response message
	Response message

	Reset
	RESET
	RESET ACKNOWLEDGE
	

	gNB-CU-UP E1 Setup
	GNB-CU-UP E1 SETUP REQUEST
	GNB-CU-UP E1 SETUP RESPONSE
	GNB-CU-UP E1 SETUP FAILURE

	gNB-CU-CP E1 Setup
	GNB-CU-CP E1 SETUP REQUEST
	GNB-CU-CP E1 SETUP RESPONSE
	GNB-CU-CP E1 SETUP FAILURE

	gNB-CU-UP Configuration Update
	GNB-CU-UP CONFIGURATION UPDATE
	GNB-CU-UP CONFIGURATION UPDATE ACKNOWLEDGE
	GNB-CU-UP CONFIGURATION UPDATE FAILURE

	gNB-CU-CP Configuration Update
	GNB-CU-CP CONFIGURATION UPDATE
	GNB-CU-CP CONFIGURATION UPDATE ACKNOWLEDGE
	GNB-CU-CP CONFIGURATION UPDATE FAILURE

	E1 Release (FFS)
	E1 RELEASE REQUEST
	E1 RELEASE RESPONSE
	

	Bearer Context Setup
	BEARER CONTEXT SETUP REQUEST
	BEARER CONTEXT SETUP RESPONSE
	BEARER CONTEXT SETUP FAILURE

	Bearer Context Modification (CU-CP initiated)
	BEARER MODIFICATION REQUEST
	BEARER CONTEXT MODIFICATION RESPONSE
	BEARER CONTEXT MODIFICATION FAILURE

	Bearer Context Modification Required (CU-UP initiated)
	BEARER CONTEXT MODIFICATION REQUIRED
	BEARER CONTEXT MODIFICATION CONFIRM
	

	Bearer Context Release (CU-CP initiated)
	BEARER CONTEXT RELEASE COMMAND
	BEARER CONTEXT RELEASE COMPLETE
	


Table 2: Class 2 procedures

	Elementary Procedure
	Message

	Error Indication
	ERROR INDICATION

	Bearer Context Release Request (CU-UP initiated)
	BEARER CONTEXT RELEASE REQUEST


8.2
Interface Management procedures


8.2.1
Reset

8.2.1.1
General

The purpose of the Reset procedure is to initialise or re-initialise the E1AP UE-related contexts, in the event of a failure in the gNB-CU-CP or gNB-CU-UP. This procedure does not affect the application level configuration data exchanged during, e.g., the E1 Setup procedure.

The procedure uses non-UE associated signalling.

8.2.1.2
Successful Operation

8.2.1.2.1
Reset Procedure Initiated from the gNB-CU-CP
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Figure 8.2.1.2.1-1: Reset procedure initiated from the gNB-CU-CP. Successful operation
In the event of a failure at the gNB-CU-CP, which has resulted in the loss of some or all transaction reference information, a RESET message shall be sent to the gNB-CU-UP.

At reception of the RESET message the gNB-CU-UP shall release all allocated resources on E1 related to the UE association(s) indicated explicitly or implicitly in the RESET message and remove the indicated bearer contexts including E1AP ID.

After the gNB-CU-UP has released all assigned E1 resources and the UE E1AP IDs for all indicated UE associations which can be used for new UE-associated logical E1-connections over the E1 interface, the gNB-CU-UP shall respond with the RESET ACKNOWLEDGE message. The gNB-CU-UP does not need to wait for the release of bearer resources to be completed before returning the RESET ACKNOWLEDGE message.
If the RESET message contains the UE-associated logical E1-connection list IE, then:

-
The gNB-CU-UP shall use the gNB-CU-CP UE E1AP ID IE and/or the gNB-CU-UP UE E1AP ID IE to explicitly identify the UE association(s) to be reset.

-
The gNB-CU-UP shall include in the RESET ACKNOWLEDGE message, for each UE association to be reset, the UE-associated logical E1-connection Item IE in the UE-associated logical E1-connection list IE. The UE-associated logical E1-connection Item IEs shall be in the same order as received in the RESET message and shall include also unknown UE-associated logical E1-connections. Empty UE-associated logical E1-connection Item IEs, received in the RESET message, may be omitted in the RESET ACKNOWLEDGE message.

-
If the gNB-CU-CP UE E1AP ID IE is included in the UE-associated logical E1-connection Item IE for a UE association, the gNB-CU-UP shall include the gNB-CU-CP UE E1AP ID IE in the corresponding UE-associated logical E1-connection Item IE in the RESET ACKNOWLEDGE message.

-
If the gNB-CU-UP UE E1AP ID IE is included in the UE-associated logical E1-connection Item IE for a UE association, the gNB-CU-UP shall include the gNB-CU-UP UE E1AP ID IE in the corresponding UE-associated logical E1-connection Item IE in the RESET ACKNOWLEDGE message.

Interactions with other procedures:
If the RESET message is received, any other ongoing procedure (except for another Reset procedure) on the same E1 interface related to a UE association, indicated explicitly or implicitly in the RESET message, shall be aborted.

8.2.1.2.2
Reset Procedure Initiated from the gNB-CU-UP
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Figure 8.2.1.2.2-1: Reset procedure initiated from the gNB-CU-UP. Successful operation
In the event of a failure at the gNB-CU-UP, which has resulted in the loss of some or all transaction reference information, a RESET message shall be sent to the gNB-CU-CP.

At reception of the RESET message the gNB-CU-CP shall release all allocated resources on E1 related to the UE association(s) indicated explicitly or implicitly in the RESET message and remove the E1AP ID for the indicated UE associations.

After the gNB-CU-CP has released all assigned E1 resources and the UE E1AP IDs for all indicated UE associations which can be used for new UE-associated logical E1-connections over the E1 interface, the gNB-CU-CP shall respond with the RESET ACKNOWLEDGE message. The gNB-CU-CP does not need to wait for the release of bearer resources to be completed before returning the RESET ACKNOWLEDGE message.
If the RESET message contains the UE-associated logical E1-connection list IE, then:

-
The gNB-CU-CP shall use the gNB-CU-CP UE E1AP ID IE and/or the gNB-CU-UP UE E1AP ID IE to explicitly identify the UE association(s) to be reset.

-
The gNB-CU-CP shall in the RESET ACKNOWLEDGE message include, for each UE association to be reset, the UE-associated logical E1-connection Item IE in the UE-associated logical E1-connection list IE. The UE-associated logical E1-connection Item IEs shall be in the same order as received in the RESET message and shall include also unknown UE-associated logical E1-connections. Empty UE-associated logical E1-connection Item IEs, received in the RESET message, may be omitted in the RESET ACKNOWLEDGE message.

-
If the gNB-CU-CP UE E1AP ID IE is included in the UE-associated logical E1-connection Item IE for a UE association, the gNB-CU-CP shall include the gNB-CU-CP UE E1AP ID IE in the corresponding UE-associated logical E1-connection Item IE in the RESET ACKNOWLEDGE message.

-
If the gNB-CU-UP UE E1AP ID IE is included in a UE-associated logical E1-connection Item IE for a UE association, the gNB-CU-CP shall include the gNB-CU-UP UE E1AP ID IE in the corresponding UE-associated logical E1-connection Item IE in the RESET ACKNOWLEDGE message.

Interactions with other procedures:

If the RESET message is received, any other ongoing procedure (except for another Reset procedure) on the same E1 interface related to a UE association, indicated explicitly or implicitly in the RESET message, shall be aborted.

8.2.1.3
Abnormal Conditions

Not applicable.

8.2.2
Error Indication

8.2.2.1
General

The Error Indication procedure is initiated by a node in order to report detected errors in one incoming message, provided they cannot be reported by an appropriate failure message.

If the error situation arises due to reception of a message utilising UE associated signalling, then the Error Indication procedure uses UE associated signalling. Otherwise the procedure uses non-UE associated signalling.

8.2.2.2
Successful Operation
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Figure 8.2.2.2-1: Error Indication procedure, gNB-CU-CP originated. Successful operation
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Figure 8.2.2.2-2: Error Indication procedure, gNB-CU-UP originated. Successful operation

When the conditions defined in clause 10 are fulfilled, the Error Indication procedure is initiated by an ERROR INDICATION message sent from the receiving node.

The ERROR INDICATION message shall contain at least either the Cause IE or the Criticality Diagnostics IE. In case the Error Indication procedure is triggered by utilising UE associated signalling the gNB-CU-CP UE E1AP ID IE and gNB-CU-UP UE E1AP ID IE shall be included in the ERROR INDICATION message. If one or both of the gNB-CU-CP UE E1AP ID IE and the gNB-CU-UP UE E1AP ID IE are not correct, the cause shall be set to appropriate value, e.g., "Unknown or already allocated gNB-CU-CP UE E1AP ID", "Unknown or already allocated gNB-CU-UP UE E1AP ID" or "Unknown or inconsistent pair of UE E1AP ID".

8.2.2.3
Abnormal Conditions 

Not applicable.

8.2.3
gNB-CU-UP E1 Setup

Editor’s note: Procedure names are still FFS.
8.2.3.1
General

The purpose of the gNB-CU-UP E1 Setup procedure is to exchange application level data needed for the gNB-CU-UP and the gNB-CU-CP to correctly interoperate on the E1 interface. This procedure shall be the first E1AP procedure triggered after a TNL association has become operational. The procedure uses non-UE associated signalling.

This procedure erases any existing application level configuration data in the two nodes and replaces it by the one received. This procedure also re-initialises the E1AP UE-related contexts (if any) and erases all related signalling connections in the two nodes like a Reset procedure would do. 

8.2.3.2
Successful Operation
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Figure 8.2.3.2-1: gNB-CU-UP E1 Setup procedure: Successful Operation

The gNB-CU-UP initiates the procedure by sending a GNB-CU-UP E1 SETUP REQUEST message including the appropriate data to the gNB-CU-CP. The gNB-CU-CP responds with a GNB-CU-UP E1 SETUP RESPONSE message including the appropriate data. 
If the GNB-CU-UP E1 SETUP REQUEST message contains the gNB-CU-UP Name IE (FFS) the gNB-CU-CP may use this IE as a human readable name of the gNB-CU-UP.
The exchanged data shall be stored in respective node and used for the duration of the TNL association. When this procedure is finished, the E1 interface is operational and other E1 messages can be exchanged.

8.2.3.3
Unsuccessful Operation


[image: image6.emf] 

  gNB - C U - UP  

GNB - CU - UP  E 1   SETUP REQUEST  

gNB - CU - CP  

GNB - CU - UP  E 1   SETUP  FAILURE  


Figure 8.2.3.3-1: gNB-CU-UP E1 Setup procedure: Unsuccessful Operation

If the gNB-CU-CP cannot accept the setup, it should respond with a GNB-CU-UP E1 SETUP FAILURE and appropriate cause value.

If the GNB-CU-UP E1 SETUP FAILURE message includes the Time To Wait IE, the gNB-CU-UP shall wait at least for the indicated time before reinitiating the E1 setup towards the same gNB-CU-CP.

8.2.3.4
Abnormal Conditions

Editor’s note: Abnormal cases need further check.
If the first message received for a specific TNL association is not a GNB-CU-CP E1 SETUP REQUEST, GNB-CU-UP E1 SETUP RESPONSE, or GNB-CU-UP E1 SETUP FAILURE message then this shall be treated as a logical error.

If the gNB-CU-UP does not receive either GNB-CU-UP E1 SETUP RESPONSE message or GNB-CU-UP E1 SETUP FAILURE message, the gNB-CU-UP may reinitiate the gNB-CU-UP E1 Setup procedure towards the same gNB-CU-CP, provided that the content of the new GNB-CU-UP E1 SETUP REQUEST message is identical to the content of the previously unacknowledged GNB-CU-UP E1 SETUP REQUEST message.

If the gNB-CU-UP receives a GNB-CU-CP E1 SETUP REQUEST message from the peer entity on the same E1 interface:

-
In case the gNB-CU-UP answers with a GNB-CU-CP E1 SETUP RESPONSE message and receives a subsequent GNB-CU-UP E1 SETUP FAILURE message, the gNB-CU-UP shall consider the E1 interface as non operational and the procedure as unsuccessfully terminated according to sub clause 8.2.3.3.

-
In case the gNB-CU-UP answers with a GNB-CU-CP E1 SETUP FAILURE message and receives a subsequent GNB-CU-UP E1 SETUP RESPONSE message, the gNB-CU-UP shall ignore the GNB-CU-UP E1 SETUP RESPONSE message and consider the E1 interface as non operational.

8.2.4
gNB-CU-CP E1 Setup

Editor’s note: Procedure names are still FFS.
8.2.4.1
General

The purpose of the gNB-CU-CP E1 Setup procedure is to exchange application level data needed for the gNB-CU-CP and the gNB-CU-UP to correctly interoperate on the E1 interface. This procedure shall be the first E1AP procedure triggered after a TNL association has become operational. The procedure uses non-UE associated signalling.

This procedure erases any existing application level configuration data in the two nodes and replaces it by the one received. This procedure also re-initialises the E1AP UE-related contexts (if any) and erases all related signalling connections in the two nodes like a Reset procedure would do. 

8.2.4.2
Successful Operation
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Figure 8.2.4.2-1: gNB-CU-CP E1 Setup procedure: Successful Operation

The gNB-CU-CP initiates the procedure by sending a GNB-CU-CP E1 SETUP REQUEST message including the appropriate data to the gNB-CU-UP. The gNB-CU-UP responds with a GNB-CU-CP E1 SETUP RESPONSE message including the appropriate data. 
If the GNB-CU-CP E1 SETUP REQUEST message contains the gNB-CU-CP Name IE (FFS) the gNB-CU-UP may use this IE as a human readable name of the gNB-CU-CP.
The exchanged data shall be stored in respective node and used for the duration of the TNL association. When this procedure is finished, the E1 interface is operational and other E1 messages can be exchanged.

8.2.4.3
Unsuccessful Operation
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Figure 8.2.4.3-1: gNB-CU-CP E1 Setup procedure: Unsuccessful Operation

If the gNB-CU-UP cannot accept the setup, it should respond with a GNB-CU-CP E1 SETUP FAILURE and appropriate cause value.

If the GNB-CU-CP E1 SETUP FAILURE message includes the Time To Wait IE, the gNB-CU-CP shall wait at least for the indicated time before reinitiating the E1 setup towards the same gNB-CU-UP.

8.2.4.4
Abnormal Conditions

Editor’s note: Abnormal cases need further check.
If the first message received for a specific TNL association is not a GNB-CU-UP E1 SETUP REQUEST, GNB-CU-CP E1 SETUP RESPONSE, or GNB-CU-CP E1 SETUP FAILURE message then this shall be treated as a logical error.

If the gNB-CU-CP does not receive either GNB-CU-CP E1 SETUP RESPONSE message or GNB-CU-CP E1 SETUP FAILURE message, the gNB-CU-CP may reinitiate the gNB-CU-CP E1 Setup procedure towards the same gNB-CU-UP, provided that the content of the new GNB-CU-CP E1 SETUP REQUEST message is identical to the content of the previously unacknowledged GNB-CU-CP E1 SETUP REQUEST message.

If the gNB-CU-CP receives a GNB-CU-UP E1 SETUP REQUEST message from the peer entity on the same E1 interface:

-
In case the gNB-CU-CP answers with a GNB-CU-UP E1 SETUP RESPONSE message and receives a subsequent GNB-CU-CP E1 SETUP FAILURE message, the gNB-CU-CP shall consider the E1 interface as non operational and the procedure as unsuccessfully terminated according to sub clause 8.2.4.3.

-
In case the gNB-CU-CP answers with a GNB-CU-UP E1 SETUP FAILURE message and receives a subsequent GNB-CU-CP E1 SETUP RESPONSE message, the gNB-CU-CP shall ignore the GNB-CU-CP E1 SETUP RESPONSE message and consider the E1 interface as non operational.

8.2.5
gNB-CU-UP Configuration Update 

8.2.5.1
General

The purpose of the gNB-CU-UP Configuration Update procedure is to update application level configuration data needed for the gNB-CU-UP and the gNB-CU-CP to interoperate correctly on the E1 interface. This procedure does not affect existing UE-related contexts, if any. The procedure uses non-UE associated signalling.
8.2.5.2
Successful Operation
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Figure 8.2.5.2-1: gNB-CU-UP Configuration Update procedure: Successful Operation

The gNB-CU-UP initiates the procedure by sending a GNB-CU-UP CONFIGURATION UPDATE message to the gNB-CU-CP including an appropriate set of updated configuration data that it has just taken into operational use. The gNB-CU-CP responds with GNB-CU-UP CONFIGURATION UPDATE ACKNOWLEDGE message to acknowledge that it successfully updated the configuration data. 

The updated configuration data shall be stored in both nodes and used for the duration of the TNL association or until any further update is performed.

8.2.5.3
Unsuccessful Operation
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Figure 8.2.5.3-1: gNB-CU-UP Configuration Update procedure: Unsuccessful Operation

If the gNB-CU-CP cannot accept the update, it shall respond with a GNB-CU-UP CONFIGURATION UPDATE FAILURE message and appropriate cause value. 

If the GNB-CU-UP CONFIGURATION UPDATE FAILURE message includes the Time To Wait IE, the gNB-CU-CP shall wait at least for the indicated time before reinitiating the GNB-CU-UP CONFIGURATION UPDATE message towards the same gNB-CU-CP.

8.2.5.4
Abnormal Conditions

Not applicable.

8.2.6
gNB-CU-CP Configuration Update 

8.2.6.1
General

The purpose of the gNB-CU-CP Configuration Update procedure is to update application level configuration data needed for the gNB-CU-CP and the gNB-CU-UP to interoperate correctly on the E1 interface. This procedure does not affect existing UE-related contexts, if any. The procedure uses non-UE associated signalling.
8.2.6.2
Successful Operation
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Figure 8.2.6.2-1: gNB-CU-CP Configuration Update procedure: Successful Operation

The gNB-CU-CP initiates the procedure by sending a GNB-CU-CP CONFIGURATION UPDATE message to the gNB-CU-UP including an appropriate set of updated configuration data that it has just taken into operational use. The gNB-CU-UP responds with GNB-CU-CP CONFIGURATION UPDATE ACKNOWLEDGE message to acknowledge that it successfully updated the configuration data. 

The updated configuration data shall be stored in both nodes and used for the duration of the TNL association or until any further update is performed.

8.2.6.3
Unsuccessful Operation
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Figure 8.2.6.3-1: gNB-CU-CP Configuration Update procedure: Unsuccessful Operation

If the gNB-CU-UP cannot accept the update, it shall respond with a GNB-CU-CP CONFIGURATION UPDATE FAILURE message and appropriate cause value. 

If the GNB-CU-CP CONFIGURATION UPDATE FAILURE message includes the Time To Wait IE, the gNB-CU-UP shall wait at least for the indicated time before reinitiating the GNB-CU-CP CONFIGURATION UPDATE message towards the same gNB-CU-UP.

8.2.6.4
Abnormal Conditions

Not applicable.

8.2.7
E1 Release (FFS) 

8.2.7.1
General

The purpose of the E1 Release procedure is to release all existing signalling connections and related application level data. This procedure does not affect existing UE-related contexts, if any. The procedure uses non-UE associated signalling.
8.2.7.2
Successful Operation

8.2.7.2.1
E1 Release Procedure Initiated from the gNB-CU-CP
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Figure 8.2.7.2.1-1: E1 Release procedure initiated from the gNB-CU-CP. Successful operation.
The gNB-CU-CP initiates the procedure by sending the E1 RELEASE REQUEST message to the gNB-CU-UP. 

Upon reception of the E1 RELEASE REQUEST message, the gNB-CU-UP shall release any existing resources related to the E1 interface. The gNB-CU-UP shall respond with a E1 RELEASE RESPONSE message to confirm that it has initiated the release of the resources, if existing, and that the signalling connection for the E1AP application protocol is released. 

8.2.7.2.2
E1 Release Procedure Initiated from the gNB-CU-UP
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Figure 8.2.7.2.2-1: E1 Release procedure initiated from the gNB-CU-UP. Successful operation.
The gNB-CU-UP initiates the procedure by sending the E1 RELEASE REQUEST message to the gNB-CU-CP. 

Upon reception of the E1 RELEASE REQUEST message, the gNB-CU-CP shall release any existing resources related to the E1 interface. The gNB-CU-CP shall respond with a E1 RELEASE RESPONSE message to confirm that it has initiated the release of the resources, if existing, and that the signalling connection for the E1AP application protocol is released. 

8.2.7.3
Abnormal Conditions

Not applicable.

Next Text Proposal to TS 38.463
9.2
Message Functional Definition and Content
Editor’s note: this sub-clause presents the tabular description of the E1 functions.  
9.2.1
Interface Management messages
9.2.1.1
RESET

This message is sent by both the gNB-CU-CP and the gNB-CU-UP and is used to request that the E1 interface, or parts of the E1 interface, to be reset.

Direction: gNB-CU-CP ( gNB-CU-UP and gNB-CU-UP ( gNB-CU-CP
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	Cause
	M
	
	9.3.1.2
	
	YES
	ignore

	CHOICE Reset Type
	M
	
	
	
	YES
	reject

	>E1 interface
	
	
	
	
	
	

	>>Reset All
	M
	
	ENUMERATED (Reset all,…)
	
	-
	

	>Part of E1 interface
	
	
	
	
	
	

	>>UE-associated logical E1-connection list
	
	1
	
	
	-
	

	>>>UE-associated logical E1-connection Item
	
	1 .. <maxnoofIndividualE1ConnectionsToReset>
	
	
	EACH
	reject

	>>>> gNB-CU-CP UE E1AP ID
	O
	
	9.3.1.4
	
	-
	

	>>>> gNB-CU-UP UE E1AP ID
	O
	
	9.3.1.5
	
	-
	


	Range bound
	Explanation

	maxnoofIndividualE1ConnectionsToReset
	Maximum no. of UE-associated logical E1-connections allowed to reset in one message. Value is 65536.


9.2.1.2
RESET ACKNOWLEDGE

This message is sent by both the gNB-CU-CP and the gNB-CU-UP as a response to a RESET message.

Direction: gNB-CU-UP ( gNB-CU-CP and gNB-CU-CP ( gNB-CU-UP.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	UE-associated logical E1-connection list
	
	0..1
	
	
	YES
	ignore

	>UE-associated logical E1-connection Item
	
	1 .. <maxnoofIndividualE1ConnectionsToReset>
	
	
	EACH
	ignore

	>>gNB-CU-CP UE E1AP ID
	O
	
	9.3.1.4
	
	-
	

	>>gNB-CU-UP UE E1AP ID
	O
	
	9.3.1.5
	
	-
	

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofIndividualE1ConnectionsToReset
	Maximum no. of UE-associated logical E1-connections allowed to reset in one message. Value is 65536.


9.2.1.3
ERROR INDICATION

This message is sent by both the gNB-CU-CP and the gNB-CU-UP and is used to indicate that some error has been detected in the node.

Direction: gNB-CU-CP ( gNB-CU-UP and gNB-CU-UP ( gNB-CU-CP
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	ignore

	gNB-CU-CP UE E1AP ID
	O
	
	9.3.1.4
	
	YES
	ignore

	gNB-CU-UP UE E1AP ID
	O
	
	9.3.1.5
	
	YES
	ignore

	Cause
	O
	
	9.3.1.2
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore


9.2.1.4
GNB-CU-UP E1 SETUP REQUEST

This message is sent by the gNB-CU-UP to transfer information for a TNL association.

Direction: gNB-CU-UP ( gNB-CU-CP
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	gNB-CU-UP ID (FFS)
	M
	
	9.3.1.9
	
	YES
	reject

	gNB-CU-UP Name (FFS)
	O
	
	PrintableString(SIZE(1..150,…))
	
	YES
	ignore

	Supported 5QI (FFS)
	M
	
	9.3.1.x3
	
	YES
	reject

	Security information (FFS)
	
	
	
	
	
	

	NR CGI (FFS)
	M
	
	9.3.1.12
	
	YES
	reject

	Broadcast PLMNs
	
	1..<maxnoofBPLMNs>
	
	Broadcast PLMNs
	EACH
	Reject

	>PLMN Identity
	M
	
	9.3.1.14
	
	-
	-

	>Slice Support List
	O
	
	Slice Support List
9.3.1.x1
	Supported S-NSSAIs. 
	-
	-


	Range bound
	Explanation

	maxnoofBPLMNs
	Maximum no. of Broadcast PLMN Ids. Value is 6.


9.2.1.5
GNB-CU-UP E1 SETUP RESPONSE

This message is sent by the gNB-CU-CP to transfer information for a TNL association.

Direction: gNB-CU-CP ( gNB-CU-UP
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	gNB-CU-CP ID (FFS)
	M
	
	9.3.1.x4
	
	YES
	reject

	gNB-CU-CP Name (FFS)
	O
	
	PrintableString(SIZE(1..150,…))
	Human readable name of the gNB-CU-CP. 
	YES
	ignore


9.2.1.6
GNB-CU-UP E1 SETUP FAILURE

This message is sent by the gNB-CU-CP to indicate E1 Setup failure.

Direction: gNB-CU-CP ( gNB-CU-UP
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	Cause
	M
	
	9.3.1.2
	
	YES
	ignore

	Time to wait
	O
	
	9.3.1.13
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore


9.2.1.7
GNB-CU-CP E1 SETUP REQUEST

This message is sent by the gNB-CU-CP to transfer information for a TNL association.

Direction: gNB-CU-CP ( gNB-CU-UP
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	gNB-CU-CP ID (FFS)
	M
	
	9.3.1.x4
	
	YES
	reject

	gNB-CU-CP Name (FFS)
	O
	
	PrintableString(SIZE(1..150,…))
	
	YES
	ignore


9.2.1.8
GNB-CU-CP E1 SETUP RESPONSE

This message is sent by the gNB-CU-UP to transfer information for a TNL association.

Direction: gNB-CU-UP ( gNB-CU-CP
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	gNB-CU-UP ID (FFS)
	M
	
	9.3.1.9
	
	YES
	reject

	gNB-CU-UP Name (FFS)
	O
	
	PrintableString(SIZE(1..150,…))
	
	YES
	ignore

	Supported 5QI (FFS)
	M
	
	9.3.1.x3
	
	YES
	reject

	Security information (FFS)
	
	
	
	
	
	

	NR CGI (FFS)
	M
	
	9.3.1.12
	
	YES
	reject

	Broadcast PLMNs
	
	1..<maxnoofBPLMNs>
	
	Broadcast PLMNs
	EACH
	Reject

	>PLMN Identity
	M
	
	9.3.1.14
	
	-
	-

	>Slice Support List
	O
	
	Slice Support List
9.3.1.x1
	Supported S-NSSAIs. 
	-
	-


	Range bound
	Explanation

	maxnoofBPLMNs
	Maximum no. of Broadcast PLMN Ids. Value is 6.


9.2.1.9
GNB-CU-CP E1 SETUP FAILURE

This message is sent by the gNB-CU-UP to indicate E1 Setup failure.

Direction: gNB-CU-UP ( gNB-CU-CP
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	Cause
	M
	
	9.3.1.2
	
	YES
	ignore

	Time to wait
	O
	
	9.3.1.13
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore


9.2.1.10
GNB-CU-UP CONFIGURATION UPDATE

This message is sent by the gNB-CU-UP to transfer updated information for a TNL association.

Direction: gNB-CU-UP ( gNB-CU-CP
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	gNB-CU-UP ID (FFS)
	O
	
	9.3.1.9
	
	YES
	reject

	gNB-CU-UP Name (FFS)
	O
	
	PrintableString(SIZE(1..150,…))
	
	YES
	ignore

	Supported 5QI (FFS)
	O
	
	9.3.1.x3
	
	YES
	reject

	Security information (FFS)
	O
	
	
	
	
	

	NR CGI (FFS)
	O
	
	9.3.1.12
	
	YES
	reject

	Broadcast PLMNs
	
	0..<maxnoofBPLMNs>
	
	Broadcast PLMNs
	EACH
	Reject

	>PLMN Identity
	M
	
	9.3.1.14
	
	-
	-

	>Slice Support List
	O
	
	Slice Support List
9.3.1.x1
	Supported S-NSSAIs. 
	-
	-


	Range bound
	Explanation

	maxnoofBPLMNs
	Maximum no. of Broadcast PLMN Ids. Value is 6.


9.2.1.11
GNB-CU-UP CONFIGURATION UPDATE ACKNOWLEDGE

This message is sent by a gNB-CU-CP to a gNB-CU-UP to acknowledge update of information for a TNL association.

Direction: gNB-CU-CP ( gNB-CU-UP
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore


9.2.1.12
GNB-CU-UP CONFIGURATION UPDATE FAILURE

This message is sent by the gNB-CU-CP to indicate gNB-CU-UP Configuration Update failure.

Direction: gNB-CU-CP ( gNB-CU-UP
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	Cause
	M
	
	9.3.1.2
	
	YES
	ignore

	Time to wait
	O
	
	9.3.1.13
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore


9.2.1.13
GNB-CU-CP CONFIGURATION UPDATE

This message is sent by the gNB-CU-CP to transfer updated information for a TNL association.

Direction: gNB-CU-CP ( gNB-CU-UP
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	gNB-CU-CP ID (FFS)
	O
	
	9.3.1.x4
	
	YES
	reject

	gNB-CU-CP Name (FFS)
	O
	
	PrintableString(SIZE(1..150,…))
	
	YES
	ignore


9.2.1.14
GNB-CU-CP CONFIGURATION UPDATE ACKNOWLEDGE

This message is sent by a gNB-CU-UP to a gNB-CU-CP to acknowledge update of information for a TNL association.

Direction: gNB-CU-UP ( gNB-CU-CP
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore


9.2.1.15
GNB-CU-CP CONFIGURATION UPDATE FAILURE

This message is sent by the gNB-CU-UP to indicate gNB-CU-CP Configuration Update failure.

Direction: gNB-CU-UP ( gNB-CU-CP
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	Cause
	M
	
	9.3.1.2
	
	YES
	ignore

	Time to wait
	O
	
	9.3.1.13
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore


9.2.1.16
E1 RELEASE REQUEST (FFS)
This message is sent by both the gNB-CU-CP and the gNB-CU-UP and is used to request the release of the E1 interface.
Direction: gNB-CU-CP ( gNB-CU-UP and gNB-CU-UP ( gNB-CU-CP
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	Cause
	M
	
	9.3.1.2
	
	YES
	ignore


9.2.1.17
E1 RELEASE RESPONSE (FFS)
This message is sent by both the gNB-CU-CP and the gNB-CU-UP as a response to an E1 RELEASE REQUEST message.

Direction: gNB-CU-UP ( gNB-CU-CP and gNB-CU-CP ( gNB-CU-UP.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject


Next Text Proposal to TS 38.463
9.3
Information Element Definitions
Editor’s note: this sub-clause presents the tabular description of the E1 information elements.  
9.3.1
Radio Network Layer Related IEs
9.3.1.1
Message Type

The Message Type IE uniquely identifies the message being sent. It is mandatory for all messages.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Message Type
	
	
	
	

	>Procedure Code
	M
	
	INTEGER (0..255)
	

	>Type of Message
	M
	
	CHOICE (Initiating Message, Successful Outcome, Unsuccessful Outcome, …)
	


9.3.1.2
Cause

The purpose of the Cause IE is to indicate the reason for a particular event for the E1AP protocol.

	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	CHOICE Cause Group
	M
	
	
	

	>Radio Network Layer
	
	
	
	

	>>Radio Network Layer Cause 
	M
	
	ENUMERATED
(Unspecified, Unknown or already allocated gNB-CU-CP UE E1AP ID, 
Unknown or already allocated gNB-CU-UP UE E1AP ID, 
Unknown or inconsistent pair of UE E1AP ID, 
Interaction with other procedure, …)
	

	>Transport Layer
	
	
	
	

	>>Transport Layer Cause
	M
	
	ENUMERATED
(Unspecified, Transport Resource Unavailable, …)
	

	>Protocol
	
	
	
	

	>>Protocol Cause
	M
	
	ENUMERATED
(Transfer Syntax Error,
Abstract Syntax Error (Reject),
Abstract Syntax Error (Ignore and Notify),
Message not Compatible with Receiver State,

Semantic Error,

Abstract Syntax Error (Falsely Constructed Message), Unspecified, …)
	

	>Misc
	
	
	
	

	>>Miscellaneous Cause
	M
	
	ENUMERATED
(Control Processing Overload, Not enough User Plane Processing Resources,
Hardware Failure,
O&M Intervention,
Unspecified, …)
	


The meaning of the different cause values is described in the following table. In general, "not supported" cause values indicate that the related capability is missing. On the other hand, "not available" cause values indicate that the related capability is present, but insufficient resources were available to perform the requested action.

	Radio Network Layer cause
	Meaning

	Unspecified
	Sent for radio network layer cause when none of the specified cause values applies.

	Unknown or already allocated gNB-CU-CP UE E1AP ID
	The action failed because the gNB-CU-CP UE E1AP ID is either unknown, or (for a first message received at the gNB-CU) is known and already allocated to an existing context.

	Unknown or already allocated gNB-CU-UP UE E1AP ID
	The action failed because the gNB-CU-UP UE E1AP ID is either unknown, or (for a first message received at the gNB-CU-UP) is known and already allocated to an existing context.

	Unknown or inconsistent pair of UE E1AP ID
	The action failed because both UE E1AP IDs are unknown, or are known but do not define a single UE context.

	Interaction with other procedure
	The action is due to an ongoing interaction with another procedure.


	Transport Layer cause
	Meaning

	Unspecified
	Sent when none of the above cause values applies but still the cause is Transport Network Layer related.

	Transport Resource Unavailable
	The required transport resources are not available.


	Protocol cause
	Meaning

	Transfer Syntax Error
	The received message included a transfer syntax error.

	Abstract Syntax Error (Reject)
	The received message included an abstract syntax error and the concerning criticality indicated "reject".

	Abstract Syntax Error (Ignore And Notify)
	The received message included an abstract syntax error and the concerning criticality indicated "ignore and notify".

	Message Not Compatible With Receiver State
	The received message was not compatible with the receiver state.

	Semantic Error
	The received message included a semantic error.

	Abstract Syntax Error (Falsely Constructed Message)
	The received message contained IEs or IE groups in wrong order or with too many occurrences.

	Unspecified
	Sent when none of the above cause values applies but still the cause is Protocol related.


	Miscellaneous cause
	Meaning

	Control Processing Overload
	Control processing overload.

	Not Enough User Plane Processing Resources Available
	No enough resources are available related to user plane processing.

	Hardware Failure
	Action related to hardware failure.

	O&M Intervention
	The action is due to O&M intervention.

	Unspecified Failure
	Sent when none of the above cause values applies and the cause is not related to any of the categories Radio Network Layer, Transport Network Layer, NAS or Protocol.


9.3.1.3
Criticality Diagnostics
The Criticality Diagnostics IE is sent by the gNB-CU-UP or the gNB-CU-CP when parts of a received message have not been comprehended or were missing, or if the message contained logical errors. When applicable, it contains information about which IEs were not comprehended or were missing.
For further details on how to use the Criticality Diagnostics IE, (see clause 10).

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Procedure Code
	O
	
	INTEGER (0..255)
	Procedure Code is to be used if Criticality Diagnostics is part of Error Indication procedure, and not within the response message of the same procedure that caused the error.

	Triggering Message
	O
	
	ENUMERATED(initiating message, successful outcome, unsuccessful outcome)
	The Triggering Message is used only if the Criticality Diagnostics is part of Error Indication procedure.

	Procedure Criticality
	O
	
	ENUMERATED(reject, ignore, notify)
	This Procedure Criticality is used for reporting the Criticality of the Triggering message (Procedure).

	Information Element Criticality Diagnostics
	
	0 .. <maxnoof Errors>
	
	

	>IE Criticality
	M
	
	ENUMERATED(reject, ignore, notify)
	The IE Criticality is used for reporting the criticality of the triggering IE. The value 'ignore' shall not be used.

	>IE ID
	M
	
	INTEGER (0..65535)
	The IE ID of the not understood or missing IE.

	>Type of Error
	M
	
	ENUMERATED(not understood, missing, …)
	


	Range bound
	Explanation

	maxnoofErrors
	Maximum no. of IE errors allowed to be reported with a single message. The value for maxnoofErrors is 256.


9.3.1.4
gNB-CU-CP UE E1AP ID

The gNB-CU-CP UE E1AP ID uniquely identifies the UE association over the E1 interface within the gNB-CU-CP.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	gNB-CU-CP UE E1AP ID
	M
	
	INTEGER (0 .. 232 -1)
	


9.3.1.5
gNB-CU-UP UE E1AP ID

The gNB-CU-UP UE E1AP ID uniquely identifies the UE association over the E1 interface within the gNB-CU-UP.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	gNB-CU-UP UE E1AP ID
	M
	
	INTEGER (0 .. 232 -1)
	


9.3.1.9
gNB-CU-UP ID (FFS)
The gNB-CU-UP ID uniquely identifies the gNB-CU-UP at least within a gNB-CU-CP.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	gNB-CU-UP ID
	M
	
	INTEGER (0 .. 236-1)
	


9.3.1.12
NR CGI (FFS)
The NR Cell Global Identifier (NR CGI) is used to globally identify a cell.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	PLMN Identity
	M
	
	9.3.1.14
	 

	NR Cell Identity
	M
	
	BIT STRING (36)
	


9.3.1.13
Time To wait

This IE defines the minimum allowed waiting times.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Time to wait
	M
	
	ENUMERATED(1s, 2s, 5s, 10s, 20s, 60s)
	


9.3.1.14
PLMN Identity

This information element indicates the PLMN Identity.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	PLMN Identity
	M
	
	OCTET STRING (3)
	- digits 0 to 9, encoded 0000 to 1001,

- 1111 used as filler digit,

two digits per octet,

- bits 4 to 1 of octet n encoding digit 2n-1

- bits 8 to 5 of octet n encoding digit 2n

-The PLMN identity consists of 3 digits from MCC followed by either 
-a filler digit plus 2 digits from MNC (in case of 2 digit MNC) or 
-3 digits from MNC (in case of a 3 digit MNC).


9.3.1.x1
Slice Support List

This IE indicates the list of supported slices.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Slice Support Item IEs
	
	1..<maxnoofSliceItems>
	
	
	-
	-

	>S-NSSAI
	M
	
	9.3.1.x2
	
	-
	


	Range bound
	Explanation

	maxnoofSliceItems
	Maximum no. of signalled slice support items. Value is FFS.


9.3.1.x2
S-NSSAI

This IE indicates the S-NSSAI.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	SST
	M
	
	OCTET STRING (SIZE(1))
	

	SD
	O
	
	OCTET STRING (SIZE(3))
	


9.3.1.x3
Supported 5QI (FFS)
This IE indicates the 5QI values supported in the gNB-CU-UP.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	5QI
	M
	
	FFS
	


9.3.1.x4
gNB-CU-CP ID (FFS)
The gNB-CU-CP ID uniquely identifies the gNB-CU-CP.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	gNB-CU-CP ID
	M
	
	INTEGER (0 .. 236-1)
	


End of Text Proposal to TS 38.463
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