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1 Introduction

This contribution discussed the AS security algorithm selection and proposes that the CU-UP provides its security capabilities to the CU-CP.
2 Discussion 
In RAN3 NR-AdHoc1801, RAN3 agreed on the assumption on the AS key derivation and security algorithm selection by CU-CP and SA3 acknowledged that there is no security issues.

Keeping the assumption, CU-CP selects the AS security algorithm and forward the selected encryption and integrity algorithm to CU-UP. And CU-UP performs encryption and integrity for user data.
In 5GS, various type of services can be supported, so CU-UP can be implemented only for specific service. Also the security algorithm(s) supported by UPs can be different.
After CU-CP selects the AS security algorithm based on UE security capability, CU-CP shall select a CU-UP among CU-UPs supporting the security algorithm. So CU-CP shall know the security capability of CU-UP.

Proposal 1: Agree on that CU-UP provides its security capabilities to CU-CP during E1 Setup procedure.
3 Conclusions
In this contribution, we discuss the security algorithm selection and the necessity of defining CU-UP’s security capabilities. And we propose:
Proposal 1: Agree on that CU-UP provides its security capabilities to CU-CP during E1 Setup procedure.
The related TP is provided in R3-182080 [1], which provides TP for E1 interface management procedures and messages.
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