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1
Introduction

In last RAN3 meeting, remove the NSSAI in Path Switch was agreed and captured in TS. But whether include the cause value for the rejected PDU session was not concluded.  This contribution will discuss need for inclusion of cause value for the rejected PDU sessions and proposal is provided.
2
Discussion
In Ran3#99bis meeting the slicing information in Path Switch was agreed to remove. But for the cause value carried in the rejected PDU session list, the different view is raised and no conclusion.
In 23.502-v15.1.0 section 4.9.1.2 Xn based inter NG-RAN handover. The statement of the path switch is described as below: 
1.
Target NG-RAN to AMF: N2 Path Switch Request (PDU Sessions To Be Switched, PDU Sessions Rejected, N2 SM Information (PDU Sessions Modified))


The Target NG-RAN sends an N2 Path Switch Request message to an AMF to inform that the UE has moved to a new target cell and provides a List Of PDU Sessions To Be Switched. The selected PLMN ID is included in the message. If none of the QoS Flows of a PDU Session are accepted by the Target NG-RAN, the target NG-RAN shall include the PDU Session in the PDU Sessions Rejected list. If the NG-RAN cannot set up user plane resources fulfilling the User Plane Security Enforcement with a value Required, the NG-RAN rejects the establishment of user plane resources for the PDU Session and shall include the PDU Session in the PDU Sessions Rejected list. If the NG-RAN cannot set up user plane resources fulfilling the User Plane Security Enforcement with a value Preferred, the NG-RAN establishes the user plane resources for the PDU session and shall include the PDU Session in the PDU Sessions Modified list.


PDU Sessions Rejected contains an indication of whether the PDU session was rejected because User Plane Security Enforcement is not supported in the Target NG-RAN. Depending on the type of target cell, the Target NG-RAN includes appropriate information in this message.


For the PDU Sessions to be switched to the Target NG-RAN, the N2 Path Switch Request message shall include the list of accepted QoS Flows.

From above the red words, we can derived the cause value should be carried by path switch for the rejected PDU session list. At lease the UP Security Enforcement should be one of them.
Observation 1: The cause value should be included in the Path Switch for the rejected PDU sessions.

Whether other cause value is needed, this contribution will discuss this topic from slice view. 
1. Intra-RA HO

A UE in connected mode has a NAS signalling connection with the AMF over N1. The handover will be performed when slice base mobility is performed. 
As definition, in the same Registration Area, all the tracking Area support the UE allowed slice. So the supported UE allowed slice is same in source node and target node. So the Xn handover can be performed same as no slice configuration. No any PDU of the allowed slice will be dropped during the HO for the slice not supported reason..
But if the any specific slice level resource is shortage in target node, the target node should include PDU Sessions Not Admitted List with the reason No slice Resources Available in the HANDOVER REQUEST ACKNOWLEDGE and send to the source node. 
2. Inter-RA HO

The slice configuration is different in the different Registration Area. When UE perform the Inter Registration Area mobility, the source node and target node have different slice configuration. The RAN3 agreement was concluded on the slice not supported as blow.
Both NG and Xn handovers are allowed regardless of the slice support of the target NG-RAN node i.e. even if the target NG-RAN node does not support the same slices as the source NG-RAN node.
In the release-15, SA2 agreed that the slice remapping is not supported. So as agreement, the PDU session of the not supported slice should be dropped. The NG and Xn HO are possible to drop the PDU session according the RAN3 agreement.

If PDU session of not supported slice should be dropped, here we analyze how NG and Xn HO drop the PDU of not supported slice.
 In NG HO, the 5G-CN decide drop this PDU after get HO required. 5G-CN will remove the not supported PDU and send HO request with the supported PDU. Then the target node handles HO procedure. Also the target node may reject some PDU session due to some resource reason. 

 In Xn HO, the PDU session of not supported slice can be dropped by two ways.

1) The source node may drop the PDU session of not supported slice. The source only sends the target node supported PDU session to target node. Because the source node knows the target node slice supported information from the Xn setup and configuration update. The 5G-CN implicit derive the dropped PDU sessions from the admitted PDU in Path Switch from target node and own stored PDU session information and handle them. The potential risk is if the target node slice supported information is sync lost between the source node and target node, some supported PDU may be dropped.
2) The target node drops the PDU session of not supported slice. The source node sends all the PDU session to target node. The target node should include PDU Sessions Not Admitted List with the reason Slice Not Supported in HANDOVER REQUEST ACKNOWLEDGE for these dropped PDU sessions.  The list of Admitted PDU Sessions and list of Rejected PDU sessions with specified reason will be sent by target node to AMF via Path Switch Request. The 5G-CN may handle the rejected PDU Sessions according the reason 

Compare the above three not supported PDU dropped ways, the Xn HO firstly handle the admitted and then inform 5G-CN to handle the not supported PDU in CN. The NG HO use more message procedure to handle the PDU dropped. So the Xn HO is the best choice because it is simply and short delay for the admitted PDU service.

After the HO execution, the Path Switch Request will be sent from target node to CN as description in [1].

Target NG-RAN to AMF: N2 Path Switch Request (PDU Sessions To Be Switched, PDU Sessions Rejected, N2 SM Information (PDU Sessions Modified))
As Observation 1state, the cause value of the rejected PDU session needs to be carried. The CN may handle the rejected PDU Sessions according the cause value. The CN handle the rejected PDU session like as:

When the rejected PDU with value other than User Plane Security Enforcement is not supported, the description is as blow in[1]:
If a PDU Session is included in the list of rejected PDU Session(s) by the Target NG-RAN without an indication that the PDU session was rejected because User Plane Security Enforcement is not supported in the Target NG-RAN, the SMF deactivates the UP connections of those PDU Session(s).

From the above statement, the SMF deactivates this PDU sessions. But from the slice view, state as in [2], if the slice is not supported, the PDU sessions will be released like as state in [2] as blow: 
-
If the Network Slice becomes no longer available upon a change of AMF (e.g. due to Registration Area change), the new AMF indicates to the old AMF that the PDU Session(s) corresponding to the relevant S-NSSAI shall be released. The old AMF informs the corresponding SMF(s) to release the indicated PDU Session(s). The SMF(s) release the PDU Session(s) as described in clause 4.3.4 of TS 23.502 [3]. Then the new AMF modifies the PDU Session Status correspondingly. The PDU Session(s) context is locally released in the UE after receiving the PDU Session Status in the Registration Accept message.
So the CN may handle the PDU session according the cause value. If the slice resource not available, the PDU session may be just deactivation but release it when slice not supported.

Proposal 1: Target Node should send Path Switch request include rejected PDU sessions with the cause value is No Slice Resources Available if target not slice resource is shortage
Proposal 2: Target Node should send Path Switch Request include rejected PDU sessions with the cause value Slice Not Supported if the target node is not support the slice
3 Conclusion

This contribution analyzes the issue on inclusion of the cause value in Path Switch, the following proposal is made:
Observation 1: The cause value should be included in the Path Switch for the rejected PDU sessions.

Proposal 1: Target Node should send Path Switch request include rejected PDU sessions with the cause value is No Slice Resources Available if target not slice resource is shortage
Proposal 2: Target Node should send Path Switch Request include rejected PDU sessions with the cause value Slice Not Supported if the target node is not support the slice
Based on the above discussion, the corresponding text proposal is provided for 38.413 NG 
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/////////////////////////////////////////////////////// Start of change /////////////////////////////////////////////////////////////////////////////
9.2.3.8
PATH SWITCH REQUEST

Editor’s Note:
Message structure and IEs need further checking and completion. Further details FFS.

This message is sent by the NG-RAN node to inform the AMF of the new serving NG-RAN node and to transfer some NG-U DL tunnel termination point(s) to the SMF via the AMF for one or multiple PDU sessions.
Direction: NG-RAN node ( AMF.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	Source AMF UE NGAP ID
	M
	
	AMF UE NGAP ID

9.3.3.1
	
	YES
	reject

	User Location Information
	M
	
	9.3.1.16
	
	YES
	ignore

	UE Security Capabilities
	M
	
	<ref>
	
	YES
	ignore

	PDU Session To Be Switched in Downlink List
	
	1
	
	
	YES
	reject

	>PDU Session To Be Switched in Downlink Item IEs
	
	1..<maxnoofPDUSessionResources> 
	
	
	EACH
	reject

	>>PDU Session ID 
	M
	
	<ref>
	
	-
	

	>>Path Switch Request Transfer
	M
	
	9.3.4.10
	
	YES
	ignore

	PDU Sessions Failed To Setup List
	
	0..1
	
	
	YES
	ignore

	>PDU Sessions Failed To Setup Item IEs
	
	1..<maxnoofPDUSessionResources>
	
	
	
	

	
	
	
	
	
	
	

	>>PDU Session List
	O
	
	PDU Session List

9.3.1.11
	
	YES
	reject


/////////////////////////////////////////////////////// End of change /////////////////////////////////////////////////////////////////////////////
















