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1. Introduction
In SA2#120 meeting, it was discussed which network entity is suitable for UE-AMBR derivation. SA2 agreed that the RAN node derives the UE-AMBR based on the information offered by the AMF and SMF. In this contribution, we focus on how to provide the gNB with the information needed for UE-AMBR derivation and provide our view on it.
2. Discussion
The definition of UE-AMBR and Session-AMBR is described in [1] as follows.
	5.7.2.6
Aggregate Bit Rates

Each PDU Session of a UE is associated with the following aggregate rate limit QoS parameter:

-
per Session Aggregate Maximum Bit Rate (Session-AMBR).

The subscribed Session-AMBR is a subscription parameter which is retrieved by the SMF from UDM. SMF may use the subscribed Session-AMBR or modify it based on local policy or use the authorized Session-AMBR received from PCF to get the Session-AMBR, which is signalled to the appropriate UPF entity/ies to the UE and to the (R)AN (to enable the calculation of the UE-AMBR). The Session-AMBR limits the aggregate bit rate that can be expected to be provided across all Non-GBR QoS Flows for a specific PDU Session. The Session-AMBR is measured over an AMBR averaging window which is a standardized value. The Session-AMBR is not applicable to GBR QoS Flows. In downlink direction, the Session-AMBR is enforced by the UPF. In uplink, the Session-AMBR is enforced by both the UE and the UPF.
Each UE is associated with the following aggregate rate limit QoS parameter:

-
per UE Aggregate Maximum Bit Rate (UE-AMBR).

The UE-AMBR limits the aggregate bit rate that can be expected to be provided across all Non-GBR QoS Flows of a UE. Each (R)AN shall set its UE-AMBR to the sum of the Session-AMBR of all PDU Sessions with active user plane to this (R)AN up to the value of the subscribed UE-AMBR. The subscribed UE-AMBR is a subscription parameter which is retrieved from UDM and provided to the (R)AN by the AMF. The UE-AMBR is measured over an AMBR averaging window which is a standardized value. The UE-AMBR is not applicable to GBR QoS Flows. The (R)AN enforces the UE-AMBR in both downlink and uplink.
NOTE:
The AMBR averaging window is only applied to Session-AMBR and UE-AMBR measurement and the AMBR averaging windows for Session-AMBR and UE-AMBR are standardised to the same value.

…


As highlighted in yellow, the network entity which is responsible for determining the value of the UE-AMBR is the RAN unlike LTE. So, in order to set the UE-AMBR, the gNB should be aware of the subscribed UE-AMBR and Session-AMBR of PDU sessions. The former can be obtained by the AMF while the latter is possible to be got by the SMF. We focus on how the gNB can obtain these values needed for the UE-AMBR derivation.
2.1 Subscribed UE-AMBR
Since the subscribed UE-AMBR is a subscription parameter which is retrieved from the UDM, it should be provided to the gNB to a minimum. So, for the following cases only, the subscribed UE-AMBR can be provided from the AMF to the gNB.

· When the UE in CM-IDLE triggers the Service Request procedure in order to send user data

· When the UE initiates the Registration procedure
· When inter-gNB handover without Xn interface is performed

When the UE in CM-IDLE triggers the Service Request procedure in order to send user data, the signaling for subscribed UE-AMBR is described in [2] as follows.
	4.2.3.2
UE Triggered Service Request

…
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Figure 4.2.3.2-1: UE Triggered Service Request procedure

…
12.
AMF to (R)AN: N2 Request (N2 SM information received from SMF, security context, AMF Signalling Connection ID, Handover Restriction List, Subscribed UE-AMBR, MM NAS Service Accept, list of recommended cells / TAs / NG-RAN node identifiers).
…


Because Step 12 is the signaling to establish the UE context at the gNB, considering highlighted parts in this step, the subscribed UE-AMBR is sent to the gNB via the NGAP Initial Context Setup Request message.
Observation 1: When the UE in CM-IDLE triggers the Service Request procedure in order to send user data, the NGAP Initial Context Setup Request message is used to transmit the subscribe UE-AMBR to the gNB.

When the UE initiates the Registration procedure, the subscribed UE-AMBR is provided to the gNB as follows.
	4.2.2.2
Registration procedures

…
4.2.2.2.2
General Registration
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Figure 4.2.2.2.2-1: Registration procedure

…
9b
The NAS security initiation is performed as described in TS 33.501 [15].
9c.
Upon completion of NAS security function setup, the AMF initiates NGAP procedure to provide the 5G-AN with security context as specified in TS 38.413 [10].
9d.
The 5G-AN stores the security context and acknowledges to the AMF. The 5G-AN uses the security context to protect the messages exchanged with the UE as described in TS 33.501 [15].

…
22.
New AMF to UE: Registration Accept (5G-GUTI, Registration Area, Mobility restrictions, PDU Session status, Allowed NSSAI, [Mapping Of Allowed NSSAI], [Configured NSSAI for the Serving PLMN], [Mapping Of Configured NSSAI], Periodic Registration Update timer, LADN Information and accepted MICO mode, IMS Voice over PS session supported Indication, Emergency Service Support indicator, Accepted DRX parameters, Network support of Interworking without N26).

…

The Handover Restriction List and UE-AMBR are provided to NG-RAN by AMF in this step.

…


In Step 22, the Registration Accept message is transmitted from the AMF to the UE via the gNB. In order to send this NAS message, the AMF can use the NGAP Downlink NAS Transport message. It is because the NGAP Initial Context Setup procedure was already performed in Step 9c to activate AS security. Considering highlighted part in Step 22, the subscribed UE-AMBR can be transmitted to the gNB via the NGAP Downlink NAS Transport message.
Observation 2: When the UE initiates the Registration procedure, the NGAP Downlink NAS Transport message can be used to send the subscribed UE-AMBR to the gNB.

In Step 9c, the NGAP Initial Context Setup procedure is used to activate AS security. However, it seems that it is unnecessary to transmit the subscribed UE-AMBR to the gNB via this NGAP procedure because PDU session establishment is not performed during the Registration procedure.
Observation 3: The presence of subscribed UE-AMBR is optional in the NGAP Initial Context Setup Request message.

When inter-gNB handover without Xn interface is performed, the subscribed UE-AMBR is provided by the AMF since the target gNB should determine the UE-AMBR. So, it is sent to the gNB via the NGAP Handover Request message.
Observation 4: When inter-gNB handover without Xn interface is performed, the NGAP Handover Request message is used to transmit the subscribed UE-AMBR to the gNB.
Based on observation 1 to 4, the following proposal is suggested:

Proposal 1: The subscribed UE-AMBR should be provided to the gNB using the following NGAP messages:
· Initial Context Setup Request

· Downlink NAS Transport

· Handover Request
In the Subscriber Data Update Notification to AMF procedure of TS [2], the change of user profile for a user in the UDM is denoted as follows.
	4.5
User Profile management procedures

4.5.1
Subscriber Data Update Notification to AMF

Whenever the user profile is changed for a user in the UDM/UDR, and the changes affect the user profile in the AMF, the UDM shall notify these changes to the affected AMF by the means of invoking Nudm_SDM_UpdateNotification service operation. Then the AMF adds or modifies the user profile.

The Nudm_SDM_UpdateNotification service operation specified in clause 5.2.3.3 is used by the UDM to update subscriber data stored in the AMF.

The AMF takes appropriate action according to the changed subscriber data as follows, e.g.:

-
initiating an AMF initiated Deregistration procedure if the updated subscription data indicates the UE is not allowed to roam in this network; and

-
updating UE context stored at AN to modify the subscribed UE-AMBR.

-
initiating UE Configuration Update procedure as defined in clause 4.2.4.2.


As highlighted in yellow, if the user profile is changed for a user, the UDM provides the affected AMF with the changed subscribed UE-AMBR because the subscribed UE-AMBR is a parameter included into the user profile. On receiving the changed one, depending on description above, the AMF updates UE context stored at AN to modify the subscribed UE-AMBR. This action may be performed using the NGAP UE Context Modification procedure because this procedure is used when the AMF partly modify the established UE context. That is, when the changed subscribed UE-AMBR is received from the UDM, the AMF can transmit it to the gNB via the NGAP UE Context Modification Request message.
Proposal 2: The changed subscribed UE-AMBR should be provided to the gNB using the NGAP UE Context Modification Request message.
2.2 Session-AMBR for PDU sessions
In the PDU Session Establishment procedure of TS [2], the provision of Session-AMBR by the SMF is denoted as follows.
	4.3.2
PDU Session Establishment

…
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Figure 4.3.2.2.1-1: UE-requested PDU Session Establishment for non-roaming and roaming with local breakout

…
11.
SMF to AMF: Namf_Communication_N1N2MessageTransfer (PDU Session ID, Access Type, N2 SM information (PDU Session ID, QFI(s), QoS Profile(s), CN Tunnel Info, S-NSSAI from the Allowed NSSAI, Session-AMBR, PDU Session Type, User Plane Policy Enforcement), N1 SM container (PDU Session Establishment Accept (QoS Rule(s), selected SSC mode, S-NSSAI(s), DNN, allocated IPv4 address, interface identifier, Session-AMBR, selected PDU Session Type, Reflective QoS Timer (if available), P-CSCF address(es)))). If multiple UPFs are used for the PDU Session, the CN Tunnel Info contain tunnel information related with the UPF that terminates N3.

The N2 SM information carries information that the AMF shall forward to the (R)AN which includes:

-
The CN Tunnel Info corresponds to the Core Network address of the N3 tunnel corresponding to the PDU Session.

-
One or multiple QoS profiles and the corresponding QFIs can be provided to the (R)AN. This is further described in TS 23.501 [2] clause 5.7.

-
The PDU Session ID may be used by AN signalling with the UE to indicate to the UE the association between (R)AN resources and a PDU Session for the UE.

-
A PDU Session is associated to an S-NSSAI and a DNN. The S-NSSAI provided to the (R)AN, is the S-NSSAI with the value for the serving PLMN.
-
User Plane Policy Enforcement information is determined by the SMF as described in clause 5.10.3 of TS 23.501 [2],
…


As highlighted in yellow, the Session-AMBR for the PDU session is included into the N2 SM information which the AMF shall forward to the gNB without interpretation. So, the AMF cannot identify or modify the Session-AMBR for PDU sessions.

Proposal 3: The Session-AMBR for PDU sessions which is transparent to the AMF should be provided to the gNB.
3. Conclusion
In this contribution, we focused on how to provide the gNB with the information needed for UE-AMBR derivation and provided our view on it. The following proposals are kindly suggested to RAN3:
Proposal 1: The subscribed UE-AMBR should be provided to the gNB using the following NGAP messages:
· Initial Context Setup Request

· Downlink NAS Transport

· Handover Request
Proposal 2: The changed subscribed UE-AMBR should be provided to the gNB using the NGAP UE Context Modification Request message.
Proposal 3: The Session-AMBR for PDU sessions which is transparent to the AMF should be provided to the gNB.
Proposal 4: It is proposed to agree the TPs for TS 38.413.
4. References

[1] TS 23.501 v15.1.0
[2] TS 23.502 v15.1.0
5. Text Proposal for TS 38.413
<<<<<<<<<<<<<<<<<<<< Start of Change >>>>>>>>>>>>>>>>>>>>
8.3.1
Initial Context Setup

8.3.1.1
General

The purpose of the Initial Context Setup procedure is to establish the necessary overall initial UE Context including PDU session context, the Security Key, Handover Restriction List, UE Radio Capability and UE Security Capabilities etc. The procedure uses UE-associated signalling.

Editor’s Note:
Further details are FFS.

8.3.1.2
Successful Operation
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Figure 8.3.1.2-1: Initial context setup: successful operation

In case of the establishment of a PDU session the 5GC must be prepared to receive user data before the INITIAL CONTEXT SETUP RESPONSE message has been received by the AMF. If no UE-associated logical NG-connection exists, the UE-associated logical NG-connection shall be established at reception of the INITIAL CONTEXT SETUP REQUEST message.

The INITIAL CONTEXT SETUP REQUEST message shall contain the Subscriber Profile ID for RAT/Frequency Priority IE, if available in the AMF. [FFS pending RAN2]

If the Masked IMEISV IE is contained in the INITIAL CONTEXT SETUP REQUEST message the target NG-RAN node shall, if supported, use it to determine the characteristics of the UE for subsequent handling.

Upon receipt of the INITIAL CONTEXT SETUP REQUEST message the NG-RAN node shall
-
attempt to execute the requested PDU session configuration;

-
store the UE Aggregate Maximum Bit Rate in the UE context, and use the received UE Aggregate Maximum Bit Rate for all non-GBR QoS flows for the concerned UE as specified in TS 23.501 [9]; 
-
store the received Handover Restriction List in the UE context;

-
store the received UE Radio Capability in the UE context;

-
store the received Subscriber Profile ID for RAT/Frequency Priority in the UE context and use it as defined in TS 38.300 [8]; [FFS pending RAN2]

-
store the received UE Security Capabilities in the UE context;

-
store the received Security Key in the UE context, take it into use and associate it with the initial value of NCC as defined in TS xx.xxx [xx]. [FFS pending SA3]

For the Initial Context Setup an initial value for the Next Hop Chaining Count is stored in the UE context. [FFS pending SA3]

If the PDU Session Resource Setup List IE is contained in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall behave the same as the one defined in the PDU Session Resource Setup procedure. The NG-RAN node shall report to the AMF, in the INITIAL CONTEXT SETUP RESPONSE message, the successful establishment of the result for all the requested PDU sessions. When the NG-RAN node reports the unsuccessful establishment of a PDU Session, the cause value should be precise enough to enable the AMF to know the reason for the unsuccessful establishment.

The NG-RAN node shall use the information in the Handover Restriction List IE if present in the INITIAL CONTEXT SETUP REQUEST message to

-
determine a target for subsequent mobility action for which the NG-RAN node provides information about the target of the mobility action towards the UE;

-
select a proper SCG during dual connectivity operation.

If the Handover Restriction List IE is not contained in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall consider that no roaming and no access restriction apply to the UE. The NG-RAN node shall also consider that no roaming and no access restriction apply to the UE when:

-
one of the setup PDU sessions includes a particular ARP value (TS 23.501 [9]). [FFS, need to align with PDU Session Management]

If the Trace Activation IE is included in the INITIAL CONTEXT SETUP REQUEST message the NG-RAN node shall, if supported, initiate the requested trace function as described in TS 32.422 [11]. In particular, the NG-RAN node shall, if supported: [FFS pending RAN2 and SA5]

-
if the Trace Activation IE does not include the MDT Configuration IE, initiate the requested trace session as described in TS 32.422 [11];

-
if the Trace Activation IE includes the MDT Activation IE, within the MDT Configuration IE, set to “Immediate MDT and Trace”, initiate the requested trace session and MDT session as described in TS 32.422 [11];

-
if the Trace Activation IE includes the MDT Activation IE, within the MDT Configuration IE, set to “Immediate MDT Only”, or “Logged MDT only”, initiate the requested MDT session as described in TS 32.422 [11] and the NG-RAN node shall ignore the Interfaces To Trace IE and Trace Depth IE;

-
if the Trace Activation IE includes the MDT Location Information IE, within the MDT Configuration IE, store this information and take it into account in the requested MDT session;

-
if the Trace Activation IE includes the Signalling based MDT PLMN List IE, within the MDT Configuration IE, the NG-RAN node may use it to propagate the MDT Configuration as described in TS 37.320 [12].

If the UE Security Capabilities IE included in the INITIAL CONTEXT SETUP REQUEST message only contains the EIA0 algorithm as defined in TS 33.501 [13] and if this EIA0 algorithm is defined in the configured list of allowed integrity protection algorithms in the NG-RAN node (TS 33.501 [13]), the NG-RAN node shall take it into use and ignore the keys received in the Security Key IE. [FFS pending SA3]
If the Management Based MDT Allowed IE is contained in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall use it, if supported, together with information in the Management Based MDT PLMN List IE, if available in the UE context, to allow subsequent selection of the UE for management based MDT defined in TS 32.422 [11]. [FFS pending RAN2 and SA5]

If the RRC Inactive Assistance Information IE is included in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall, if supported, store this information in the UE context and use it for the RRC-INACTIVE state decision and configuration for the UE and RAN paging if any for a UE in RRC-INACTIVE state, as specified in TS 38.300 [8].

If the Emergency Fallback Indicator IE is included in the INITIAL CONTEXT SETUP REQUEST message, it indicates that the UE Context to be set up is subject to emergency service fallback as described in TS 23.501 [9] and the NG-RAN node may, if supported, take the appropriate mobility actions. 

After sending the INITIAL CONTEXT SETUP RESPONSE message, the procedure is terminated in the NG-RAN node.

Editor’s Note:
Further details are FFS.

<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
8.3.4
UE Context Modification

8.3.4.1
General

The purpose of the UE Context Modification procedure is to partly modify the established UE Context, e.g. [FFS for the example]. The procedure uses UE-associated signalling.

Editor’s Note:
Further details are FFS.

8.3.4.2
Successful Operation
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Figure 8.3.3.2-1: UE context modification: successful operation

Upon receipt of the UE CONTEXT MODIFICATION REQUEST message the NG-RAN node shall
-
store the received Security Key IE, take it into use and associate it with the initial value of NCC as defined in TS xx.xxx [xx]. [FFS pending SA3]
-
store the UE Security Capabilities IE and take them into use together with the received keys according to TS xx.xxx [xx]. 

-
store the Subscriber Profile ID for RAT/Frequency Priority IE and use it as defined in TS yy.yyy [yy]. [FFS pending RAN2]

If the Priority Level IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node may use it to determine a priority for paging the UE in RRC_INACTIVE state.
If the UE Aggregate Maximum Bit Rate IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall 
-
replace the previously provided UE Aggregate Maximum Bit Rate by the received UE Aggregate Maximum Bit Rate in the UE context;

-
use the received UE Aggregate Maximum Bit Rate for all non-GBR QoS flows for the concerned UE as specified in TS 23.501 [9].

If the RRC Inactive Assistance Information IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall, if supported, store this information in the UE context and use it for the RRC-INACTIVE state decision and configuration for the UE and RAN paging if any for a UE in RRC-INACTIVE state, as specified in TS 38.300 [8].
The NG-RAN node shall report, in the UE CONTEXT MODIFICATION RESPONSE message to the AMF, the successful update of the UE context.

If the Emergency Fallback Indicator IE is included in the UE CONTEXT MODIFICATION REQUEST message, it indicates that the concerned UE Context is subject to emergency service fallback as described in TS 23.501 [9] and the NG-RAN node may, if supported, take the appropriate mobility actions.

After sending the UE CONTEXT MODIFICATION RESPONSE message, the procedure is terminated in the NG-RAN node.

Editor’s Note:
Further details are FFS.

<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
8.4.2
Handover Resource Allocation

8.4.2.1
General

The purpose of the Handover Resource Allocation procedure is to reserve resources at the target NG-RAN node for the handover of a UE.

Editor’s Note:
Further details are FFS.

8.4.2.2
Successful Operation
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Figure 8.4.2.2-1: Handover resource allocation: successful operation

The AMF initiates the procedure by sending the HANDOVER REQUEST message to the target NG-RAN node.

If the Masked IMEISV IE is contained in the HANDOVER REQUEST message the target NG-RAN node shall, if supported, use it to determine the characteristics of the UE for subsequent handling.

Upon receipt of the HANDOVER REQUEST message the target NG-RAN node shall
-
attempt to execute the requested PDU session configuration;

-
store the UE Aggregate Maximum Bit Rate in the UE context, and use the received UE Aggregate Maximum Bit Rate for all non-GBR QoS flows for the concerned UE as specified in TS 23.501 [9]; 
-
store the received Handover Restriction List in the UE context;

-
store the received UE Security Capabilities in the UE context;

-
store the received Security Key in the UE context, take it into use and associate it with the initial value of NCC as defined in TS xx.xxx [xx]; [FFS pending SA3]

For the Initial Context Setup an initial value for the Next Hop Chaining Count is stored in the UE context. [FFS pending SA3]

Upon receiving the PDU Session Resource To Be Setup List IE contained in the HANDOVER REQUEST message, the target NG-RAN node shall behave the same as defined in the PDU Session Resource Setup procedure. 

The target NG-RAN node shall then report in the HANDOVER REQUEST ACKNOWLEDGE message the successful establishment of the result for all the requested PDU sessions. In particular, for each PDU session resource successfully setup, it shall include the PDU Session Resource Setup Response Transfer IE containing the following information:

-
The list of QoS flows which have been successfully established in the QoS Flows Setup List IE.
-
The list of QoS flows which have failed to be established, if any, in the QoS Flows Failed to Setup List IE.
-
The transport layer address and tunnel endpoint to be used for the PDU session.
The list of PDU session resources which failed to be setup, if any, shall be reported in the HANDOVER REQUEST ACKNOWLEDGE message with an appropriate cause value within the PDU Session Resource Setup Failed List IE. 

Upon reception of the HANDOVER REQUEST ACKNOWLEDGE message the AMF shall, for each PDU session indicated in the PDU Session ID IE, transfer transparently the PDU Session Resource Setup Response Transfer IE to each SMF associated with the concerned PDU session.
When the target NG-RAN node reports unsuccessful establishment of a QoS flow, the cause value should be precise enough to know the reason for an unsuccessful establishment [FFS].

In case of inter-system handover from E-UTRAN, the target NG-RAN node includes the Data Forwarding Accepted IE for each QoS flow that the DL forwarding IE is set to “DL forwarding proposed” for the corresponding E-RAB in the Source NG-RAN Node to Target NG-RAN Node Transparent Container and that the target NG-RAN node has admitted the proposed forwarding of downlink data for the QoS flow. If the target NG-RAN node accepts the downlink data forwarding for at least one QoS flow of an admitted PDU session it shall include the DL Forwarding Transport Layer Information IE in the PDU Session Resource Setup Response Transfer IE for that PDU session within the PDU Sessions Admitted List IE of the HANDOVER REQUEST ACKNOWLEDGE message. 
The target NG-RAN node shall use the information in the Handover Restriction List IE if present in the HANDOVER REQUEST message to

-
determine a target for subsequent mobility action for which the target NG-RAN node provides information about the target of the mobility action towards the UE;

-
select a proper SCG during dual connectivity operation.

If the Handover Restriction List IE is not contained in the HANDOVER REQUEST message, the target NG-RAN node shall consider that no roaming and no access restriction apply to the UE. The target NG-RAN node shall also consider that no roaming and no access restriction apply to the UE when:

-
one of the setup PDU sessions includes a particular ARP value (TS 23.501 [9]). [FFS, need to align with PDU Session Management]

If the Trace Activation IE is included in the HANDOVER REQUEST message the target NG-RAN node shall, if supported, initiate the requested trace function as described in TS 32.422 [11]. In particular, the target NG-RAN node shall, if supported: [FFS pending RAN2 and SA5]

-
if the Trace Activation IE does not include the MDT Configuration IE, initiate the requested trace session as described in TS 32.422 [11];

-
if the Trace Activation IE includes the MDT Activation IE, within the MDT Configuration IE, set to “Immediate MDT and Trace”, initiate the requested trace session and MDT session as described in TS 32.422 [11];

-
if the Trace Activation IE includes the MDT Activation IE, within the MDT Configuration IE, set to “Immediate MDT Only”, or “Logged MDT only”, initiate the requested MDT session as described in TS 32.422 [11] and the target NG-RAN node shall ignore the Interfaces To Trace IE and Trace Depth IE;

-
if the Trace Activation IE includes the MDT Location Information IE, within the MDT Configuration IE, store this information and take it into account in the requested MDT session;

-
if the Trace Activation IE includes the Signalling based MDT PLMN List IE, within the MDT Configuration IE, the target NG-RAN node may use it to propagate the MDT Configuration as described in TS 37.320 [12].

If the UE Security Capabilities IE is included in the HANDOVER REQUEST message, the target NG-RAN node shall handle it accordingly. [FFS pending SA3]
If the Management Based MDT Allowed IE is contained in the HANDOVER REQUEST message, the target NG-RAN node shall use it, if supported, together with information in the Management Based MDT PLMN List IE, if available in the UE context, to allow subsequent selection of the UE for management based MDT defined in TS 32.422 [11]. [FFS pending RAN2 and SA5].

If the RRC Inactive Assistance Information IE is included in the HANDOVER REQUEST message, the target NG-RAN node shall, if supported, store this information in the UE context and use it for the RRC-INACTIVE state decision and configuration for the UE and RAN paging if any for a UE in RRC-INACTIVE state, as specified in TS 38.300 [8].

If the New Security Context Indicator IE is included in the HANDOVER REQUEST message, the target NG-RAN node shall, if supported, use this NSCI information as specified in TS 33.501 [13].

After all necessary resources for the admitted PDU Session Resources have been allocated, the target NG-RAN node shall generate the HANDOVER REQUEST ACKNOWLEDGE message.

Editor’s Note:
Further details are FFS.

<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
8.6.2
Downlink NAS Transport

8.6.2.1
General

Editor’s Note:
Further details are FFS.
8.6.2.2
Successful Operation
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Figure 8.6.2.2-1: Downlink NAS transport
If the AMF only needs to send a NAS message transparently via the NG-RAN node to the UE and a UE-associated logical NG-connection exists for the UE or if the AMF has received the RAN UE NGAP ID IE in an INITIAL UE MESSAGE message, the AMF shall send a DOWNLINK NAS TRANSPORT message to the NG-RAN node including the NAS message as a NAS-PDU IE. If the UE-associated logical NG-connection is not established, the AMF shall allocate a unique AMF UE NGAP ID to be used for the UE and include that in the DOWNLINK NAS TRANSPORT message; by receiving the AMF UE NGAP ID IE in the DOWNLINK NAS TRANSPORT message, the NG-RAN node establishes the UE-associated logical NG-connection.
If the Priority Level IE is included in the DOWNLINK NAS TRANSPORT message, the NG-RAN node may use it to determine a priority for paging the UE in RRC_INACTIVE state.
The NAS-PDU IE contains an AMF – UE message that is transferred without interpretation in the NG-RAN node.

If the Handover Restriction List IE is contained in the DOWNLINK NAS TRANSPORT message, the NG-RAN node shall store this information in the UE context. The NG-RAN node shall use the information in the Handover Restriction List IE if present in the DOWNLINK NAS TRANSPORT message to:

-
determine a target for subsequent mobility action for which the NG-RAN node provides information about the target of the mobility action towards the UE;

-
select a proper SCG during dual connectivity operation.
If the Handover Restriction List IE is not contained in the DOWNLINK NAS TRANSPORT message and there is no previously stored handover restriction information, the NG-RAN node shall consider that no roaming and no access restriction apply to the UE.

If the Subscriber Profile ID for RAT/Frequency Priority IE is included in the DOWNLINK NAS TRANSPORT message, the NG-RAN node shall, if supported, use it as defined in TS 38.300 [8]. [FFS pending on decision on SPID]
If the UE Aggregate Maximum Bit Rate IE is included in the DOWNLINK NAS TRANSPORT message, the NG-RAN node shall store the UE Aggregate Maximum Bit Rate in the UE context, and use the received UE Aggregate Maximum Bit Rate for all non-GBR QoS flows for the concerned UE as specified in TS 23.501 [9].
Editor’s Note:
Further details are FFS.
<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
9.2.2
UE Context Management Messages

9.2.2.1
INITIAL CONTEXT SETUP REQUEST

Editor’s Note:
Message structure and IEs need further checking and completion. Further details FFS.

This message is sent by the AMF to request the setup of a UE context.
Direction: AMF ( NG-RAN node

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	reject

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	UE Aggregate Maximum Bit Rate
	O
	
	9.3.1.x
	
	YES
	reject

	RRC Inactive Assistance Information
	M
	
	9.3.1.15
	
	YES
	ignore

	GUAMI
	M
	
	<ref>
	
	YES
	reject

	PDU Session Resource Setup List
	O
	
	<ref>
	[FFS align with PDU Session management]
	YES
	reject

	UE Security Capabilities
	O [FFS]
	
	<ref>
	
	YES
	reject

	Security Key
	O [FFS]
	
	<ref>
	
	YES
	reject

	Trace Activation
	O
	
	<ref>
	[FFS pending RAN2 and SA5]
	YES
	ignore

	Handover Restriction List
	O
	
	<ref>
	
	YES
	ignore

	UE Radio Capability
	O
	
	<ref>
	
	YES
	ignore

	Subscriber Profile ID for RAT/Frequency Priority
	O
	
	<ref>
	[FFS]
	YES
	ignore

	Management Based MDT Allowed
	O
	
	<ref>
	[FFS pending RAN2 and SA5]
	YES
	ignore

	Management Based MDT PLMN List
	O
	
	<ref>
	[FFS pending RAN2 and SA5]
	YES
	ignore

	Masked IMEISV
	O
	
	<ref>
	
	YES
	ignore

	NAS-PDU
	O
	
	9.3.3.4
	[FFS]
	YES
	ignore

	Emergency Fallback Indicator
	O
	
	9.3.1.26
	
	YES
	reject


<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
9.2.2.7
UE CONTEXT MODIFICATION REQUEST

Editor’s Note:
Message structure and IEs need further checking and completion. Further details FFS.

This message is sent by the AMF to provide UE Context information changes to the NG-RAN node.
Direction: AMF ( NG-RAN node

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	reject

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	Priority Level
	O 
	
	9.3.3.15
	
	YES
	reject

	Security Key
	O
	
	<ref>
	[FFS]
	YES
	reject

	Subscriber Profile ID for RAT/Frequency Priority
	O
	
	<ref>
	[FFS]
	YES
	ignore

	UE Aggregate Maximum Bit Rate
	O
	
	9.3.1.x
	
	YES
	ignore

	UE Security Capabilities
	O
	
	<ref>
	
	YES
	reject

	RRC Inactive Assistance Information
	O
	
	9.3.1.15
	
	YES
	ignore

	Emergency Fallback Indicator
	O
	
	9.3.1.26
	
	YES
	reject


<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
9.2.3.4
HANDOVER REQUEST

Editor’s Note:
Message structure and IEs need further checking and completion. Further details FFS.

This message is sent by the AMF to the target NG-RAN node to request the preparation of resources.

Direction: AMF ( NG-RAN node.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	reject

	Handover Type
	M
	
	9.3.1.22
	
	YES
	reject

	Cause
	M
	
	9.3.1.2
	
	YES
	ignore

	UE Aggregate Maximum Bit Rate
	M
	
	9.3.1.x
	
	YES
	reject

	RRC Inactive Assistance Information
	M
	
	9.3.1.15
	
	YES
	ignore

	UE Security Capabilities 
	O [FFS]
	
	<ref>
	
	YES
	reject

	Security Key 
	O [FFS]
	
	<ref>
	
	YES
	reject

	New Security Context Indicator
	O
	
	<ref>
	
	YES
	reject

	PDU Session Resource To Be Setup List
	
	1
	
	
	YES
	reject

	>PDU Session Resource To Be Setup Item IEs
	
	1..<maxnoofPDUSessions>
	
	
	EACH
	reject

	>>PDU Session ID 
	M
	
	<ref>
	
	-
	

	>>S-NSSAI
	O
	
	9.3.1.24
	
	-
	

	>>Handover Request Transfer
	M
	
	PDU Session Resource Setup Request Transfer

9.3.4.1
	
	YES
	ignore

	Trace Activation
	O
	
	<ref>
	[FFS pending RAN2 and SA5]
	YES
	ignore

	Management Based MDT Allowed
	O
	
	<ref>
	[FFS pending RAN2 and SA5]
	YES
	ignore

	Management Based MDT PLMN List
	O
	
	<ref>
	[FFS pending RAN2 and SA5]
	YES
	ignore

	Masked IMEISV
	O
	
	<ref>
	
	YES
	ignore

	Source to Target Transparent Container
	M
	
	9.3.1.20
	
	YES
	reject

	Handover Restriction List
	O
	
	<ref>
	
	YES
	ignore


<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
9.2.5.2
DOWNLINK NAS TRANSPORT

Editor’s Note:
Message structure and IEs need further checking and completion. Further details FFS.

This message is sent by the AMF and is used for carrying NAS information over the NG interface.
Direction: AMF ( NG-RAN node
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	ignore

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	reject

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	Priority Level
	O 
	
	9.3.3.15
	
	YES
	reject

	NAS-PDU
	M
	
	9.3.3.4
	
	YES
	reject

	Handover Restriction List
	O
	
	<ref>
	
	YES
	ignore

	Subscriber Profile ID for RAT/Frequency Priority
	O
	
	<ref>
	FFS
	YES
	ignore

	UE Aggregate Maximum Bit Rate
	O
	
	9.3.1.x
	
	YES
	ignore


<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
9.3.1.x
UE Aggregate Maximum Bit Rate
The UE Aggregate Maximum Bitrate is applicable for all Non-GBR QoS flows per UE which is defined for the Downlink and the Uplink direction and a subscription parameter provided by the AMF to the NG-RAN node.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	UE Aggregate Maximum Bit Rate
	
	
	
	Applicable for Non-GBR QoS flows.

	>UE Aggregate Maximum Bit Rate Downlink
	M
	
	Bit Rate 9.3.1.4
	This IE indicates the UE Aggregate Maximum Bit Rate as specified in TS 23.501 [9] in the downlink direction.

	>UE Aggregate Maximum Bit Rate Uplink
	M
	
	Bit Rate 9.3.1.4
	This IE indicates the UE Aggregate Maximum Bit Rate as specified in TS 23.501 [9] in the uplink direction.


<<<<<<<<<<<<<<<<<<<< End of Change >>>>>>>>>>>>>>>>>>>>
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