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1   Description and Proposal
Many occurrences of presence of S-NSSAI are still FFS.

The principle which has been adopted at RAN3#99 was to not include the S-NSSAI in Path Switch Request on the grounds that AMF would keep memory of it.

This paper fixes all remaining occurrences of S-NSSAI along the same principle to complete the NGAP tabular.

Besides, the principle to introduce a separate codepoint has not been agreed by the group and the corresponding editor’s note can thus be removed for the clean up.
Proposal: agree the TP below to fix the presence of S-NSSAI across NGAP messages and fix the editor’s note.
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Text Proposal for TS 38.413
9.2.1.4
PDU SESSION RESOURCE RELEASE RESPONSE

Editor’s Note:
Further details FFS.

This message is sent by the NG-RAN node as a response to the request to release already established PDU session resources for a given UE.

Direction: NG-RAN node ( AMF
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	reject

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	PDU Session Resource Release List
	
	1
	
	
	YES
	reject

	>PDU Session Resource Release Item IEs
	
	1..<maxnoofPDUSessionResources>
	
	
	EACH
	reject

	>>PDU Session ID
	M
	
	<ref>
	
	YES
	reject

	
	
	
	
	
	
	

	PDU Session Resource Failed to Release List
	
	1
	
	
	YES
	reject

	>PDU Session Resource Failed to Release Item IEs
	
	1..<maxnoofPDUSessionResources>
	
	
	EACH
	reject

	>>PDU Session ID
	M
	
	<ref>
	
	YES
	reject

	
	
	
	
	
	
	

	>>PDU Session Resource Release Response Transfer
	M
	
	9.3.4.4
	
	YES
	reject

	User Location Information
	O
	
	9.3.1.16
	
	YES
	ignore

	Criticality Diagnostics 
	O
	
	9.3.1.3
	
	YES
	ignore


9.2.1.5
PDU SESSION RESOURCE MODIFY REQUEST

Editor’s Note:
Further details FFS.

This message is sent by the AMF and is used to request the NG-RAN node to enable modifications of already established PDU sessions for a given UE.

Direction: AMF ( NG-RAN node
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	reject

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	Priority Level
	O 
	
	9.3.3.15
	
	YES
	reject

	PDU Session Resource Modify Request List
	
	1
	
	
	YES
	reject

	>PDU Session Resource Modify Request Item IEs
	
	1..<maxnoofPDUSessions>
	
	
	EACH
	reject

	>>PDU Session ID
	M
	
	<ref>
	
	-
	

	>>PDU Session Resource Modify Request Transfer 
	M
	
	9.3.4.5
	
	-
	

	>>NAS-PDU
	O
	
	9.3.3.4
	
	-
	

	
	
	
	
	
	
	


	Range bound
	Explanation

	maxnoofPDUSessions
	Maximum no. of PDU sessions allowed towards one UE. Value is FFS.


9.2.1.9
PDU SESSION RESOURCE MODIFY CONFIRM

Editor’s Note:
Message structure and IEs need further checking and completion. Further details FFS.

Editor’s Note:
It is FFS whether Cause IE for PDU session failed to be modified by the 5GC is captured in the PDU Session Modify Confirm Transfer.

This message is sent by the AMF and is used to confirm the outcome of the request from the PDU SESSION RESOURCE MODIFY INDICATION message.
Direction: AMF ( NG-RAN node
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	reject

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	PDU Session Resource Modify Confirm List
	
	0..1
	
	
	YES
	reject

	>PDU Session Resource Modify Confirm Item IEs
	
	1..<maxnoofPDUSessions>
	
	
	EACH
	reject

	>>PDU Session ID
	M
	
	<ref>
	
	-
	

	>>PDU Session Resource Modify Confirm Transfer
	M
	
	9.3.4.9
	
	-
	

	
	
	
	
	
	
	

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofPDUSessions
	Maximum no. of PDU sessions allowed towards one UE. Value is FFS.


9.3.1.17
Slice Support List

Editor’s Note: Further details FFS.


This IE indicates the list of supported slices.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Slice Support Item IEs
	
	1..<maxnoofSliceItems>
	
	
	-
	-

	>S-NSSAI
	M
	
	9.3.1.24
	
	-
	


	Range bound
	Explanation

	maxnoofSliceItems
	Maximum no. of signalled slice support items. Value is FFS.


End of Text Proposal for TS 38.413

- 2 -

