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1
Introduction
Support of Trace and MDT in Rel-15 is currently FFS, pending feedback from RAN2 and SA5.

At RAN3#98, a reply LS was received from RAN2 stating the following [1]:

RAN2 have discussed the support of MDT in NR-RAN in Rel-15. For NR, MDT is not part of the NR WID scope. For LTE connected to 5GC:
· the initiation of MDT configuration needs to be coordinated by 5GC (including Trace activation and user consent), which is out of RAN2 scope;
· from pure radio interface perspective, MDT could be supported with the same functionality as that of LTE connected to EPC.
Also at RAN3#98, a reply LS was received from SA5 stating the following [2]:

A new SA5 Rel-15 work item to address 5G Trace aspects including use cases, requirements, activation/deactivation mechanisms, control and configuration parameters, trace record definitions has been agreed in SA5 and is pending SA approval. Impacted SA5 specifications are TSs 32.421, 32.422. 32.423 and 32.44x series.

The support for MDT and SON in NG-RAN and 5G Core is targeted to be addressed in Rel-16. 
In this paper, we discuss the implications of the above on MDT and Trace support in Rel-15.

2
Discussion
According to the reply LS from RAN2:

-
MDT for NR access is not supported by RAN2 in Rel-15 since it is not part of the NR WID scope;

-
MDT for E-UTRA access is supported by RAN2 in Rel-15, simply as legacy functionality that is carried forward.
Based on this feedback from RAN2, there is no strong justification for RAN3 to introduce MDT support over NG/Xn interfaces, since it would only enable MDT for E-UTRA (not NR). MDT for NG-RAN should be introduced in a later release, when MDT for NR can also be enabled.  Also, SA5 has indicated that support for MDT in NG-RAN and 5GC is targeted to be addressed in Rel-16.

Proposal 1:
MDT is not supported by NG/Xn interfaces in Rel-15.
Regarding Trace support, there is dependency only on SA5 (not RAN2), and SA5 has indicated their intention to support 5G Trace in Rel-15. We note that Trace functionality was introduced in LTE from Rel-8, as it was viewed as important even in initial deployments. The same should be true for NG-RAN as well.

Proposal 2:
Trace shall be supported by NG/Xn interfaces in Rel-15.
The 5G Trace should support at least the same functionality as 4G Trace, i.e. the ability to collect the same information from NG-RAN that is possible from E-UTRAN. Thus, it makes sense to take the Trace-related procedures in S1AP as a baseline for NGAP as follows:
-
Trace Start: to allow the AMF to initiate a trace session;

-
Trace Failure Indication: to allow the NG-RAN node to inform the AMF that a Trace Start procedure or a Deactivate Trace procedure has failed due to an interaction with a handover procedure;

-
Deactivate Trace: to allow the AMF to request the NG-RAN node to stop the trace session;
-
Cell Traffic Trace: to allow the NG-RAN node to transfer trace related information.
Proposal 3:
The following Trace-related procedures in S1AP should be used as baseline for NGAP: Trace Start, Trace Failure Indication, Deactivate Trace, and Cell Traffic Trace.

In case of functional split within the gNB, the following is assumed:
-
The trace context resides in the gNB-CU.

-
The gNB should be able to trace all of its control plane interfaces: NG-C, Xn-C, Uu, F1-C and E1-C.
-
The trace data collected for the Uu interface (i.e. UE-associated RRC messages) should be the same regardless of whether there is CU-DU split in the NG-RAN node. 
Proposal 4:
The Interfaces to Trace IE shall support NG-C, Xn-C, Uu, F1-C and E1-C.
3
Conclusions
The following is proposed:
Proposal 1:
MDT is not supported by NG/Xn interfaces in Rel-15.

Proposal 2:
Trace shall be supported by NG/Xn interfaces in Rel-15.

Proposal 3:
The following Trace-related procedures in S1AP should be used as baseline for NGAP: Trace Start, Trace Failure Indication, Deactivate Trace, and Cell Traffic Trace.

Proposal 4:
The Interfaces to Trace IE shall support NG-C, Xn-C, Uu, F1-C and E1-C.

Text proposals for NGAP and XnAP are provided in the Appendix and [3], respectively.
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Next Change
8.1
List of NGAP Elementary Procedures
In the following tables, all EPs are divided into Class 1 and Class 2 EPs (see subclause 3.1 for explanation of the different classes):

Table 8.1-1: Class 1 procedures

	Elementary Procedure
	Initiating Message
	Successful Outcome
	Unsuccessful Outcome

	
	
	Response message
	Response message

	AMF Configuration Update
	AMF CONFIGURATION UPDATE
	AMF CONFIGURATION UPDATE ACKNOWLEDGE
	AMF CONFIGURATION UPDATE FAILURE

	RAN Configuration Update
	RAN CONFIGURATION UPDATE
	RAN CONFIGURATION UPDATE ACKNOWLEDGE
	RAN CONFIGURATION UPDATE FAILURE

	Handover Cancellation
	HANDOVER CANCEL
	HANDOVER CANCEL ACKNOWLEDGE
	

	Handover Preparation
	HANDOVER REQUIRED
	HANDOVER COMMAND
	HANDOVER PREPARATION FAILURE

	Handover Resource Allocation
	HANDOVER REQUEST
	HANDOVER REQUEST ACKNOWLEDGE
	HANDOVER FAILURE

	Initial Context Setup
	INITIAL CONTEXT SETUP REQUEST
	INITIAL CONTEXT SETUP RESPONSE
	INITIAL CONTEXT SETUP FAILURE

	NG Reset
	NG RESET
	NG RESET ACKNOWLEDGE
	

	NG Setup
	NG SETUP REQUEST
	NG SETUP RESPONSE
	NG SETUP FAILURE

	Path Switch Request
	PATH SWITCH REQUEST
	PATH SWITCH REQUEST ACKNOWLEDGE
	PATH SWITCH REQUEST FAILURE

	PDU Session Resource Modify
	PDU SESSION RESOURCE MODIFY REQUEST
	PDU SESSION RESOURCE MODIFY RESPONSE
	

	PDU Session Resource Modify Indication
	PDU SESSION RESOURCE MODIFY INDICATION
	PDU SESSION RESOURCE MODIFY CONFIRM
	

	PDU Session Resource Release
	PDU SESSION RESOURCE RELEASE COMMAND
	PDU SESSION RESOURCE RELEASE RESPONSE
	

	PDU Session Resource Setup
	PDU SESSION RESOURCE SETUP REQUEST
	PDU SESSION RESOURCE SETUP RESPONSE
	

	UE Context Modification
	UE CONTEXT MODIFICATION REQUEST
	UE CONTEXT MODIFICATION RESPONSE
	UE CONTEXT MODIFICATION FAILURE

	UE Context Release
	UE CONTEXT RELEASE COMMAND
	UE CONTEXT RELEASE COMPLETE
	

	Write-Replace Warning 
	WRITE-REPLACE WARNING REQUEST
	WRITE-REPLACE WARNING RESPONSE
	

	PWS Cancel
	PWS CANCEL REQUEST
	PWS CANCEL RESPONSE
	


Table 8.1-2: Class 2 procedures

	Elementary Procedure
	Message

	Downlink RAN Configuration Transfer
	DOWNLINK RAN CONFIGURATION TRANSFER

	Downlink RAN Status Transfer
	DOWNLINK RAN STATUS TRANSFER

	Downlink NAS Transport
	DOWNLINK NAS TRANSPORT

	Error Indication
	ERROR INDICATION

	Uplink RAN Configuration Transfer
	UPLINK RAN CONFIGURATION TRANSFER

	Uplink RAN Status Transfer
	UPLINK RAN STATUS TRANSFER

	Handover Notification
	HANDOVER NOTIFY

	Initial UE Message
	INITIAL UE MESSAGE

	NAS Non Delivery Indication
	NAS NON DELIVERY INDICATION

	Paging
	PAGING

	PDU Session Resource Notify
	PDU SESSION RESOURCE NOTIFY

	Reroute NAS Request
	REROUTE NAS REQUEST

	UE Context Release Request
	UE CONTEXT RELEASE REQUEST

	Uplink NAS Transport
	UPLINK NAS TRANSPORT

	AMF Status Indication
	AMF STATUS INDICATION

	PWS Restart Indication
	PWS RESTART INDICATION

	PWS Failure Indication
	PWS FAILURE INDICATION

	Downlink UE Associated NRPPa Transport
	DOWNLINK UE ASSOCIATED NRPPA TRANSPORT

	Uplink UE Associated NRPPa Transport
	UPLINK UE ASSOCIATED NRPPA TRANSPORT

	Downlink Non UE Associated NRPPa Transport
	DOWNLINK NON UE ASSOCIATED NRPPA TRANSPORT

	Uplink Non UE Associated NRPPa Transport
	UPLINK NON UE ASSOCIATED NRPPA TRANSPORT

	Trace Start
	TRACE START

	Trace Failure Indication
	TRACE FAILURE INDICATION

	Deactivate Trace
	DEACTIVATE TRACE

	Cell Traffic Trace
	CELL TRAFFIC TRACE


Next Change
8.3.1.2
Successful Operation
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Figure 8.3.1.2-1: Initial context setup: successful operation

In case of the establishment of a PDU session the 5GC must be prepared to receive user data before the INITIAL CONTEXT SETUP RESPONSE message has been received by the AMF. If no UE-associated logical NG-connection exists, the UE-associated logical NG-connection shall be established at reception of the INITIAL CONTEXT SETUP REQUEST message.

The INITIAL CONTEXT SETUP REQUEST message shall contain the Subscriber Profile ID for RAT/Frequency Priority IE, if available in the AMF. [FFS pending RAN2]

If the Masked IMEISV IE is contained in the INITIAL CONTEXT SETUP REQUEST message the target NG-RAN node shall, if supported, use it to determine the characteristics of the UE for subsequent handling.

Upon receipt of the INITIAL CONTEXT SETUP REQUEST message the NG-RAN node shall
-
attempt to execute the requested PDU session configuration;
-
store the UE Aggregate Maximum Bit Rate in the UE context, and use the received UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE; [FFS]
-
store the received Handover Restriction List in the UE context;
-
store the received UE Radio Capability in the UE context;
-
store the received Subscriber Profile ID for RAT/Frequency Priority in the UE context and use it as defined in TS 38.300 [8]; [FFS pending RAN2]
-
store the received UE Security Capabilities in the UE context;
-
store the received Security Key in the UE context, take it into use and associate it with the initial value of NCC as defined in TS xx.xxx [xx]. [FFS pending SA3]
For the Initial Context Setup an initial value for the Next Hop Chaining Count is stored in the UE context. [FFS pending SA3]
If the PDU Session Resource Setup List IE is contained in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall behave the same as the one defined in the PDU Session Resource Setup procedure. The NG-RAN node shall report to the AMF, in the INITIAL CONTEXT SETUP RESPONSE message, the successful establishment of the result for all the requested PDU sessions. When the NG-RAN node reports the unsuccessful establishment of a PDU Session, the cause value should be precise enough to enable the AMF to know the reason for the unsuccessful establishment.

The NG-RAN node shall use the information in the Handover Restriction List IE if present in the INITIAL CONTEXT SETUP REQUEST message to

-
determine a target for subsequent mobility action for which the NG-RAN node provides information about the target of the mobility action towards the UE;

-
select a proper SCG during dual connectivity operation.

If the Handover Restriction List IE is not contained in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall consider that no roaming and no access restriction apply to the UE. The NG-RAN node shall also consider that no roaming and no access restriction apply to the UE when:

-
one of the setup PDU sessions includes a particular ARP value (TS 23.501 [9]). [FFS, need to align with PDU Session Management]

If the Trace Activation IE is included in the INITIAL CONTEXT SETUP REQUEST message the NG-RAN node shall, if supported, initiate the requested trace function as described in TS 32.422 [11]. 





If the UE Security Capabilities IE included in the INITIAL CONTEXT SETUP REQUEST message only contains the EIA0 algorithm as defined in TS 33.501 [13] and if this EIA0 algorithm is defined in the configured list of allowed integrity protection algorithms in the NG-RAN node (TS 33.501 [13]), the NG-RAN node shall take it into use and ignore the keys received in the Security Key IE. [FFS pending SA3]

If the RRC Inactive Assistance Information IE is included in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall, if supported, store this information in the UE context and use it for the RRC-INACTIVE state decision and configuration for the UE and RAN paging if any for a UE in RRC-INACTIVE state, as specified in TS 38.300 [8].

If the Emergency Fallback Indicator IE is included in the INITIAL CONTEXT SETUP REQUEST message, it indicates that the UE Context to be set up is subject to emergency service fallback as described in TS 23.501 [9] and the NG-RAN node may, if supported, take the appropriate mobility actions. 

After sending the INITIAL CONTEXT SETUP RESPONSE message, the procedure is terminated in the NG-RAN node.

Editor’s Note:
Further details are FFS.

Next Change
8.4.2.2
Successful Operation
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Figure 8.4.2.2-1: Handover resource allocation: successful operation

The AMF initiates the procedure by sending the HANDOVER REQUEST message to the target NG-RAN node.
If the Masked IMEISV IE is contained in the HANDOVER REQUEST message the target NG-RAN node shall, if supported, use it to determine the characteristics of the UE for subsequent handling.

Upon receipt of the HANDOVER REQUEST message the target NG-RAN node shall
-
attempt to execute the requested PDU session configuration;

-
store the UE Aggregate Maximum Bit Rate in the UE context, and use the received UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE; [FFS]
-
store the received Handover Restriction List in the UE context;

-
store the received UE Security Capabilities in the UE context;

-
store the received Security Key in the UE context, take it into use and associate it with the initial value of NCC as defined in TS xx.xxx [xx]; [FFS pending SA3]
For the Initial Context Setup an initial value for the Next Hop Chaining Count is stored in the UE context. [FFS pending SA3]
Upon receiving the PDU Session Resource To Be Setup List IE contained in the HANDOVER REQUEST message, the target NG-RAN node shall behave the same as defined in the PDU Session Resource Setup procedure. 
The target NG-RAN node shall then report in the HANDOVER REQUEST ACKNOWLEDGE message the successful establishment of the result for all the requested PDU sessions. In particular, for each PDU session resource successfully setup, it shall include the PDU Session Resource Setup Response Transfer IE containing the following information:

-
The list of QoS flows which have been successfully established in the QoS Flows Setup List IE.
-
The list of QoS flows which have failed to be established, if any, in the QoS Flows Failed to Setup List IE.
-
The transport layer address and tunnel endpoint to be used for the PDU session.
The list of PDU session resources which failed to be setup, if any, shall be reported in the HANDOVER REQUEST ACKNOWLEDGE message with an appropriate cause value within the PDU Session Resource Setup Failed List IE. 

Upon reception of the HANDOVER REQUEST ACKNOWLEDGE message the AMF shall, for each PDU session indicated in the PDU Session ID IE, transfer transparently the PDU Session Resource Setup Response Transfer IE to each SMF associated with the concerned PDU session.
When the target NG-RAN node reports unsuccessful establishment of a QoS flow, the cause value should be precise enough to know the reason for an unsuccessful establishment [FFS].

In case of inter-system handover from E-UTRAN, the target NG-RAN node includes the Data Forwarding Accepted IE for each QoS flow that the DL forwarding IE is set to “DL forwarding proposed” for the corresponding E-RAB in the Source NG-RAN Node to Target NG-RAN Node Transparent Container and that the target NG-RAN node has admitted the proposed forwarding of downlink data for the QoS flow. If the target NG-RAN node accepts the downlink data forwarding for at least one QoS flow of an admitted PDU session it shall include the DL Forwarding Transport Layer Information IE in the PDU Session Resource Setup Response Transfer IE for that PDU session within the PDU Sessions Admitted List IE of the HANDOVER REQUEST ACKNOWLEDGE message. 
The target NG-RAN node shall use the information in the Handover Restriction List IE if present in the HANDOVER REQUEST message to

-
determine a target for subsequent mobility action for which the target NG-RAN node provides information about the target of the mobility action towards the UE;

-
select a proper SCG during dual connectivity operation.

If the Handover Restriction List IE is not contained in the HANDOVER REQUEST message, the target NG-RAN node shall consider that no roaming and no access restriction apply to the UE. The target NG-RAN node shall also consider that no roaming and no access restriction apply to the UE when:

-
one of the setup PDU sessions includes a particular ARP value (TS 23.501 [9]). [FFS, need to align with PDU Session Management]

If the Trace Activation IE is included in the HANDOVER REQUEST message the target NG-RAN node shall, if supported, initiate the requested trace function as described in TS 32.422 [11]. 





If the UE Security Capabilities IE is included in the HANDOVER REQUEST message, the target NG-RAN node shall handle it accordingly. [FFS pending SA3]

If the RRC Inactive Assistance Information IE is included in the HANDOVER REQUEST message, the target NG-RAN node shall, if supported, store this information in the UE context and use it for the RRC-INACTIVE state decision and configuration for the UE and RAN paging if any for a UE in RRC-INACTIVE state, as specified in TS 38.300 [8].

If the New Security Context Indicator IE is included in the HANDOVER REQUEST message, the target NG-RAN node shall, if supported, use this NSCI information as specified in TS 33.501 [13].
After all necessary resources for the admitted PDU Session Resources have been allocated, the target NG-RAN node shall generate the HANDOVER REQUEST ACKNOWLEDGE message.
Editor’s Note:
Further details are FFS.

Next Change
9.2.2.1
INITIAL CONTEXT SETUP REQUEST

Editor’s Note:
Message structure and IEs need further checking and completion. Further details FFS.
This message is sent by the AMF to request the setup of a UE context.
Direction: AMF ( NG-RAN node

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	reject

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	UE Aggregate Maximum Bit Rate
	M
	
	<ref>
	
	YES
	reject

	RRC Inactive Assistance Information
	M
	
	9.3.1.15
	
	YES
	ignore

	GUAMI
	M
	
	<ref>
	
	YES
	reject

	PDU Session Resource Setup List
	O
	
	<ref>
	[FFS align with PDU Session management]
	YES
	reject

	UE Security Capabilities
	O [FFS]
	
	<ref>
	
	YES
	reject

	Security Key
	O [FFS]
	
	<ref>
	
	YES
	reject

	Trace Activation
	O
	
	9.3.1.x
	
	YES
	ignore

	Handover Restriction List
	O
	
	<ref>
	
	YES
	ignore

	UE Radio Capability
	O
	
	<ref>
	
	YES
	ignore

	Subscriber Profile ID for RAT/Frequency Priority
	O
	
	<ref>
	[FFS]
	YES
	ignore

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	Masked IMEISV
	O
	
	<ref>
	
	YES
	ignore

	NAS-PDU
	O
	
	9.3.3.4
	[FFS]
	YES
	ignore

	Emergency Fallback Indicator
	O
	
	9.3.1.26
	
	YES
	reject


Next Change
9.2.3.4
HANDOVER REQUEST

Editor’s Note:
Message structure and IEs need further checking and completion. Further details FFS.

This message is sent by the AMF to the target NG-RAN node to request the preparation of resources.

Direction: AMF ( NG-RAN node.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	reject

	Handover Type
	M
	
	9.3.1.22
	
	YES
	reject

	Cause
	M
	
	9.3.1.2
	
	YES
	ignore

	UE Aggregate Maximum Bit Rate
	M
	
	<ref>
	
	YES
	reject

	RRC Inactive Assistance Information
	M
	
	9.3.1.15
	
	YES
	ignore

	UE Security Capabilities 
	O [FFS]
	
	<ref>
	
	YES
	reject

	Security Key 
	O [FFS]
	
	<ref>
	
	YES
	reject

	New Security Context Indicator
	O
	
	<ref>
	
	YES
	reject

	PDU Session Resource To Be Setup List
	
	1
	
	
	YES
	reject

	>PDU Session Resource To Be Setup Item IEs
	
	1..<maxnoofPDUSessions>
	
	
	EACH
	reject

	>>PDU Session ID 
	M
	
	<ref>
	
	-
	

	>>S-NSSAI
	O
	
	9.3.1.24
	
	-
	

	>>Handover Request Transfer
	M
	
	PDU Session Resource Setup Request Transfer

9.3.4.1
	
	YES
	ignore

	Trace Activation
	O
	
	9.3.1.x
	
	YES
	ignore

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	Masked IMEISV
	O
	
	<ref>
	
	YES
	ignore

	Source to Target Transparent Container
	M
	
	9.3.1.20
	
	YES
	reject

	Handover Restriction List
	O
	
	<ref>
	
	YES
	ignore


Next Change
Next Change
8.x
Trace Procedures

8.x.1
Trace Start

8.x.1.1
General

The purpose of the Trace Start procedure is to allow the AMF to request the NG-RAN node to initiate a trace session for a UE. The procedure uses UE-associated signalling. If no UE-associated logical NG-connection exists, the UE-associated logical NG-connection shall be established as part of the procedure.

8.x.1.2
Successful Operation
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Figure 8.x.1.2-1: Trace start
The AMF initiates the procedure by sending a TRACE START message. Upon reception of the TRACE START message, the NG-RAN node shall initiate the requested trace session as described in TS 32.422 [11].

Interactions with other procedures:

If the NG-RAN node is not able to initiate the trace session due to ongoing handover of the UE to another NG-RAN node, the NG-RAN node shall initiate a Trace Failure Indication procedure with the appropriate cause value.
8.x.1.3
Abnormal Conditions

Not applicable.
8.x.2
Trace Failure Indication

8.x.2.1
General

The purpose of the Trace Failure Indication procedure is to allow the NG-RAN node to inform the AMF that a Trace Start procedure or a Deactivate Trace procedure has failed due to an interaction with a handover procedure. The procedure uses UE-associated signalling.

8.x.2.2
Successful Operation
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Figure 8.x.2.2-1: Trace failure indication
The NG-RAN node initiates the procedure by sending a TRACE FAILURE INDICATION message. Upon reception of the TRACE FAILURE INDICATION message, the AMF shall take appropriate actions based on the failure reason indicated by the Cause IE.
8.x.2.3
Abnormal Conditions

Not applicable.
8.x.3
Deactivate Trace

8.x.3.1
General

The purpose of the Deactivate Trace procedure is to allow the AMF to request the NG-RAN node to stop the trace session for the indicated trace reference.

8.x.3.2
Successful Operation
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Figure 8.x.3.2-1: Deactivate trace
The AMF initiates the procedure by sending a DEACTIVATE TRACE message to the NG-RAN node as described in TS 32.422 [11]. Upon reception of the DEACTIVATE TRACE message, the NG-RAN node shall stop the trace session for the indicated trace reference in the NG-RAN Trace ID IE.

Interactions with other procedures:

If the NG-RAN node is not able to stop the trace session due to ongoing handover of the UE to another NG-RAN node, the NG-RAN node shall initiate a Trace Failure Indication procedure with the appropriate cause value.
8.x.3.3
Abnormal Conditions

Not applicable.
8.x.4
Cell Traffic Trace

8.x.4.1
General

The purpose of the Cell Traffic Trace procedure is to send the allocated Trace Recording Session Reference and the Trace Reference to the AMF. The procedure uses UE-associated signalling.
8.x.4.2
Successful Operation
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Figure 8.x.4.2-1: Cell traffic trace

The NG-RAN node initiates the procedure by sending a CELL TRAFFIC TRACE message. 
8.x.4.3
Abnormal Conditions

Not applicable.
Next Change
9.2.x
Trace Messages
9.2.x.1
TRACE START
This message is sent by the AMF to initiate a trace session for a UE.

Direction: AMF ( NG-RAN node
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	ignore

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	reject

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	Trace Activation
	M
	
	9.3.1.x
	
	YES
	ignore


9.2.x.2
TRACE FAILURE INDICATION
This message is sent by the NG-RAN node to indicate that a Trace Start procedure or a Deactivate Trace procedure has failed for a UE.

Direction: NG-RAN node ( AMF
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	ignore

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	reject

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	NG-RAN Trace ID
	M
	
	OCTET STRING (SIZE(8))
	As per NG-RAN Trace ID in Trace Activation IE
	YES
	ignore

	Cause
	M
	
	9.3.1.2
	
	YES
	ignore


9.2.x.3
DEACTIVATE TRACE
This message is sent by the AMF to deactivate a trace session.
Direction: AMF ( NG-RAN node
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	ignore

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	reject

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	NG-RAN Trace ID
	M
	
	OCTET STRING (SIZE(8))
	As per NG-RAN Trace ID in Trace Activation IE
	YES
	ignore


9.2.x.4
CELL TRAFFIC TRACE
This message is sent by the NG-RAN node to transfer trace specific information.
Direction: NG-RAN node ( AMF
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	ignore

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	reject

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	NG-RAN Trace ID
	M
	
	OCTET STRING (SIZE(8))
	This IE is composed of the following: Trace Reference defined in TS 32.422 [11] (leftmost 6 octets, with PLMN information encoded as in 9.3.3.1), and

Trace Recording Session Reference defined in TS 32.422 [11] (last 2 octets).
	YES
	ignore

	CHOICE Cell Identity
	M
	
	
	
	YES
	ignore

	>E-UTRA Cell identity
	
	
	
	
	
	

	>>E-UTRA CGI
	M
	
	9.3.1.9
	
	-
	

	>NR Cell Identity
	
	
	
	
	
	

	>>NR CGI
	M
	
	9.3.1.7
	
	-
	

	Trace Collection Entity IP Address
	M
	
	Transport Layer Address

9.3.2.4
	Defined in TS 32.422 [11]
	YES
	ignore


Next Change
9.3.1.x
Trace Activation
This IE defines parameters related to a trace session activation.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	NG-RAN Trace ID
	M
	
	OCTET STRING (SIZE(8))
	This IE is composed of the following: Trace Reference defined in TS 32.422 [11] (leftmost 6 octets, with PLMN information encoded as in 9.3.3.1), and

Trace Recording Session Reference defined in TS 32.422 [11] (last 2 octets).

	Interfaces to Trace
	M
	
	BIT STRING (SIZE(8))
	Each position in the bitmap represents an NG-RAN node interface:

first bit = NG-C, second bit = Xn-C, third bit = Uu, fourth bit = F1-C, fifth bit = E1-C:

other bits reserved for future use. Value ‘1’ indicates ‘should be traced’. Value ‘0’ indicates ‘should not be traced’.

	Trace Depth
	M
	
	ENUMERATED (minimum, medium, maximum, MinimumWithoutVendorSpecificExtension,

MediumWithoutVendorSpecificExtension,

MaximumWithoutVendorSpecificExtension, …)
	Defined in TS 32.422 [11].

	Trace Collection Entity IP Address
	M
	
	Transport Layer Address

9.3.2.4
	Defined in TS 32.422 [11]
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