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1
Introduction
Per the agreement in the previous RAN3 meeting and the LS from SA2 ([1]), this contribution discusses the Stage-3 impact on supporting non-3GPP access in NGAP.

2 Discussion
2.1
Global N3IWF Node ID 

Regarding on whether need a specific Global N3IWF ID in NGAP, SA2 replied:
SA2 answer: On stage 2 aspects, the AMF shall be able to recognize whether the access node is a N3IWF or a RAN node when receiving a NG Setup Request. In rel-15 it is possible to use the TAI to differentiate between N3IWF and RAN node but it is not the purpose of the TAI to differentiate between access node types. Furthermore, in later releases it should also be possible to allow additional non-3GPP access entities than N3IWF e.g. for wireline access.     

From SA2 reply, the AMF shall be able to recognize whether the access node is a N3IWF or a RAN node. Using TAI is not preferred due to two reasons: 1) it is not the purpose of the TAI. 2) it should be possible to allow additional non-3GPP access entities in the later release, e.g. for wireline access. Introducing a new Node ID for N3IWF is a cleaner solution and is preferable. Furthermore, such approach is future proof, which is one of the key NR general requirements. 
In case RAN3 decide to not introduce a new node ID for N3IWF, i.e. reuse an eNB or gNB ID, the behavior needs to be clarified in the AMF, i.e. the AMF shall not treat the peer node (N3IWF) as a normal RAN node. This need to be clarified in SA2. 
Proposal 1: RAN3 discuss and decide whether introduce a new node ID for N3IWF. 

* Option 1: introduce new node ID for N3IWF, NGAP needs to be updated. 

* Option 2: reuse RAN ID, AMF behaviour need to be clarified in SA2 spec, which requires RAN3 send a LS to SA2.
The proposed TP in the end reflects Option 1.  
2.2
User Location information 
Regarding on the question on User Location Information, SA2 replied:

SA2 answer: it is understood that the UE local address may be subject to NAT (e.g. in case of “Carrier Grade NAT” enforced by a BNG) but in some cases such as emergency calls over non-3GPP access, where TAI cannot be used as UE location information, this is the only information that the PLMN can use to fulfil regulatory requirements (in order to provide NPLI - Network Provided Location Information- as defined in TS 23.228). Hence this information shall be specified over NGAP. Network Provided Location Information may also have to be provided by the N3IWF and stored in 5GC for data retention purpose.
Based on the SA2 reply, the User Location Information IE needs to be updated for non-3GPP access. 
Proposal 2: Extend User Location Information IE to include the user location information for non-3GPP access. 
3
Conclusions
In this paper, we analyzed the support for non-3GPP access in NGAP. Our proposal is:
Proposal 1: RAN3 discuss and decide whether introduce a new node ID for N3IWF. 

* Option 1: introduce new node ID for N3IWF, NGAP needs to be updated. 

* Option 2: reuse RAN ID, AMF behaviour need to be clarified in TS29.413.

Proposal 2: Extend User Location Information IE to include the user location information for non-3GPP access. 
The proposed Stage-3 TP can be found at the end of this contribution.
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3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

5GC
5G Core Network

AMF
Access and Mobility Management Function

EP
Elementary Procedure
GBR
Guaranteed Bit Rate

GTP
GPRS Tunnelling Protocol
IE
Information Element
N3IWF
Non 3GPP InterWorking Function
NAS
Non-Access Stratum

NCGI
NR Cell Global Identifier

NGAP
NG Application Protocol

NG-RAN
NG Radio Access Network

PLMN
Public Land Mobile Network
QoS
Quality of Service

SCTP
Stream Control Transmission Protocol
SMF
Session Management Function

S-NSSAI
Single Network Slice Selection Assistance Information

TEID
Tunnel Endpoint Identifier
UE
User Equipment
Next Change

9.3.1.5
Global RAN Node ID
This IE is used to globally identify an NG-RAN node (see TS 38.300 [8]).

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CHOICE NG-RAN node
	M
	
	
	

	>gNB
	
	
	
	

	>>Global gNB ID
	M
	
	9.3.1.6
	

	>ng-eNB
	
	
	
	

	>>Global ng-eNB ID
	M
	
	9.3.1.8
	

	>n3IWF
	
	
	
	

	>>Global n3IWF ID
	M
	
	9.3.1.x
	


Next Change

9.3.1.27
User Location Information

Editor’s Note:
The structure of this IE needs further checking and completion. Further details FFS. 

This IE is used to provide location information of the UE.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	CHOICE User Location Information
	M
	
	
	
	YES
	reject

	>E-UTRA user location information
	
	
	
	
	-
	

	>>TAI
	M
	
	<ref>
	
	-
	

	>>ECGI
	M
	
	E-UTRA CGI

9.3.1.9
	
	-
	

	>NR user location information
	
	
	
	
	-
	

	>>TAI
	M
	
	<ref>
	
	-
	

	>>NCGI
	M
	
	NR CGI

9.3.1.7
	
	-
	

	>Untrusted non-3GPP access user location information
	
	
	
	
	-
	

	>>IP Address
	M
	
	Transport Layer Address 
9.3.2.4
	UE’s local IP address used to reach the N3IWF
	-
	

	>>Port Number
	O
	
	OCTET

STRING

(SIZE(2))
	UDP or TCP source port number if NAT is detected.
	-
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9.3.1.x
Global n3IWF ID

This IE is used to globally identify a N3IWF.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	PLMN Identity
	M
	
	9.3.3.5
	

	N3IWF Identity
	M
	
	BIT STRING (SIZE([FFS]))
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