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1
Discussion
SA2 TS23.502 has described some common procedures for 3GPP access and untrusted non-3GPP access. Based on TS23.501 and TS23.502, following functions/procedures can be common for both 3GPP access and untrusted non-3GPP access:

· NG Interface Management function

· NAS Transport function

· UE Context Management function

· PDU Session Management function (Except the PDU Session Resource Modify Indication procedure)

Based on TS23.501/23.502, the following functions described in current NGAP do not apply to untrusted non-3GPP access
· Paging function
· Mobility Management function
· Warning Message Transmission function
· Configuration Transfer function
· Trace function
· MDT function
· NR Position Function
· Dual-Connectivity related function
The procedures/messages/IEs related to above functions do not apply to untrusted non-3GPP access. 

Proposal 1: TS29.413 capture the procedures/messages applicable to untrusted non-3GPP access, except the procedures/messages related to above mentioned functions.
When an applicable message includes a non-applicable IE, the receiver shall ignore it. 

Proposal 2: when an applicable message contains a non-applicable IE, the receiver shall ignore it. 
The proposed TP is provided at the end.
RAN3 received a LS from CT1 “Reply LS on N2 and N3 interfaces for Non-3GPP access network”. CT1 asked following questions

Question 1: Can CT1 assume that these N2 messages contain the similar information used for 3GPP access or there will be any non-3GPP specific extensions?

Question 2: Does RAN3 expect any non-3GPP access specific extensions for N3 user plane transport protocols?  If yes, where would the extension be specified?

For Q1, the applicable NGAP functions/procedures are described above, and will be captured in TS29.413. The related messages contain the similar information used for 3GPP access. The non-applicable IEs in those common messages will also be described in TS29.413. We currently identified two IEs need be to be extended for non-3GPP (5), i.e. Global RAN Node ID IE needs to be extended to include a new N3IWF ID, and User Location Information IE needs to be extended to include UE’s IP address/Port number. 
For Q2, this issue was not studied, but it is expected same NG-U will also be used for non-3GPP access. Currently, no non-3GPP specific extension is identified. 

In case CT1 identify any specific extension to N2/N3 for untrusted non-3GPP access, CT1 should inform RAN3. A draft reply LS can be found in (6).
Proposal 3: Discuss and agree the reply LS to CT1. 
2
Conclusions
In summary, our proposal is:

Proposal 1: TS29.413 capture the procedures/messages applicable to untrusted non-3GPP access, except the procedures/messages related to above mentioned functions.
Proposal 2: when an applicable message contains a non-applicable, the receiver shall ignore it. 
Proposal 3: Discuss and agree the reply LS to CT1. 
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4
Principles for the use of NGAP for non-3GPP access
4.1
General

For untrusted non-3GPP access defined in TS23.501 [3], the NGAP is used between the Non-3GPP InterWorking Function (N3IWF) and the AMF. NGAP is used as described in TS38.413 [2] with clarifications or additions defined in Clause 5. 
5
Untrusted non-3GPP access

In this version of the specification, a number of functions including Paging, Mobility Management, Warning Message Transmission, Configuration Transfer, Trace, MDT, NR Position, and Dual-Connectivity related functions are not applicable to untrusted non-3GPP access.
5.1
Use of the NGAP for untrusted non-3GPP access
Editor's note:
This section will describe the applicable NGAP procedures.
The following NGAP procedures are applicable for untrusted non-3GPP access:

· PDU Session Management Procedures 

· PDU Session Resource Setup
· PDU Session Resource Release

· PDU Session Resource Modify
· PDU Session Resource Notify
· UE Context Management Procedures 

· Initial Context Setup

· UE Context Release Request

· UE Context Release 

· UE Context Modification

· Transport of NAS Messages Procedures
· Initial UE Message

· Downlink NAS Transport

· Uplink NAS Transport
· NAS Non Delivery Indication

· Reroute NAS Request
· Interface Management Procedures
· NG Setup

· RAN Configuration Update 
· AMF Configuration Update

· NG Reset

· Error Indication

· AMF Status Indication
In the applicable NGAP procedures, the N3IWF fulfils the behaviour of the NG-RAN node as described in clause 8 of TS38.413 [2], except for those procedures/IEs listed below, which are not applicable to untrusted non-3GPP access. The text in clause 8 of TS38.413 [2] referring to Uu should be understood as referring to the Y2 reference point defined in TS 23.501 [3].
5.2
NGAP messages used for untrusted non-3GPP access
Editor's note:
This section will describe the applicable NGAP messages.
The list given below shows the NGAP messages, defined in TS 38.413 [2] subclause 9.2(tabular format) and 9.4
(ASN.1 notation) that are applicable to untrusted non-3GPP access.
· PDU SESSION RESOURCE SETUP REQUEST

· PDU SESSION RESOURCE SETUP RESPONSE

· PDU SESSION RESOURCE RELEASE COMMAND


· PDU SESSION RESOURCE RELEASE RESPONSE

· PDU SESSION RESOURCE MODIFY REQUEST


· PDU SESSION RESOURCE MODIFY RESPONSE

· PDU SESSION RESOURCE NOTIFY

· INITIAL CONTEXT SETUP REQUEST


· INITIAL CONTEXT SETUP RESPONSE


· INITIAL CONTEXT SETUP FAILURE

· UE CONTEXT RELEASE REQUEST

· UE CONTEXT RELEASE COMMAND


· UE CONTEXT RELEASE COMPLETE


· UE CONTEXT MODIFICATION REQUEST


· UE CONTEXT MODIFICATION RESPONSE


· UE CONTEXT MODIFICATION FAILURE

· INITIAL UE MESSAGE

· DOWNLINK NAS TRANSPORT

· UPLINK NAS TRANSPORT
· NAS NON DELIVERY INDICATION

· REROUTE NAS REQUEST
· NG SETUP REQUEST


· NG SETUP RESPONSE


· NG SETUP FAILURE

· RAN CONFIGURATION UPDATE


· RAN CONFIGURATION UPDATE ACKNOWLEDGE


· RAN CONFIGURATION UPDATE FAILURE

· AMF CONFIGURATION UPDATE


· AMF CONFIGURATION UPDATE ACKNOWLEDGE


· AMF CONFIGURATION UPDATE FAILURE

· NG RESET


· NG RESET ACKNOWLEDGE


· ERROR INDICATION

· AMF STATUS INDICATION
5.3
Exceptions for NGAP message contents and information element coding when used for untrusted non-3GPP access 
Editor's note:
This section will describe the applicable NGAP IEs.
For the applicable NGAP messages transferred between the N3IWF and the AMF, the following exceptions to the descriptions in TS 38.413 [2] are valid:

INITIAL CONTEXT SETUP REQUEST
message:
· if following IEs are received, they shall be ignored:

· RRC Inactive Assistance Information IE
· Trace Activation IE
· Handover Restriction List IE
· UE Radio Capability IE
· Subscriber Profile ID for RAT/Frequency Priority IE 
· Management Based MDT Allowed IE
· Management Based MDT PLMN List IE
· Emergency Fallback Indicator IE
UE CONTEXT RELEASE COMPLETE message:
· if following IEs are received, they shall be ignored:

· Information on Recommended Cells and RAN Nodes for Paging IE
UE CONTEXT MODIFICATION REQUEST message:

· if following IEs are received, they shall be ignored:

· Subscriber Profile ID for RAT/Frequency Priority IE 
· RRC Inactive Assistance Information IE
· Emergency Fallback Indicator IE
INITIAL UE MESSAGE message:

· RRC Establishment Cause IE: the information given within this IE is to indicate the establishment cause. 
DOWNLINK NAS TRANSPORT message:

· if following IEs are received, they shall be ignored:

· Handover Restriction List IE
· Subscriber Profile ID for RAT/Frequency Priority IE
NG SETUP REQUEST message:

· if following IEs are received, they shall be ignored:

· Default Paging DRX IE
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