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1. Introduction
At RAN3#AH1801, the basic signaling for “Security Indication” per PDU Session was introduced in NGAP IE: PDU Session Setup Request Transfer. Upon reception, the NG-RAN node shall store and use “Security Indication” for the concerned PDU session, and decide whether the UP integrity protection is configured for the corresponding PDU session. It is worth noting that AMF/SMF cannot send the “Security Indication” during modifying procedure of existing PDU sessions, and we assume that there is no such requirement.
Observation: “Security Indication” is only configured during PDU Session setup phase.

For Xn based HO case, the IE “Security Indication” has also been introduced in Xn HANDOVER REQUEST message (IE: PDU Session Resource To Be Setup List), so that the target NG-RAN node can know whether the UP integrity protection is configured for the corresponding PDU session to be setup.

However, during MR-DC@5GC operation, either full or partial PDU Session can be offloaded between MN and SN, and the “Security Indication” should also be associated and conveyed from MN and SN, so that the SN can know whether the UP integrity protection is configured for the corresponding PDU session on SN side.
In S-NODE ADDITION REQUEST and S-NODE MODIFICATION REQUEST message, the IE “PDU Session Setup Info – SN terminated” is used to configure the PDU session that will be mapped onto SN terminated bearers, hence the IE “Security Indication” can be associated with that IE accordingly. (Note: the definition of IE “Security Indication” has been already in baseline TS38.423)
2. TP for 38.423
///////////////////////////////////////////////////////////////          first change        /////////////////////////////////////////////////////////////////////////////

9.2.1.6
PDU Session Setup Info – SN terminated
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	UL NG-U GTP Tunnel Endpoint at UPF
	M
	
	GTP Tunnel Endpoint
<reference>
	
	-
	

	Bearer Type
	M
	
	<reference>
	Editor’s Note: IP, unstructured or Ethernet
	-
	

	QoS Flows To Be Setup List
	
	1
	
	
	-
	

	>QoS Flows To Be Setup Item IEs
	
	1 ..  <maxnoofQoSFlows>
	
	
	EACH
	reject

	>>QoS Flow Indicator 
	M
	
	<reference>
	
	-
	

	>>QoS Flow Level QoS Parameters 
	M
	
	9.2.2.1
	For GBR QoS flows, this IE contains GBR QoS flow information as received at NG-C 
	-
	

	>>Offered GBR QoS Flow Information 
	O
	
	GBR QoS Flow Information

9.2.2.2
	This IE contains M-Node offered GBR QoS Flow Information. 
	-
	

	DL Forwarding
	O
	
	<reference>
	Editor’s Note: placeholder only
	-
	

	Security Indication
	O
	
	9.2.2.20
	
	-
	


	Range bound
	Explanation

	maxnoofQoSFlows
	Maximum no. of QoS flows. Value is FFS
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