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Introduction
In RAN2, it was agreed that the counter check will be supported for MR-DC under 5GC considering the integrity protection is optional to the DRB. In details, the counter check will be performed as same as the LTE DC mechanism, i.e., it should be triggered by the SN and the counter check should be per DRB basis.

However, in the existing TS 38.423, the S-NODE COUNTER CHECK REQUEST message is designed for PDU session specific handling. Therefore, we propose the following TP on TS 38.423 for counter check.
START OF CHANGES

9.1.2.14
S-NODE COUNTER CHECK REQUEST

This message is sent by the S-NG-RAN node to request the verification of the value of the PDCP COUNTs associated with SN terminated bearers established in the S-NG-RAN node.

Direction: S-NG-RAN node ( M-NG-RAN node. 
Editor’s Note: The tabular below is FFS.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	<reference>
	
	YES
	reject

	M-NG-RAN node UE XnAP ID
	M
	
	NG-RAN node UE XnAP ID

<reference>
	Allocated at the M-NG-RAN node
	YES
	ignore

	S-NG-RAN node UE XnAP ID
	M
	
	NG-RAN node UE XnAP ID

<reference>
	Allocated at the S-NG-RAN node
	YES
	ignore

	Bearers Subject to

Counter Check List
	
	1
	
	
	YES
	ignore

	>Bearers Subject to Counter Check Item
	
	1 .. <maxnoofBeaers>
	
	
	EACH
	ignore

	>>DRB ID
	M
	
	<reference>
	
	-
	-

	>>UL COUNT
	M
	INTEGER(0.. 4294967295)
	
	Indicates the value of uplink COUNT associated to this DRB.
	-
	-

	>>DL COUNT
	M
	INTEGER(0.. 4294967295)
	
	Indicates the value of downlink COUNT associated to this DRB.
	-
	-


	Range bound
	Explanation

	maxnoofBearers
	Maximum no. of the bearers. Value is FFS.


END OF CHANGES
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