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Introduction
In the last RAN2 #99bis meeting, an LS [R3-174208,” LS on inter-MN handover with SN change”] from RAN2 has sent to RAN3, it said that:
During the discussion it was commented that an inter-MN handover (with or without an MN-initiated SN change) could clash with a SN-initiated SN change (which could be triggered before or after the inter-MN handover is triggered). RAN2 believes that in this case the inter-MN handover should take priority and the SN-initiated SN change should be aborted/rejected. However RAN2 thinks that the description of this case and other similar cases should not be covered in the Stage 2 (TS 37.340) and that exact handling should be described in RAN3 Stage 3 specifications (for EN-DC and for MR-DC with 5GC).

Meanwhile, RAN2 also agrees that: 

Agreements
1: During the MN initiated SN Modification procedure, SgNB shall not initiate a SCG change procedure in Step 2, at least in R15 and the corresponding FFS can be removed.
2: For the case of a SN initiated SN Modification procedure colliding with a MN initiated SN Modification procedure, the solution in MR-DC could reuse the one in LTE DC, i.e. specifying in Stage 3 that the SN initiated SN Modification procedure is regarded as failed while the MN initiated SN Modification procedure continues . The corresponding FFS can be removed.
According to above LS and agreement form RAN2, in our view, inter-MN handover procedure takes precedence over SN initiated SN change procedure and SN initiated SN modification procedure.
Propose 1: After having initiated the Handover Preparation procedure, MN shall refuse SN initiated SN modification procedure and SN initiated SN change procedure.

RAN2 has not decided the MN behaviour when MN initiated MN modification procedure clashes with SN initiated SN change procedure, so RAN3 could let it to MN implementation.
Proposal 2: After having initiated MN modification procedure, it is MN implementation when MN receives SN change required message.
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Start of Text Proposal
8.X.5
MeNB initiated SgNB Modification Preparation

<Skip un-change part>

8.X.5.4
Abnormal Conditions

If the SgNB receives a SGNB MODIFICATION REQUEST message containing multiple E-RAB ID IEs (in the E-RABs To Be Added List IE and/or the E-RABs To Be Modified List IE) set to the same value, the SgNB shall not admit the action requested for the corresponding E-RABs.

If the SgNB receives an SGNB MODIFICATION REQUEST message containing multiple E-RAB ID IEs (in the E-RAB To Be Released List IE) set to the same value, the SgNB shall initiate the release of one corresponding E-RAB and ignore the duplication of the instances of the selected corresponding E-RABs.
If the SgNB receives a SGNB MODIFICATION REQUEST message containing a E-RAB Level QoS Parameters IE which contains a QCI IE indicating a GBR bearer (as defined in TS 23.203 [13]), and which does not contain the GBR QoS Information IE, the SgNB shall not admit the corresponding E-RAB.

If the supported algorithms for encryption defined in the Encryption Algorithms IE in the UE Security Capabilities IE in the UE Context Information IE, plus the mandated support of EEA0 in all UEs (TS 33.401 [18]), do not match any algorithms defined in the configured list of allowed encryption algorithms in the SgNB (TS 33.401 [18]), the SgNB shall reject the procedure using the SGNB MODIFICATION REQUEST REJECT message.

If the timer TDCprep expires before the MeNB has received the SGNB MODIFICATION REQUEST ACKNOWLEDGE message, the MeNB shall regard the MeNB initiated SgNB Modification Preparation procedure as being failed and shall release the UE Context at the SgNB.

Interactions with the SgNB Reconfiguration Completion and SgNB initiated SgNB Release procedure:

If the timer TDCoverall expires before the SgNB has received the SGNB RECONFIGURATION COMPLETE or the SGNB RELEASE REQUEST message, the SgNB shall regard the requested modification RRC connection reconfiguration as being not applied by the UE and shall trigger the SgNB initiated SgNB Release procedure.

Interaction with the SgNB initiated SgNB Modification Preparation procedure:

If the MeNB, after having initiated the MeNB initiated SgNB Modification procedure, receives the SGNB MODIFICATION REQUIRED message, the MeNB shall refuse the SgNB initiated SgNB Modification procedure with an appropriate cause value in the Cause IE.

If the MeNB has a Prepared SgNB Modification and receives the SGNB MODIFICATION REQUIRED message, the MeNB shall respond with the SGNB MODIFICATION REFUSE message to the SgNB with an appropriate cause value in the Cause IE.
If the MeNB, after having initiated the MeNB initiated SgNB Modification procedure, receives the SGNB CHANGE REQUIRED message, it is up to MeNB implementation.
If the MeNB has a Prepared SgNB Modification and receives the SGNB CHANGE REQUIRED message, it is up to MeNB implementation.
8.X.X
Handover Preparation

<Skip un-change part>

8.X.X.4
Abnormal Conditions

If the target eNB receives a HANDOVER REQUEST message containing multiple E-RAB ID IEs (in the E-RABs To Be Setup List IE) set to the same value, the target eNB shall not admit the corresponding E-RABs.

If the target eNB receives a HANDOVER REQUEST message containing a E-RAB Level QoS Parameters IE which contains a QCI IE indicating a GBR bearer (as defined in TS 23.203 [13]), and which does not contain the GBR QoS Information IE, the target eNB shall not admit the corresponding E-RAB. 
If the supported algorithms for encryption defined in the Encryption Algorithms IE in the UE Security Capabilities IE in the UE Context Information IE, plus the mandated support of EEA0 in all UEs (TS 33.401 [18]), do not match any algorithms defined in the configured list of allowed encryption algorithms in the target eNB (TS 33.401 [18]), the target eNB shall reject the procedure using the HANDOVER PREPARATION FAILURE message.

If the supported algorithms for integrity defined in the Integrity Protection Algorithms IE in the UE Security Capabilities IE in the UE Context Information IE, plus the mandated support of the EIA0 algorithm in all UEs (TS 33.401 [18]), do not match any algorithms defined in the configured list of allowed integrity protection algorithms in the eNB (TS 33.401 [18]), the eNB shall reject the procedure using the HANDOVER PREPARATION FAILURE message. 

If the target eNB receives a HANDOVER REQUEST message which does not contain the Handover Restriction List IE, and the PLMN to be used cannot be determined otherwise, the target eNB shall reject the procedure using the HANDOVER PREPARATION FAILURE message.

If the target eNB receives a HANDOVER REQUEST message containing the Handover Restriction List IE, and the serving PLMN is not supported by the target cell, the target eNB shall reject the procedure using the HANDOVER PREPARATION FAILURE message.

If the target eNB receives a HANDOVER REQUEST message which does not contain the CSG Membership Status IE, and the target cell is a hybrid cell, the target eNB shall reject the procedure using the HANDOVER PREPARATION FAILURE message.

If the target cell is a CSG cell and the target eNB has not received any CSG ID of the source cell, the target eNB shall reject the procedure using the HANDOVER PREPARATION FAILURE message.

If the target cell is a CSG cell with a different CSG from the source cell, the target eNB shall reject the procedure using the HANDOVER PREPARATION FAILURE message.
If the MeNB, after having initiated the Handover Preparation procedure, receives the SGNB MODIFICATION REQUIRED message, the MeNB shall refuse the SgNB initiated SgNB Modification procedure with an appropriate cause value in the Cause IE.

If the MeNB has a Handover Preparation and receives the SGNB MODIFICATION REQUIRED message, the MeNB shall respond with the SGNB MODIFICATION REFUSE message to the SgNB with an appropriate cause value in the Cause IE.

If the MeNB, after having initiated the Handover Preparation procedure, receives the SGNB CHANGE REQUIRED message, the MeNB shall refuse the SgNB initiated SgNB Change procedure with an appropriate cause value in the Cause IE.

If the MeNB has a Handover Preparation and receives the SGNB CHANGE REQUIRED message, the MeNB shall respond with the SGNB CHANGE REFUSE message to the SgNB with an appropriate cause value in the Cause IE.
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