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1 Introduction

This contribution discusses the open issues for the TNLA over NG interface. The WA in RAN3#96 WG is as follows.

	The AMF shall be able to request the 5G AN node to add or remove TNL associations to the AMF. (SA2 St2 text, as per SA2 LS)

	WA: It is under the NG RAN node’s control which of the SCTP associations shall be used for common NGAP procedures. FFS on how this is implemented, e.g. by issuing a GNB CONFIGURATION UPDATE on NG-C with e.g. an explicit IE over existing SCTP association, or over a different SCTP association. Otherwise, the SCTP association via which NG SETUP REQUEST was issued is kept for common NGAP procedures. (pending checking in SA2)

	Handling of SCTP stream is based on principles specified in 36.412: A single pair of SCTP streams within the SCTP association selected by the NG-RAN node is used for common signaling. 

	A single pair of SCTP streams within the same SCTP association is used for UE associated signalling and shall not be changed, unless the NGAP UE-TNLA-binding update is performed by the AMF.

	The current definition of the UE NGAP IDs is valid also in case multiple SCTP associations are established.


2 Discussion
2.1 Scenario
According to the non-sickness TNL association (TNLA) requirements, the 5G RAN may setup multiple TNLA with AMF. An AMF which is identified by a GUAMI can be deployed as several AMF instances. Each AMF instance requires a TNLA with RAN.
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Fig 2.1-1

The TNLA over NG is the SCTP Association. A SCTP Association (SCTP_A) is constructed with multiple IP paths. Each SCTP_A is identified by source IP(s), target IP(s), source SCTP port number and target SCTP port number, as shown in Fig 2.1-2.
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Fig2.1-2

Each AMF Instance may configure with multiple IP addresses. Each SCTP association for a pair of RAN node and AMF instance can include multiple IP addresses of the AMF.
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Fig2.1-3
 Observation1: Each TNLA can include multiple IP paths and TNLA is identified by < AMF Port Number, AMF TNL Addr List, RAN TNL Port Number, RAN TNL Addr List>. 
2.2 TNLA setup/add/release
In order to send NG Setup Request, the first TNLA(S) between AMF and RAN node is setup. Later, the operator may deploy more servers for the AMF and introduce more AMG instances. The additional TNLA setup is also required.
2.2.1 The first TNLA(s) Setup 
The first TNLA(s) setup is triggered by RAN.

· Option1: OAM preconfigure AMF addresses for one TNLA to the RAN. RAN setup one TNLA with AMF and use it to send NG Setup Request message. 

· Option1.1 AMF includes AMF addresses for TNLA in NG Setup Response message. Then RAN setup the leftover TNLA accordingly, which was discussed in last meeting.
· Option1.2 According to the first TNLA setup, AMF is already aware of the RAN’s TNL address, AMF can request RAN node to setup new TNLA at SCTP layer

· Option2: OAM preconfigure AMF addresses for multiple TNLA to the RAN, RAN setup multiple TNLAs with the AMF and select one of the TNLA for NG Setup Request message.
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Since OAM pre-configuration for the first TNLA(s) cannot be avoided, we do not see the benefit from preconfiguring AMF’s addresses for only one TNLA comparing to that for multiple TNLA.  Furthermore, AMF knows the RAN’s address from the 1st TNLA(s) establishment. It can request RAN node to setup leftover TNLA at SCTP layer. So there is no mandatory reason for the AMF to response the AMF’s addresses in NG Setup Response message.

2.2.2 Additional TNLA setup
After NG Setup, operator may add more AMF instances for the AMF, so it may bring in more AMF addresses and more TNLA setup requirement.

Actually, according to the existing TNLA setup, AMF is already aware of the RAN’s TNL address, AMF can request RAN node to setup new TNLA at SCTP layer. So it is also no need to update AMF’s TNL address in AMF Configuration Update Request message.
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Fig2.2.1-2
	Alt1: SCTP layer option
	Alt2: NGAP layer option

	Step1: OAM preconfigure addresses for one TNLA to the RAN. 

Step2: RAN setup the initial TNLA(s) with AMF in SCTP layer, the AMF will know the RAN’s TNL addresses.

Step3: The AMF request RAN node to add the TNLA at SCTP layer W.R.T. the AMF already know the TNL of the RAN node in the initial TNLA setup
	Step1: OAM preconfigures addresses for one TNLA to the RAN.

Step2 RAN setup one TNLA with AMF and use it to send NG setup request. 

Step3: The AMF provide to the RAN the leftover AMF’s TNL addresses for TNLA requested to be setup NG Setup Response message.

Step4: The RAN request AMF to setup the TNLA at SCTP layer

	When additional AMF instance is introduced

-  The AMF request RAN node to add the TNLA at SCTP layer.

	When additional AMF instance is introduced

· Step1: The AMF provide to the RAN the new AMF’s TNL addresses for TNLA requested to be setup by mean of AMF Configuration Update Request.

· Step2: The RAN request AMF to setup the TNLA at SCTP layer


Proposal1:TNLA Setup is totally performed at SCTP layer. The RAN node  setup 1st TNLA(s) with the AMF based on the AMF addresses preconfigured by the OAM. The RAN node selects one of the TNLA(s) for NG Setup Request message. The AMF knows the RAN’s address from the 1st TNLA(s) establishment. The AMF requests RAN node to setup additional TNLA at SCTP layer, if needed.
2.2.3 TNLA Release
	An AMF shall be able to request the 5G AN node to add or remove TNL associations to the AMF.


<Scenario2 remove TNLA>
	Alt1: SCTP layer option
	Alt2: NGAP layer option

	The AMF can request RAN node to shut down the existing TNLA at SCTP layer
	Step1 by means of AMF Configuration Update Request.

· Alt2.1 The AMF updates the TNLA addresses to the RAN node, without including the TNL address for the TNLA which is to be removed.
· Alt2.2 The AMF indicates to the RAN which TNLA to be released: TNLA ID or TNLA’s AMF side addresses.
Step2: The RAN request AMF to shut down the requested TNLA at SCTP layer


Proposal2: If AMF want to remove a TNLA, The AMF requests RAN node to shut down the existing TNLA at SCTP layer.
2.3 TNLA binding for common signaling

This requirement is not introduced by SA2, which is deduced by RAN3.
	Implicit way Alt1
	Explicit Way Alt2

	Add TNLA binding 

· RAN send the NG Setup Request over the selected TNLA-1
· AMF response the NG Setup Response over the confirmed TNLA, which may be different from the TNLA-1
	Add TNLA binding 

· RAN Node sends  the NG Setup Request over the selected TNLA-1.

· AMF response the NG Setup Response with a new IE indicating a TNLA for the common signaling, which may be different from TNLA-1.

	If AMF would like to update the TNLA binding for the common signaling.

· When there is common NGAP procedure, AMF send the NGAP message over the new TNLA. 

· Otherwise, 

· Alt1.1: AMF wait for NGAP procedure and the  update of TNLA binding is not urgent.
· Alt1.2: AMF trigger an empty AMF Configuration Update Message over the new TNLA immediately.
	If AMF would like to update the TNLA binding for the common signaling.

· AMF trigger an AMF Configuration Update Message with an IE for the updated TNLA for the common signaling


Proposal3: Implicit way is proposed to add/update a TNLA binding for common signaling.

There is no reason to remove the TNLA for common signaling. If the TNLA is removed, the NG interface doesn’t exist. If the removal of NG interface is required, NG Remove Procedure is required.
2.4 TNLA binding for UE
2.4.1 Add/Update
During UE access, the RAN node should select an available TNLA for the UE. The AMF should accept the TNLA selected by the RAN node or reselect another TNLA for the UE.

The Initial UE message over the selected TNLA can indicate the TNLA selected by the RAN to the AMF. Vice versa, the Initial UE Context Setup Request over the selected TNLA can also indicate the TNLA selected by the AMF to the AMF for the UE.
	Implicit way Alt1
	Explicit Way Alt2: new IE in NGAP

	Add TNLA binding for a UE: 

· RAN send the Initial UE message over the selected TNLA-1.

· AMF response the Initial UE Context Setup Request over the confirmed TNLA, which may be different from TNLA-1
· RAN update the TNLA binding for the UE if the confirmed TNLA is different from TNLA-1.

In AMF would like to update the TNLA binding for the connected UE:

· When there is UE associated NG procedure, AMF send the UE associated NG message over the new TNLA. 

· Otherwise, 
· Alt1.1: AMF wait for UE associated NG procedure and the TNLA binding is not urgent.
· Alt1.2: AMF trigger an empty UE Context Modify Request over the new TNLA immediately.
	Add TNLA binding for a UE :

· RAN send the Initial UE message over the selected TNLA-1.

· AMF response Initial UE Context Setup Request with an IE indicating the TNLA confirmed for the UE.

· RAN update the TNLA binding for the UE if the TNLA indicated by the AMF is different from TNLA-1
In AMF would like to update the TNLA binding for the UE

· AMF trigger an AMF Configuration Update Message with an IE indicating  the updated TNLA binding 
· RAN update the TNLA binding for the UE if the TNLA indicated by the AMF is different from TNLA-1



Proposal4: Implicit way is proposed to add/update a TNLA binding for a UE.

2.4.2 Remove

After the UE transaction is completed, the AMF instance may release the UE’s information.
During this requirement, it is not necessary for the RAN node to release the TNLA for the UE when AMF instance release the TNLA for the same UE. Since the RAN node may generate the UE associated NG procedure later, it anyhow need a TNLA to send the NG message and AMF can update the selected TNLA in the DL NGAP message.
Furthermore, the transition of the NG transaction state (inactive/ active) is supposed to be changed frequently, usage of the explicit signaling to repeatedly release and setup TNLA binding for a UE will bring in a great deal of NG overhead.
Observation2: It is no harm to let RAN to keep the TNLA for UE when AMF has released the TNLA for UE.
Observation3: Release & setup TNLA binding is frequent and repeated release & setup TNLA binding bring in a lot of NGAP signaling overhead.
	Implicit way Alt1
	Explicit Way 

	Remove TNLA binding for a UE

· It is enough that AMF self-release the TNLA binding for the UE and it doesn’t need to notify the RAN node
	Remove TNLA binding for a UE

· AMF trigger the UE Context Modify Request message with an IE for the TNLA binding to be released. 

	Later, setup TNLA binding if the UE associated NG transaction is generated for the UE: 

· RAN generated 

· RAN send a 1st UE associated NG message over the old TNLA.

· AMF response a 2nd UE associated NG message over the confirmed TNLA.

· RAN update the TNLA binding for the UE if needed.

· AMF generated

· AMF send  NG message over the confirmed TNLA.

· RAN update the TNLA binding for the UE if needed.
	Later, setup TNLA binding if the UE associated NG transaction is generated for the UE: 

· RAN generated 

· RAN send a 1st UE associated NG message over a selected TNLA

· AMF response a 2nd 1st UE associated NG message with an IE for the binding TNLA.

· RAN update the TNLA binding for the UE if needed.

· AMF generated

· AMF send a NG message with an IE for the binding TNLA.

· RAN setup the TNLA binding for the UE.


By now, the release of TNLA binding for a UE is not clear yet at SA2.
	4.1.x.1.5
N2AP UE-TNLA-binding release procedure

Editor’s note: Flow to release the N2AP UE-TNLA-binding to be added.


Proposal5: It is propose RAN3 to consider the two alternatives for TNLA binding release.
2.5 Xn Handover

	4.1.x.1.2
Creating N2AP UE-TNLA-bindings during handovers

During an Xn-based inter NG RAN node handover, the following applies

-
The source 5G AN node supplies the target 5G AN node with the TNL address of the AMF for the currently used TNL association. 

-
The target 5G AN node establishes a TNL association towards the TNL address received from the source 5G AN node (if not established already), creates an N2AP UE-TNLA-binding to this TNL association and sends the N2 Path Switch Request via this TNL association.
-
The AMF may decide to modify the N2AP UE-TNLA-binding by triangular redirection or by redirection via the RAN.
During an inter NG-RAN node handover without Xn interface (i.e. during an N2 handover) the following applies:

-
The target AMF selects a TNL association from the available TNL associations for the target 5G AN node. The target 5G AN node creates an N2AP UE-TNLA-binding for the UE based on the TNL association selected by the target AMF.



In order to support SA2 requirement, the info as follows seems required for Xn Handover request message

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	<ref>
	
	YES
	reject

	The source TNLA Binding Info
	
	1
	<ref>
	
	YES
	reject

	> AMF TNLA Port Number
	M
	
	<ref>
	
	-
	

	> AMF TNLA Addr List
	M
	
	<ref>
	
	-
	


The enhancement for Xn handover request is to keep the AMF instance unchanged. However, the TNLA binding update for a UE seems frequently. The value to keep the AMF instance unchanged for a UE is very limited. And using a TNL address to identify an AMF instance is not preferred. In legacy, the Radio Network Layer is not supposed to interpret the transport layer’s address information. 
	Alt1
	Alt2

	Target RAN node select one TNLA for the UE without information from the source RAN
	Target RAN node select TNLA for the UE based information from the source RAN


Proposal6: It is propose RAN3 to consider the two alternatives for Xn handover.

3 Conclusion
This contribution discusses the open issues for the TNLA over NG interface.
<TNLA setup/update/remove>

Observation1: Each TNLA can include multiple IP paths and TNLA is identified by < AMF Port Number, AMF TNL Addr List, RAN TNL Port Number, RAN TNL Addr List>. 
Proposal1:TNLA Setup is totally performed at SCTP layer. The RAN node  setup 1st TNLA(s) with the AMF based on the AMF addresses preconfigured by the OAM. The RAN node selects one of the TNLA(s) for NG Setup Request message. The AMF knows the RAN’s address from the 1st TNLA(s) establishment. The AMF requests RAN node to setup additional TNLA at SCTP layer, if needed.
Proposal2: If AMF want to remove a TNLA, The AMF requests RAN node to shut down the existing TNLA at SCTP layer.
<TNLA binding add/update>
Proposal3: Implicit way is proposed to add/update a TNLA binding for common signaling.

Proposal4: Implicit way is proposed to add/update a TNLA binding for a UE.

<TNLA binding release for UE>

Observation2: It is no harm to let RAN to keep the TNLA for UE when AMF has released the TNLA for UE.
Observation3: Release & setup TNLA binding is frequent and repeated release & setup TNLA binding bring in a lot of NGAP signaling overhead.

Proposal5: It is propose RAN3 to consider the two alternatives for TNLA binding release.
<Xn handover>

Proposal6: It is propose RAN3 to consider the two alternatives for Xn handover.
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