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1. Introduction
At last RAN3 ad-Hoc meeting, NW slicing related issues have been discussed and some agreements have been achieved. However, there are still several FFS issues left for further study. These issues are listed below.

	Left issues for NW slicing:

1: Indication of default AMF…

2: Intra- and inter-RA mobility…

3: NSSAI duplication issue...


This contribution provides our further consideration on these aspects.

2. Discussion

Indicate Default AMF
In current TS23.501, the default AMF related description is copied below.
	The UE shall include the Requested NSSAI at RRC Connection Establishment and in NAS messages. The RAN shall route the NAS signalling between this UE and an AMF selected using the Requested NSSAI obtained during RRC Connection Establishment. If the RAN is unable to select an AMF based on the Requested NSSAI, it routes the NAS signalling to an AMF from a set of default AMFs.

When a UE registers with a PLMN, if for this PLMN the UE has no Configured NSSAI or Allowed NSSAI, the RAN shall route all NAS signalling from/to this UE to/from a default AMF.


Based on above descriptions, it can be inferred that a set of default AMF exist in the network deployment and gNB needs to select one default AMF per each UE specific request. The typical NW deployment is shown in Figure 1below.
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Figure 1: Relationship between AMFs and gNBs

There are two main approaches to identify the default AMF for particular gNB, one is to use O&M means and the other is to use explicit signaling between AMF and gNB.

In general, O&M has the global view of all AMFs and gNBs, and knows the best NG default relationship as well as each AMF load status. It can be safely assumed that the number of AMF is still relatively small in 5G and the default relationship between AMF and gNBs can be easily (re)configured by O&M like in LTE case.
In signaling based approach, though some signaling between O&M and gNBs can be saved, we don’t believe much effort can be saved, because each AMF does not know other AMF’s default and load status, and the initial selection and change of default AMF set and their relationship with gNBs need to involve O&M anyway, i.e. AMF cannot determine on its own, which will further incur more NG signaling. Hence, we propose to configure default AMF with legacy O&M approach as in LTE case.

Proposal 1: To configure default AMF set for each gNB with O&M approach.

Issue relate to Intra- and inter-RA mobility
Another left FFS is whether to add S-NSSAI in PDU Sessions Switched in Downlink Item IE of PATH SWITCH REQUEST and of PATH SWITCH REQUEST ACKNOWLEDGE message. This issue is related to different mobility approaches. 
In the Inter-RA scenario, when the target gNB does not support the same NW slices for the UE as in the source gNB, several approaches have been discussed. 
One approach is source gNB trigger Xn based handover towards target gNB, then target gNB performs the filtering (remapping) of ongoing slice services, so needs to update the filtering (remapping) results to AMF, then path switch procedure can be used for this purpose. 
In another approach, since source gNB is able to acquire the slice availability info in target gNB prior to the handover procedure, then source gNB can trigger NG based handover toward AMF instead of Xn based HO procedure.  This approach does not need slice info update with path switch procedure, and it is more aligned with SA2’s response copied below for reference.
	Question 3:

· For Xn based handover where it is not feasible to perform re-mapping prior to UE arriving in target node, what shall the RAN do with PDU session which are associated with slices which are not supported by target RAN node?
Answer 3: It is SA2 understanding that in case of Xn handover the source cell/RAN is aware of the slices supported by the target cell/RAN. If a handover needs to be performed to a target cell/RAN that does not support all slices currently having RAN resources setup in the source cell, it shall trigger a NG(N2) handover.



Based on understanding of SA2, there is no need to update or remap the ongoing slice information in path switch procedure. Therefore the FFS can be removed from PDU Sessions Switched in Downlink Item IE of PATH SWITCH REQUEST and of PATH SWITCH REQUEST ACKNOWLEDGE message.
Proposal 2: To remove the slice information (FFS) from path switch procedure, since no slice remapping is done in target node.
NSSAI duplication issue
Several concerns have been raised for the duplication of NSSAI in RRC and NAS layer.
One concern is about the limited message size of MSG5. According to RAN2 reply below:
	For carrying the UE-provided network slice related information, RAN2 has not identified size issue with using Msg5, though smaller Msg5 reduces connection establishment delay


Hence, duplication of NSSAI info does not raise message size issue from RAN2 viewpoint.

Observation 1: Duplication NSSAI info in RRC and NAS layer does not raise message size issue. 
Another concern of NSSAI in RRC message is about the security aspects.

In SA2, slice privacy has been discussed and a temporary agreement has been achieved as below.
	15.5.4
Slice Privacy Considerations

In order to support network-controlled privacy of slice information for the slices the UE accesses, when the UE is aware or configured that privacy considerations apply to NSSAI:

-
The UE shall not include NSSAI in NAS signalling unless the UE has a NAS security context.

-
The UE shall not include NSSAI in unprotected RRC signalling.

Editor's note:
it is FFS how the UE is aware or configured that the network has privacy considerations for NSSAI information.

Editor's note:
it is FFS whether considering slice privacy has impact on the allocation and management of the 5G GUTI and whether security considerations need to be studied by SA WG3.


It should be noting that slice privacy issue is only applicable for some special NW slicing, such as public safety NW slice, or other special purposed Slice. If NSSAI info or part of NSSAI ( e.g. SST/SD) is not protected, then it is possible to result in tracking or manipulation. To our understanding, the privacy requirement is not applicable for all ordinary NW slicing / PLMN for ordinary services in the network. In other words, for most NW Slices, it should be allowed to transfer NSSAI info in unprotected RRC signalling, e.g. Msg5.
Observation 2: Slice privacy does not rule out the possibility for UE to transfer the NSSAI info in unprotected RRC message.
Besides carrying the same NSSAI info in both RRC and NAS, there are two other potential alternative approaches to carry assistant information for AMF selection.
In method 1, UE carries DCN-ID like information in RRC message meanwhile carrying NSSAI in NAS message. Such approach has impacts on SA2, because the new DCN-ID like ID needs to be allocated by AMF. However, SA2 has no agreement to use new type of assistant information as replied below.  
	b) If a new indicator is used as assistance information provided by the UE to the RAN during RRC connection establishment, how would this indicator be derived in the UE i.e. would it need to be received by the UE over NAS, e.g. in a similar way as the “accepted NSSAI”? 

[SA2 answer] SA2 has no agreements to report on this aspect so there is no current view by SA2 on this topic.


In method 2, UE only transfers NSSAI info in RRC message and gNBs transfer the NSSAI info to the selected AMF node. UE does not need to carry NSSAI in NAS message to avoid duplication. Such approach has impacts on SA2/CT1 and RAN3 and needs more specification effort.
Proposal 3: To support UE transferring NSSAI info both in RRC and NAS layer.
Other Misc issues

At last meeting, working assumption for PDU session related slice information exchange has been agreed. 

	WA: Exchange info on slice associated with PDU session(s) over Xn HO signaling and NG HO signaling


It has been agreed to exchange supported slice information (S-NSSAI list) between the gNBs, and the corresponding description for Xn setup procedure and gNB update procedure should be updated.
Proposal 4: Add up descriptions of exchanging supported slice information in Xn Setup and gNB update procedures.
If source gNB and target gNB both support NW slice function, then target gNB shall enforce NW slice based admission control and resource allocation when receiving HANDOVER REQUEST message over Xn from source gNB. Therefore, source gNB should carry Slice information for each ongoing PDU session towards target gNB; otherwise, target gNB cannot know which Slice the PDU session belongs to, and cannot make corresponding resource allocation.
Proposal 5: Source gNB should carry slice information for each ongoing PDU session towards target gNB during Xn based Handover procedure. 

During the NG based handover, AMF needs to provide Slice information for each ongoing PDU session to target gNB. Based on the information, target gNB can enforce admission control and allocates appropriate resource for all or some PDU sessions.

Proposal 6: AMF should also carry slice information for each ongoing PDU session towards target gNB during NG based Handover procedure.
3. Conclusion
RAN3 is kindly asked to consider following proposals:

Proposal 1: To configure default AMF set for each gNB with O&M approach.

Proposal 2: To remove the slice information (FFS) from path switch procedure, since no slice remapping is done in target node.
Proposal 3: To support UE transferring NSSAI info both in RRC and NAS layer.
Proposal 4: Add up descriptions of exchanging supported slice information in Xn Setup and gNB update procedures.
Proposal 5: Source gNB should carry slice information for each ongoing PDU session towards target gNB during Xn based Handover procedure. 
Proposal 6: AMF should also carry slice information for each ongoing PDU session towards target gNB during NG based Handover procedure.
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