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1   Introduction
During the study phase the following problem statements were captured

NG-C is likely to be terminated in the selected CCNF in an intermediate independent front end function in order to not expose the CCNF internal processing structure to the gNB. With a single SCTP termination point per gNB/CCNF pair a failure affecting the SCTP termination point may require recovery action such as re-initialisation of SCTP associations before service between the eNB and MME can be re-established. 
Scalability of a CCNF may require the ability to add or remove both SCTP termination points without interrupting service.
2   Description

Flexibility in cloud environment
For an efficient use of network resources in a virtualized environment, the resources of an AMF should be instantiated and life-cycle managed according to the actual traffic load it is required to handle.   Scalability of an AMF therefore also entails the ability to add or remove SCTP termination points in a scalable way corresponding to the increase or decrease in load in the AMF at a given point in time. These dynamic actions should not lead to interrupting the service. This would also benefit to virtualized cloud RAN.
Although the standards shall obviously not specify these implementation aspects, the standards should conversely not prevent the realizations of such implementations.

Flexibility in redundancy mechanisms

Techniques such as IP multi-homing can be used to recover from transport link failures. However, there is no evidence that transport link failures will be a dominate failure mode in 5G. Failure of SCTP termination points can also happen.

When use of SCTP is limited to a single SCTP association between a gNB-AMF pair, recovery actions can be implemented using techniques like SCTP termination point hot standby and associated checkpointing. However other techniques such as load sharing traffic among multiple SCTP associations are not possible which prevents vendors to implement the technique of their choice.  
Some vendors may prefer hot standby but they should not prevent other vendors from implementing other techniques if they wish so.

The choice of the redundancy mechanism in the node should be left to the vendor and 3GPP should not unnecessarily put restrictions on that.

Example of multiple SCTP associations on other existing interfaces (TS 29.118)
It should be noted that other interfaces already allow flexibility on the number of SCTP associations being used. This is the case for example for the SGs interface between the MME and the VLR as specified in [5]:

SCTP (see IETF RFC 4960 [23]) shall be supported as the transport layer of SGsAP messages.
MME and VLR shall support a configuration with a single SCTP association per MME/VLR pair. Configurations with multiple SCTP endpoints per MME/VLR pair may be supported.
NOTE 2: if multiple SCTP endpoints are configured and several SCTP associations are established between the MME/VLR pair, whether the VLR and the MME send and receive SGsAP messages via same or different SCTP associations for a given UE is up to implementation. 

Proposal 1: 3GPP standards shall not introduce any limitation of the number of SCTP associations between a gNB-AMF pair without justification.
2 Conclusion and proposal
This paper has analysed the requirements on use of SCTP associations and concluded that there is no reason for 3GPP to put a restriction in 5G on the usage of SCTP to only one SCTP association between a gNB-AMF pair.
Proposal 1: 3GPP standards shall not introduce any limitation of the number of SCTP associations between a gNB-AMF pair without justification. This means that by default multiple SCTP associations may be used for a gNB-AMF pair.
Proposal 2: agree the Text Proposal in the annex below for TS 38.412
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7
Transport layer

SCTP (IETF RFC 4960 [5]) shall be supported as the transport layer of NG-C signalling bearer. The Payload Protocol Identifier assigned by IANA to be used by SCTP for the application layer protocol NGAP is XX.
SCTP refers to the Stream Control Transmission Protocol developed by the Sigtran working group of the IETF for the purpose of transporting various signalling protocols over IP network.
gNB and AMF shall support a configuration with a single SCTP association per gNB/AMF pair. Configurations with multiple SCTP endpoints per gNB/AMF pair may be supported.
NOTE 2:
If multiple SCTP endpoints are configured and several SCTP associations are established between the gNB/AMF pair, whether the AMF and the gNB send and receive NGAP messages via same or different SCTP associations for a given UE is up to implementation.

The gNB shall establish the SCTP association. The SCTP Destination Port number value assigned by IANA to be used for NGAP is XXXXX.
Transport network redundancy can be achieved by SCTP multi-homing between two end-points, of which one or both is assigned with multiple IP addresses. SCTP end-points shall support a multi-homed remote SCTP end-point.

NOTE 1:
If the association initialization to an IP destination address of the AMF is unsuccessful and alternative destination IP address(es) are known, the gNB reattempts initialization to an alternative IP address.

For SCTP endpoint redundancy, an SCTP endpoint (in the gNB or AMF) may send an INIT, at any time for an already established SCTP association, which the other SCTP endpoint shall handle as defined in IETF RFC 4960 [23].
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