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1   Introduction
For the SA2 CIoT_Ext work item Key Issue 1 - Authorization of use of Coverage Enhancement (see TR 23.730 [1]), a set of three CRs vs. 23.401, 23.060 and 23.682 were agreed in S2-166936[3], S2-166937[4] and S2-166938[5]. As there is RAN3 impact according to S2-166936[3], in this contribution we analyse it for coverage enhancement authorization, and provide corresponding RAN3 specification changes.

2   Background

In SA2 discussion, there is a Key Issue 1 - Authorization of use of Coverage Enhancement with the following description: [1]
	5.1
Key Issue 1 - Authorization of use of Coverage Enhancement
5.1.1
Description

The usage of Coverage Enhancements may require use of extensive resources (e.g. radio and signalling resources) from the network. Therefore it should be possible to authorize usage of the Coverage Enhancements functionality to ensure that only specific subscribers (e.g. those subscribed to use this service) are able to benefit from the feature. Also, as mobile network operators may expose coverage enhancement as service capability it would be desirable for 3rd party service provider to query status of, or enable/disable enhanced coverage feature per individual UEs.
NOTE: Techniques for handling Rel-13 devices may be considered.

5.1.2
Architectural Requirements

Following architecture requirement shall be supported:
-
The system should support procedures to authorize the use of Coverage Enhancements capabilities.

-
The system should support procedures to allow the 3rd party service provider to query the status of, or enable, or disable Coverage Enhancements capability per UE.

-
The system should support applying differentiated charging for users authorized to use Coverage Enhancements compared to users not authorized to use Coverage Enhancements.




In R2-16169085/S2-167117 [2], RAN2 indicated that coverage enhancement authorization applies to both WB and NB-IoT and assumes that NAS provides an on/off indication to the UE. 

0:
The authorisation determines whether the UE is allowed to use the enhanced cell selection criteria or not.

1: 
UE not authorized to use coverage enhancements shall consider a cell that can only be camped in normal service in CE mode as not suitable. UE can camp in limited service.

2
The existing cell re-selection procedures and rules are used with authorization of coverage enhancements.

3
RAN2 informs CT1 about the above RAN2 agreements, and that AS needs to know from NAS whether coverage enhancements is authorized. RAN2 have not discussed PLMN selection and leave that to CT1.

4
Authorization of coverage enhancements will not impact specifications for connected mode mobility (i.e. left to network implementation). In case Idle mode procedures apply in connected mode (e.g. RRC re-establishment) the Idle mode procedure handling of authorization of coverage enhancements applies.

Based on this input, SA2 got the conclusion of Key Issue1- Authorization of use of Coverage Enhancements in TR23.730 [1] section 8.1:

	For the Key Issue 1 "Authorization of use of Coverage Enhancements", the following is recommended:

1.
It is recommended that the solution 1 is the basis for normative specifications, and in addition the S1 impacts from solution 4. RAN related aspects of the solution will need to be determined in co-operation with RAN WGs.

2.
If the UE needs to attempt to initiate an emergency session it may use its full physical layer capabilities.

NOTE:
Functionality to avoid potential ping-pong between PLMNs, avoiding UEs getting frequent out-of-coverage needs to be covered during normative phase, while keeping the solution simple.


In solution4 [1], it was clarified that the CE authorization information will be send from CN to eNB.

	-
The CN verifies (using the subscription information) whether the UE is allowed to use CE and informs RAN, e.g. the CE authorization information may include the following:

-
A CE indication to indicate whether the UE can use the CE functionality or not.

Editor's note:
Details of CE levels is dependent on RAN WGs.


Note: The detailed Solution4 is attached in Annex part for information.
A set of three CRs vs. 23.401, 23.060 and 23.682 were agreed in SA2 in S2-166936[3], S2-166937[4] and S2-166938[5]. 

3   Discussion

In S2-166936[3], the following changes could be found:
	In section 5.3.2.1 Initial Attach, step17 Initial Context Setup Request or Downlink NAS transport with Attach Accept:

If the UE included support for restriction of use of Enhanced Coverage, the MME sends Enhanced Coverage Restricted parameter to the eNB in S1-AP Initial Context Set-up Request message.
In section 5.3.3.1 TAU with SGW change: step20 TAU accept:

If the UE included support for restriction of use of Enhanced Coverage, the MME sends Enhanced Coverage Restricted parameter to the eNB in S1-AP message.
In section 5.7.1
HSS

Enhanced Coverage Restricted

Specify PLMN(s) with Enhanced Coverage restrictions.

In section 5.7.2
MME

Enhanced Coverage Restricted

Specifies whether the UE is restricted to use enhanced coverage feature or not.



Observation: SA2 agreed to include the Enhanced Coverage Restricted parameter in S1AP: INITIAL CONTEXT SETUP REQUEST and DOWNLINK NAS TRANSPORT messages.
As defined in [3], the “Enhanced Coverage Restricted” stored in MME specifies whether the UE is restricted to use enhanced coverage feature or not. To align with SA2 agreement, it is better to define the Enhanced Coverage Restricted IE as EMUMERATED (restricted, not restricted…), with the value “restricted” to be used in case the UE is not allowed to use Coverage Enhancement, and the value “not restricted” to be used in case the UE is allowed to use Coverage Enhancement.

As the CONNECTION ESTABLISHMENT INDICATION message was introduced for CIoT CP solution (which could be the first downlink message from MME to the eNB) it is also needed to include this restricted IE in that message.
Proposal 1: introduce the new Enhanced Coverage Restricted IE defined as ENUMERATED (restricted, not restricted, ...) in the following S1AP messages: INITIAL CONTEXT SETUP REQUEST, DOWNLINK NAS TRANSPORT, and CONNECTION ESTABLISHMENT INDICATION.
As the information will also be needed in the new eNB if the UE moves, e.g., after Handover or UE context retrieval procedures, it is better to also include the information in S1AP: PATH SWITCH REQUEST ACKNOWLEDGE, HANDOVER REQUEST messages.
Proposal 2: also introduce the Enhanced Coverage Restricted IE in S1AP messages PATH SWITCH REQUEST ACKNOWLEDGE and HANDOVER REQUEST.

4   Conclusion and Proposal
To align with SA2 agreement on key issue1 - Authorization of use of Coverage Enhancement, we analyses the RAN3 impact and get the following proposals: 
Proposal 1: introduce Enhanced Coverage Restricted IE in S1AP: INITIAL CONTEXT SETUP REQUEST, DOWNLINK NAS TRANSPORT, and CONNECTION ESTABLISHMENT INDICATION messages, defined as EMUMERATED (restricted, not restricted, …).

Proposal 2: also introduce Enhanced Coverage Restricted IE information in S1AP: PATH SWITCH REQUEST ACKNOWLEDGE, HANDOVER REQUEST messages.

It is also proposed to agree the corresponding S1AP CR in [6].
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6   Annex

TR23.730 Solution4

6.4
Solution 4: Subscription based authorization via S1
6.4.1
Description

6.4.1.1
General

This solution addresses the Key Issue 1 - "Authorization of use of Coverage Enhancement".

The solution principle is:

-
HSS contains subscription information whether the UE is allowed to use Coverage Enhancement;

-
At access to the network the UE provides its capabilities to support Enhanced Coverage;

-
The RAN forwards the UE CE capability to CN;

-
The CN verifies (using the subscription information) whether the UE is allowed to use CE and informs RAN, e.g. the CE authorization information may include the following:

-
A CE indication to indicate whether the UE can use the CE functionality or not.

Editor's note:
Details of CE levels is dependent on RAN WGs.

-
The RAN enforces the CN decision and informs the UE

-
The UE stores the information (per PLMN) and will not make use of EC for this PLMN in case RAN indicates the UE is not allowed.

6.4.1.2
Procedure
Figure 6.4.1.2-1 below describes the main steps of this solution. New node information elements, messages or steps are marked in red.
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· Figure 6.4.1.2-1: Authorization of CE at Attach

1.
The UE determines the CE level based on the radio channel quality

2.
It attaches to the network and provides the UE capability to support CE to RAN.

3.
If there is no CE authorization information for the UE stored in the eNB, the eNB will forward the UE CE support capability to the MME

4.
If there is no UE subscription information in the MME, the MME retrieves the subscription information for the UE.

5.
The MME generates the CE authorization information from the UE CE support capability and the CE subscription information. The CE authorization information includes an indication of whether the UE is authorized or not to use the CE feature.
6.
The MME sends an S1 AP message to the RAN with the NAS message and the CE authorization information.

7.
The eNB enforces the CE authorization based on the CE authorization information.
8a.
If CE authorized, the RAN forwards the NAS accept message to the UE.

8b.
Alternatively, if the CE functionality is not authorized to use then the eNB may refuse the access request of the UE with some cause value (e.g. CE functionality NOT authorized).
6.4.2
Impacts on existing nodes and functionality
6.4.2.1
UE

-
Support receiving and storing per PLMN whether the UE is authorized to make use of CE

-
Avoid using and providing the capability for CE in case the UE is not authorized to use CE in the PLMN

6.4.2.2
RAN

-
Forwarding UE CE capability to CN

-
Enforce decision whether UE is allowed to use CE received from CN

6.4.2.3
CN

-
Contains subscription information whether the UE is allowed to use Coverage Enhancement

-
Receive from eNB whether UE is capable of CE

-
Use subscription information to decide whether UE is authorized to make use of CE and forward the decision to RAN
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