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1
Introduction
At RAN3 #94, two sets of CRs were presented to enable eNB-SeGW connectivity by:
· Making SeGW a new node and thus defining a new interface toward it (tentative name ‘Xs’) [1]; or

· Collocating the SeGW with the WT and thus adding necessary procedures to the eNB-WT interface (Xw) [2].

The group were not able to decide on the single way forward and the discussion on the architectural principles must continue. However, in the background if this main discussion, some technical issues remained unsolved and hardly even considered. These issues are:

1) Shall the list of the LWIP WLAN identifiers be provided to the eNB?
2) Shall the eNB-SeGW connection support multiple bearers?

The two sets of CRs adopted different views on the topic. This paper aims at summarising arguments given and making proposals for the way forward.
2
Discussion
2.1
Reporting LWIP WLAN identifiers
The “Xs CRs” proposed to have a list of the identifiers reported in the Xs SETUP RESPONSE, while the “Xw CRs” did not (on the contrary, it is clarified that the exist list of identifiers applies for LWA only – this is needed for backward compatibility). In the offline discussion, following arguments were given:
Arguments to have the list of identifiers:

Reporting single APs (as BSSIDs) may indeed be unnecessary, considering that any Internet-connect AP can be used for LWIP. However, SSIDs and/or HESSID could be useful to indicate which WLAN networks are preferable for LWIP use. The only alternative is then OAM, which is usually less flexible and burdensome.
Arguments not to have the list:

As said before, since any AP that the UE can access and connect to the Internet can be an LWIP AP, reporting BSSIDs makes little sense. Then, the SSIDs and/or HESSIDs are not that numerous and do not change so often to justify dynamic signalling – OAM configuration is perfectly feasible.
One may remember additional aspect: in the “Xw solution”, the existing list of the LWA identifiers must always be resent. Therefore, having the LWIP identifiers may help handle it in case there are no LWA identifiers to report.

Having this all in mind, the compromise may be based on enabling reporting the SSID or HESSID, but not mandating it. This way, the operators who prefer so, could indeed use OAM, or rely solely on UE reporting.

Proposal 1: It is proposed the list of identifiers (at least the SSID and the HESSID) can be signalled toward the eNB, but optionally. 

2.2
Multiple bearers over the eNB-SeGW interface
The “Xs CRs” proposed to have a single bearer enabled over the SeGW-eNB interface for UL and a single for DL. The “Xw CRs” copied the existing LWA addition mechanism, which allows to configure multiple DL and UL bearers over Xw. In the offline discussion, following arguments were given:

Arguments to have single UL and DL bearers:
Currently, LWIP allows the UE to set up only a single IPSec tunnel. Since the data inside the tunnel cannot interpreted in the Internet, it is not possible in the WLAN network to differentiate handling of the bearers that were set up for LWIP. Therefore, having multiple bearers in the Xs is useless, while brings complications in the implementation. 
Arguments to have multiple UL and DL bearers:

Conceptually, LWIP is designed to support multiple UL and DL bearers: the eNB can configure so the UE. Therefore, it is only logical to maintain this architecture also in the eNB-SeGW connection. The argument that the current 3GPP specification of LWIP allows for only a single IPSec tunnel over WLAN is correct, but it does not prevent from using DSCP for traffic differentiation. Therefore, even if bearers are not supported as such outside of the IPSec tunnel, one of their purposes, i.e. QoS differentiation can be. 
Additionally, multiple bearers offer higher flexibility for future development of LWIP. From the perspective of the IPSec specification, it is possible to create multiple Security Associations once the IKEv2 handshake is completed. It has been proposed in 3GPP to allow utilising these different child Security Associations to enable even better traffic differentiation in LWIP [3].
It must be noted, too, that allowing for multiple bearers does not prevent to allocate only one bearer per direction. In LWA, a mechanism like this has been specified for UL: the WT, if it does not support reading LWAAP header, may forward all the UL data over the bearer with the lowest ID. A similar approach can be assumed for LWIP.
Proposal 2: It is proposed the interface between the eNB and the SeGW can support multiple bearers for UL and DL. However, similarly as in case of the LWA, it shall be possible to use only a single bearer per direction.
3
Summary
In this paper we have addressed two technical questions that did not receive due attention so far: providing the LWIP WLAN identifiers to the eNB at the interface setup and supporting multiple bearers per direction over the interface. Based on the arguments received offline, we formulate two proposals:
1. It is proposed the list of identifiers (SSID and HESSID only) can be signalled toward the eNB, but optionally.
2. It is proposed the interface between the eNB and the SeGW can support multiple bearers for UL and DL. However, similarly as in case of the LWA, it shall be possible to use only a single bearer per direction.
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