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1   Introduction
According to the offline discussion [1], majority companies preferred to use RLF indication + HO for both UP solution and CP solution, and it is needed to solve the mandatory IEs issue in S1/X2 HO and S1 Path switch procedures.
In this contribution, we further discussed how to solve the mandatory IEs issue for CP solution.
2   Discussion

For CP solution only case, the information available at old eNB side for a UE includes MME UE S1AP ID, eNB UE S1AP ID, UE Radio Capability, GUMMEI, etc. But in X2 and S1 Handover related messages, there are many mandatory IEs which are not available in case the UE is accessing only for NAS transmission (CP only and NAS signalling only). Assume that that there is no AS security for CP solution, the IEs “UE Security Capabilities”, “Security Context” and “AS Security Information” are not needed.

The availability of the Mandatory IEs in S1/X2 HO and Path Switch related messages are shown in the tables below:

	Mandatory IEs in X2AP: HANDOVER REQUEST
	Availability

	Old eNB UE X2AP ID
	Yes

	Cause
	Yes

	Target Cell ID
	Yes

	GUMMEI
	Yes

	MME UE S1AP ID
	Yes

	UE Security Capabilities
	No

	AS Security Information
	No

	UE Aggregate Maximum Bit Rate
	No

	E-RABs To Be Setup List
	No

	>>>E-RAB ID
	

	>>>E-RAB Level QoS Parameters
	

	>>>UL GTP Tunnel Endpoint
	

	RRC Context
	Yes

	UE History Information
	Yes

	
	

	Mandatory IEs in X2AP: HANDOVER REQUEST ACKNOWLEDGE
	Availability

	Old eNB UE X2AP ID
	Yes

	New eNB UE X2AP ID
	Yes

	E-RABs Admitted List
	No

	>>E-RAB ID
	

	Target eNB To Source eNB Transparent Container
	Yes

	
	

	Mandatory IEs in S1AP: HANDOVER REQUIRED
	Availability

	MME UE S1AP ID
	Yes

	eNB UE S1AP ID
	Yes

	Handover Type
	Yes

	Cause
	Yes

	Target ID
	Yes

	Source to Target Transparent Container
	Yes

	
	

	Mandatory IEs in S1AP: HANDOVER COMMAND
	Availability

	MME UE S1AP ID
	Yes

	eNB UE S1AP ID
	Yes

	Handover Type
	Yes

	Target to Source Transparent Container
	Yes

	
	

	Mandatory IEs in S1AP: HANDOVER REQUEST
	Availability

	MME UE S1AP ID
	Yes

	Handover Type
	Yes

	Cause
	Yes

	UE Aggregate Maximum Bit Rate
	Yes, but not needed

	E-RABs To Be Setup List
	No

	>>E-RAB ID 
	

	>>Transport Layer Address
	

	>>GTP-TEID
	

	>>E-RAB Level QoS Parameters
	

	Source to Target Transparent Container
	Yes

	UE Security Capabilities
	No

	Security Context
	No

	
	

	Mandatory IEs in S1AP: HANDOVER REQUEST ACKNOWLEDGE
	Availability

	MME UE S1AP ID
	Yes

	eNB UE S1AP ID
	Yes

	E-RABs Admitted List
	No

	>>E-RAB ID 
	

	>>Transport Layer Address
	

	>>GTP-TEID
	

	Target to Source Transparent Container
	Yes

	
	

	
	

	Mandatory IEs in S1AP: PATH SWITCH REQUEST
	Availability

	eNB UE S1AP ID
	Yes

	E-RAB To Be Switched in Downlink List
	No

	>>E-RAB ID 
	

	>>Transport Layer address
	

	>>GTP-TEID
	

	Source MME UE S1AP ID
	Yes

	E-UTRAN CGI
	Yes

	TAI
	Yes

	UE Security Capabilities
	No

	
	

	Mandatory IEs in S1AP: PATH SWITCH REQUEST ACKNOWLEDGE
	Availability

	MME UE S1AP ID
	Yes

	eNB UE S1AP ID
	Yes

	Security Context
	No


Based on the table, we need to introduce a flag to indicate that if the flag is present, the receiving eNB shall ignore the values in the IEs highlighted in red.

Proposal: introduce a flag (e.g. NAS Deliver only IE), in

· X2AP: HANDOVER REQUEST message, to indicate that if the flag is present, the receiving eNB shall ignore the values in the UE Security Capabilities, AS Security Information, UE Aggregate Maximum Bit Rate, and E-RABs To Be Setup List IEs.
· X2AP: HANDOVER REQUEST ACKNOWLEDGE message, to indicate that if the flag is present, the receiving eNB shall ignore the values in the E-RABs Admitted List IE.

· S1AP: HANDOVER REQUEST message, to indicate that if the flag is present, the receiving eNB shall ignore the values in the E-RABs To Be Setup List, UE Security Capabilities and Security Context IEs.

· S1AP: HANDOVER REQUEST ACKNOWLEDGE message, to indicate that if the flag is present, the MME shall ignore the values in the E-RABs Admitted List IE.

· S1AP: PATH SWITCH REQUEST message, to indicate that if the flag is present, the MME shall ignore the values in the E-RAB To Be Switched in Downlink List and UE Security Capabilities IEs.
· S1AP: PATH SWITCH REQUEST ACKNOWLEDGE message, to indicate that if the flag is present, the receiving eNB shall ignore the values in the Security Context IE.
3   Proposal
After analyses the the availability of the Mandatory IEs in S1/X2 HO and Path Switch related messages in case the UE is accessing only for NAS transmission, it is proposed to:

Proposal: introduce a flag (e.g. NAS Deliver only IE), in

· X2AP: HANDOVER REQUEST message, to indicate that if the flag is present, the receiving eNB shall ignore the values in the UE Security Capabilities, AS Security Information, UE Aggregate Maximum Bit Rate, and E-RABs To Be Setup List IEs.
· X2AP: HANDOVER REQUEST ACKNOWLEDGE message, to indicate that if the flag is present, the receiving eNB shall ignore the values in the E-RABs Admitted List IE.

· S1AP: HANDOVER REQUEST message, to indicate that if the flag is present, the receiving eNB shall ignore the values in the E-RABs To Be Setup List, UE Security Capabilities and Security Context IEs.

· S1AP: HANDOVER REQUEST ACKNOWLEDGE message, to indicate that if the flag is present, the MME shall ignore the values in the E-RABs Admitted List IE.

· S1AP: PATH SWITCH REQUEST message, to indicate that if the flag is present, the MME shall ignore the values in the E-RAB To Be Switched in Downlink List and UE Security Capabilities IEs.

· S1AP: PATH SWITCH REQUEST ACKNOWLEDGE message, to indicate that if the flag is present, the receiving eNB shall ignore the values in the Security Context IE.
And also propose to endorse the corresponding X2AP and S1AP CRs in [4] and [5].
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