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1
Introduction
At RAN plenary meeting #73, a new WI has been approved [1] addressing possible enhancements for the LWIP. The WI is planned to be completed at the RAN #75 (March 2017, 3 RAN3 meetings) and has following objectives for RAN3:
· Define LWIP flow control e.g. via reuse of the LWA framework

· Define improvements to WLAN measurement framework e.g. as defined within eLWA WID

Both objectives, assume availability of an eNB-SeGW connectivity. This was decided to be addressed separately as RAN3 is tasked to address:


"-
Investigate  the information to be exchanged decide on how to support the connection between eNB and SecGW for LWIP operation as per SA3 request (RAN3) and whether this can be done via existing protocols;".
This contribution analyses in a first step the possibility that Xw may be used for providing connectivity between eNB and LWIP SeGW for transporting both uplink and downlink user plane  LWIP data. 

If Xw is the chosen interface then this contribution draws the conclusion that WLAN network based measurements, if available, can be provided to the eNB using XwAP with no further changes.
2
Discussion
2.1 LWIP Data Plane Requirements
The characteristics of LWIP data plane may be summarized as follows:

· Uplink and downlink data supported over WLAN
· Multiple bearers can be offloaded via IPSec
· In uplink, PDCP SDUs are encapsulated in Generic Routing Encapsulation (GRE) protocol
· GRE Key carries bearer identifier
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LWIP data plane is secured using an IPSec in a tunnel mode established between the UE, via the WLAN, and the LWIP-SeGW. The IPsec in tunnel mode is established using the IKEv2 handshake based on the pre-shared key, PSK as specified in IETF RFC 7296. The UE and LWIP-SeGW shall use the LWIP-PSK as the PSK for authentication in the second phase of IKEv2.

In the IPsec tunnel between the UE and the LWIP-SeGW, the inner IP addresses shall be identical to the outer IP addresses. I.e., in UL the source IP address shall be the IP address of the UE in the WLAN network and the destination IP address shall be the public IP address of the SeGW, and in DL the source IP address shall be the public IP address of the SeGW and the destination IP address shall be the IP address of the UE in the WLAN network.
The PDCP SDUs between the eNB and LWIP SeGW shall be encapsulated in a tunnelling protocol in order to avoid that the eNB needs to interpret IP packets coming from the UE. 

The eNB shall inform the LWIP-SeGW of the expected initiation of IKEv2 handshake by a UE, for subsequent establishment of the IPsec, and provide the following parameters:

· the Initiator ID value, (IDi) that the UE will use in the IKEv2 handshake, 

· the LWIP-PSK.
Also to complete the IKEv2 handshake, the eNB shall inform the UE the value of IDi and the IP address of the LWIP-SeGW. Both these values shall be provided by the LWIP-SeGW to the eNB. 

Based on these description we summarize the following requirements for the connectivity between the eNB and LWIP SeGW:
[Req-1 Control] On IPSec tunnel initiation request the eNB shall provide the LWIP Se-GW with the following parameters:

· the Initiator ID value, (IDi) that the UE will use in the IKEv2 handshake, 

· the LWIP-PSK.

· UE Identifier (IP Address of the UE in the WLAN domain).
[Req-2 Control] Subsequent to a IPSec tunnel initiation request from the eNB, LWIP Se-GW shall provide with the following parameters:

· the Initiator ID value, (IDi) that the LWIP Se-GW will use in the IKEv2 handshake, 

· the LWIP-PSK.

· LWIP-SeGW Identifier (IP Address of the LWIP-SeGW). 
[Req-3 Control] LWIP_SeGW shall perform admission control based on eNB requested resources, signalled to the LWIP_SeGW, and resource availability. 

[Req-4 Control] LWIP_SeGW shall be able to signal to the eNB if it does not accept the requested resource reservation and it should be able to report available QoS.

[Req-5 Control] LWIP_SeGW shall be able to signal to the eNB if it cannot maintain the requested resource reservation and it should be able to report available QoS. 
[Req-1 Data]  The packet processing function at the eNB shall forward downlink LWIP PDUs to the associated eNB – LWIP_SeGW tunnel. There shall be one such tunnel for each LWIP bearer of each UE. On the uplink each LWIP PDU shall be matched to the corresponding DRB.
[Req-2 Data]  The packet processing function at the SeGW shall match each eNB -  LWIP_SeGW tunnel to an IPSec tunnel.

[Req-3 Data] The LWIP-SeGW shall be able to schedule traffic based on Differentiated Services Code Point (DSCP) markings based on policies agreed between eNB and LWIP_SeGW. When no policy provides (no packet filters provided), the LWIP_SeGW shall be able to apply local policies.

2.2 Xw-based User Plane Solution for LWIP 
Xw data protocol as specified in 36.464/36.465 can be used as the tunnelling mechanism to be used between eNB and LWIP_SeGW with no additional changes for the downlink transfer.
For the Uplink data transmissions we propose extending the XwUP Protocol to accommodate uplink traffic based on the same principles as the downlink.

2.2.1 Network based Flow Control

The flow control mechanism implemented in Xw UP Protocol is agnostic to the data payload and it can be reused with no changes for LWIP.
2.3 LWIP Operation 

In this section we detail the LWIP operation with a new defined interface between eNB and LWIP SeGW using Xw as a starting point. In this solution the UE identifier in the XwAP messaging is going to be the local IP address of the UE in the WLAN. 
2.3.1 LWIP Tunnel Setup and Data Bearer Configuration

 The following figure shows the procedure of configuring a data bearer to be transported over the LWIP tunnel using as a starting point the description in Section 22A.3.1.1 when a signalling interface between eNB and LWIP_SeGW is in use.
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If XwAP as described in 36.463 is to be used for LWIP Tunnel Setup and Data Bearer Configuration then the following massages may require to be updated to take into account the new LWIP tunnel information that needs to be exchanged in order to implement [Req-1Control] and [Req-2 Control]: 1) WT Addition Request and  2)WT Addition Request Acknowledge.

2.3.2 LWIP Reconfiguration to Remove WLAN Resources from Data Bearer

The following figure shows the updated procedure of re-configuring to remove the WLAN radio resources from the data bearer.
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There are no updates that are required to the basic XwAP messaging for this procedure.

2.3.3 LWIP Tunnel Release

The figure below shows the procedure of eNB initiated LWIP tunnel release
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This procedure also does not require new XwAP messages.

2.3 WLAN Network Based Measurements Report to eNB
If WLAN Network Based Measurements Report based on XwAP is not dependent on the LTE-WLAN Aggregation Protocol in use. If XwAP is used and if the WLAN Measurements are available at the LWIP_SeGW, they can be provided to the eNB without any other protocol changes. 
3
Conclusions

This contribution analyses in a first step the possibility that Xw may be used for providing connectivity between eNB and LWIP SeGW for transporting both uplink and downlink user plane  LWIP data. It concludes that Xw interface can accommodate with minor changes both LWA and LWIP when the WT function is collocated in the LWIP SeGW. 
It recommends RAN3 to discuss and agree the following:

Agreement 1: Xw interface can accommodate with minor changes both LWA and LWIP when the WT function is collocated in the LWIP SeGW.

Agreement 2: When Xw interface is used between eNB and LWIP SeGW (WT function is collocated in the LWIP SeGW), WLAN Network Based Measurements Report to eNB can be provided without any other protocol changes.
Agreement 3: Network based flow control can be provided without any protocol changes when Xw UP Protocol is used between the eNB and LWIP SeGW. 
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