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1
Introduction
The SID in [1] allocates the following task to RAN3:

-
Study and outline the RAN-CN interface and functional split [in co-operation with SA2] [RAN2, RAN3];
Experiences from live LTE networks have shown that establishment, modification, release of EPS bearers lead to extensive signalling over S1 between CN and RAN. One of the objectives of the Nextgen system is to minimize the bearer-related control plane signalling over NG-C or even eliminate it when possible.

As a result, session management in NextGen system should not result in E-RAB setup, modification and release and this E-RAB management function will not exist in NG RAN (see interim SA2 agreements in section 8 of TR 23.799 [2]). 

However, session management or data connectivity requests in connection oriented mode will still result in NG-C signalling exchange in order to setup/release/modify a session context in the gNB. At last RAN3#93 corresponding text proposal has already been agreed to introduce this session management function in the section 6.1.1.1 of the RAN3 TR [4]. However a detailed description of this function is missing.

This paper provides Text Proposal for a more detailed description of the session management function.

2
Session Setup over the NG-C interface
At the very first initiation of a PDU session in connection oriented mode by the UE some Control Plane signaling needs to be exchanged between the NG Core, the gNB and the UE resulting in the creation of a context for the session in the gNB. 

This session management signalling should carry information over NG-C such as security material (keys), QoS policies for the session. Moreover, based on the recent SA2 agreement (see tdoc [5]), this signalling may also carry some transport information (address, tunnel endpoints) necessary to carry the data associated with this session over the NG3 interface.

A corresponding scheme for the Session Setup is presented in the following figure which is on purpose made very generic:
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Figure -1 Session Setup over NG-C
The PDU session creation illustrated above allows the assignment of a tunnel between the gNB and the UPGW identified by a tunnel ID (TNL ID). This tunnel ID (TNL ID) uniquely identifies the UE and a session of this UE over the gNB - UPGW interface (see tdoc [5]).
· At step 1 the UE sends NAS UL message to request PDU session to the NG CP.
· At step 2 the NG CP determines a UPGW address and a TNL ID (Tunnel ID) corresponding to this UE and PDU session.  

Editor’s note: how this address information is obtained (allocated by UPGW, allocated by NG CP, etc..) is for SA2 to decide.
· At step 3 the NG CP sends to gNB some PDU session information containing UPGW address, TNL ID, and other context information e.g. security and QoS information.

· At step 4 gNB create a context for this UE and this PDU session and returns a gNB address with a TNL ID.

· At step 5 the NG CP may deliver the gNB address information to the UPGW.

· At step 6 the PDU session creation is acknowledged to the UE with NAS DL response message.
The TNL ID is subsequently present in the tunnel header of all packets exchanged over the NG-U interface.

Proposal 1: create in the RAN3 TR 38.801 [4] in the section “Detail RAN-CN Function Description” a subsection dealing with Session Management aspects and capture the above description of the Session Setup into this subsection.

3
Conclusion and Proposal
This paper has provided an insight into the Session Setup which is part of the new Session Management function which has been agreed at the last RAN3#93 meeting.

This insight leads to a Text Proposal to be captured in the TR [4] for the Session Management under the new section “Detail RAN-CN Function Description” 

Proposal 1: capture in the RAN3 TR 38.801 [4] in the section “Detail RAN-CN Function Description” the above description of the Session Setup into a subsection dealing with Session Management.

The Text proposal is presented in the following annex A for convenience.
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Annex A
6.2.2
Detail RAN-CN Function Description
6.2.2.X
Session Management
At the very first initiation of a PDU session in connection oriented mode by the UE some Control Plane signaling needs to be exchanged between the NG Core, the gNB and the UE resulting in the creation of a context for the session in the gNB. 

This session management signalling should carry information over NG-C such as security material (keys), QoS policies for the session. Moreover, this signalling may also carry some transport information (address, tunnel endpoints) necessary to carry the data associated with this session over the NG3 interface.

A corresponding scheme for the Session Setup is presented in the following figure which is on purpose made very generic:
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 Figure 6.2.2.X-1: Session Request over NG
The PDU session creation illustrated above allows the assignment of a tunnel between the gNB and the UPGW identified by a tunnel ID (TNL ID). This tunnel ID (TNL ID) uniquely identifies the UE and a session of this UE over the gNB - UPGW interface.

· At step 1 the UE sends NAS UL message to request PDU session to the NG CP

· At step 2 the NG CP determines a UPGW address and a TNL ID (Tunnel ID) corresponding to this UE and PDU session  

Editor’s note: how this address information is obtained (allocated by UPGW, allocated by NG CP, etc..) is for SA2 to decide.

· At step 3 the NG CP sends to gNB some PDU session information containing UPGW address, TNL ID, and other context information e.g. security and QoS information.

· At step 4 gNB create a context for this UE and this PDU session and returns a gNB address with TNL ID.

· At step 5 the NG CP may deliver the gNB address information to the UPGW.

· At step 6 the PDU session creation is acknowledged to the UE with NAS DL response message

The TNL ID is subsequently present in the tunnel header of all packets exchanged over the NG-U interface.
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