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1
Introduction

Currently SA2 is working on NextGen QoS framework which will explicitly impact RAN3 functions and procedures design. Moreover in RAN3#93 meeting it were agreed that New RAN should support session management function. In this contribution, we provide analysis how NextGen QoS framework impacts RAN3 functions including new introduced Session Management function.
-     Session Management

-     This function provides means for the NG-Core to create/modify/release a context in the New RAN associated with a particular PDU session of a UE.
2
Discussion
1.1 Background
According to [3], the latest interim agreements of SA2 on NextGen QoS framework are quoted as below, 

1
Support Reflective QoS over RAN under control of the network. The network decides on the QoS to applyon the DL traffic and the UE reflects the DL QoS to the associated UL traffic. When the UE receives a DL packet for which reflective QoS should be applied, the UE creates a new implicit QoS rule. The packet filter in the implicit QoS rule is derived from the header of the DL packet.

Editor's note: It is FFS whether Reflective QoS indication is signalled via C-plane, or inband, or not signalled at all.
Editor's note: It is FFS whether implicit rules (derived via Reflective QoS) have higher or lower precedence order compared to explicitly signalled QoS rules.
2.
U-plane marking for QoS is carried in encapsulation header on NG3 i.e. without any changes to the e2e packet header.

3a.
A default QoS rule shall and pre-authorised QoS rules may be provided at PDU Session establishment to UE. 

Editor's note: The content of the QoS rule is FFS, including a possible change of the term to avoid confusion with PCC/QoS rules. It is FFS whether the QoS rule signalling to UE involves NAS or AS-level signalling.

Editor's note: QoS related signalling to the UE for non-3GPP access is FFS.

3b. QoS rules can be (e.g. depending on access capabilities) provided at PDU Session establishment to the RAN using NG2 signalling.

4.
QoS Flow-specific QoS signalling via the C-plane is needed for GBR SDF.

5.
NG2 signalling related to QoS, outside of PDU Session establishment, corresponding to a pre-authorised QoS rule should be minimised for initiation, modification or termination of SDFs with no GBR requirements.

Editor's note: This is target for SA2, but the feasibility needs to be confirmed by RAN.

Editor's note: NG2 QoS related signalling for non-3GPP access is FFS.

6.
NG1 signalling related to QoS, outside of PDU Session establishment, corresponding to a pre-authorised QoS rule should be minimised for initiation, modification or termination of SDFs with no GBR requirements.

Editor's note: NG1 QoS related signalling for non-3GPP access is FFS.
7.
For the purpose of subscription and service differentiation, enforcement of UL rate limit per Service Data Flow and per PDU Session shall be done in a CN_UP, being a trusted point of enforcement in the network, handling all traffic of the PDU session.

Editor’s note: It is FFS which type of flows the CN_UP applies “per SDF”, “per PDU session” rate limitation on.

8.  The AN shall enforce a rate limit in UL per UE. 

Editor's note: It is FFS which type of flows the AN applies rate limitation on.

Editor's note: How to handle UL rate limitation per UE when the UE has access over non-3GPP AN and when the UE has access over multiple ANs including 3GPP and non-3GPP ANs is FFS

Editor's note: UL Rate limitation requirements for the UE is FFS.

9.
QoS Flow is the finest granularity for QoS treatment in the NG System.

10.1. In the downlink the (R)AN binds QoS Flows onto access-specific  resources based on the NG3 marking and the corresponding QoS characteristics provided via NG2 signalling. Packet filters are not used for binding of QoS Flows onto access-specific  resources in (R)AN.

10.2. UE binds uplink packets onto access-specific  resources based on information for binding uplink packets onto access-specific  resources provided explicitly by the access network and/or based on QoS rules (explicitly signaled or implicitly derived via reflective QoS).

Editor's note: It is FFS whether UE is aware of the QoS level / QoS profile associated with a QoS flow.
11. Some User plane markings are scalar values that have standardized QoS characteristics. 

12. Some User plane markings are scalar values that point to dynamic QoS parameters signalled over NG2.

13. Dynamic QoS parameters may include the following:

a. Maximum Flow Bit Rate

b. Guaranteed Flow Bit Rate.

c. Priority level

d. Packet Delay Budget

e. Packet Error rate.

f. Admission control. 

Editor’s note: Whether a certain parameter in bullet 7) applies to both bullets (#11 and #12) or only one of them (either bullet #11 or bullet #12) is FFS.Editor’s note: Whether Priority Level is used for more than scheduling purpose is FFS.
Our understanding is that RAN functions including new “session management” functions are impacted for RAN to enable the new NextGen QoS framework as listed below and in the following section more details are discussed.
· RAN level PDU session setup
· U-plane flow information detection

· New flow QoS profile addition

· Flow QoS profile removal

1.2 RAN level PDU session setup
RAN level PDU session setup procedure is used to create per UE per PDU session context at gNB, and the authorized QoS profiles of PDU session are pushed to RAN. It can be regarded as component of the new “session management” function.
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Figure 1:  Illustration of PDU session setup
Step1. After UE has attached to NextGen CN a NAS level PDU session setup procedure may be initiated. 
Step2. In parallel with NAS level PDU session setup procedure.NG-C may pull a group of authorized QoS profiles for this PDU session to RAN through RAN level PDU session setup procedure and also NG-C will send the per PDU session assigned U-plane tunnel ID to RAN. According to session management framework agreed by SA2 captured in [1] that “The User Plane format in NextGen on NG3 shall at least support per PDU Session tunnelling, as described in clause 6.4.10”.
Step3. After receiving authorized QoS profiles from CN, gNB should execute admission control on the authorized QoS profiles and indicate the admitted QoS profiles to CN and also gNB sends the per PDU session assigned U-plane tunnel ID to CN.
Step4. After RAN level PDU session is setup at gNB, gNB will trigger DRB establishment at air interface. At least a default DRB should be established at this moment and the default DRB can work in a “match-all” manner, any UL and DL flow packets can be transmitted through it.
1.3 U-plane packets flow information detection
Basically the U-plane packets flow information detection function may impact the DRB management function at air interface and flow packets classification at NG-U. And we will analyze the impact in Uplink and Downlink respectively.
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Figure 2:  U-plane packets flow information detection
Downlink
After RAN level PDU session setup is completed, NG-U may start to send admitted QoS flows packets of the PDU session to gNB according to the tunnel ID assigned by gNB. gNB need to check the QoS information included in the DL NG-U tunnel packet header, for the first DL arrived packets of some QoS flow, if no existing proper DRB is found, gNB may trigger a new DRB establishment for this new QoS flow packets transmission, and gNB may alternatively update a existing DRB configuration and send the QoS flow packets through this DRB, and for the following arrival QoS flow packets, gNB may aggregate them to the same DRB as former QoS flow packets.

Uplink

The UL QoS flow packets are sent to gNB through default DRB or dedicated DRB, and gNB is able to completely control the UL flow to DRB mapping rule in UL. Several QoS flow packets may be aggregated in the same DRB, and thus gNB may need to classify the DRB packets according to the flow information included in the Layer2 packet header of air interface. If only one UL QoS flow is allowed for one specific DRB, and flow information is not needed in Layer2 packet header at air interface, gNB can determine the flow belonging according to the stored 1-to-1 mapping relationship between flow and RB. According to the belonging relation with the target flow and target PDU session, gNB encapsulate the received packets with proper NG-U packet header and forward it to the target NG-U node of the PDU session.
1.4 New flow QoS profile addition 
In this section we will take a NG-C initiate new flow profile addition procedure as an example to explain how new QoS flow profiles are added to RAN PDU session context. This procedure can be regarded as the component of “session management” function, which updates QoS profiles in PDU session context of UE.
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Figure 3:  CN initiated new flow QoS profile addition
Step1. When UE or application function in network initiate a new service flow activation procedure, a new QoS flow profile may be added to an existing RAN level PDU session context. For UE initiated new service flow activation, we assume a premised NAS procedure is used to trigger CN authorization on the new service flow. 
Step2. After the new service flow is authorized by CN, NG-C may send a new QoS profile addition request to RAN to add new flow profile to PDU session context of UE. 
Step3. If gNB admits this new QoS profile, gNB sends an indication to CN. 
After the new QoS flow is admitted by gNB, gNB may trigger a new DRB establishment for this new QoS flow, or update an existing DRB configuration and the new QoS flow will be aggregated to this existing DRB. 

1.5 Flow QoS profile removal
In this section we take a gNB initiated flow profile removal procedure as an example to explain how QoS flow profiles are removed from RAN PDU session context. This procedure can be regarded as the component of “session management” function, which updates QoS profiles in PDU session context of UE.
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Figure 4:  gNB initiated new flow QoS profile addition
Step1. gNB may decides to remove flow profiles with the purpose of saving radio resource or relieve congestion at air interface. 
Step2. gNB indicate the target QoS profile ID and PDU session ID to NG-C for removal.

Step3. NG-C initiates flow profile removal procedure by sending flow profile removal command to gNB.

Step4.  After the flow profile is removed from PDU session context of UE, gNB sends flow profile removal complete to NG-C.
In parallel, gNB may release the resource reserved for the flow by triggering DRB release or DRB configuration update procedure at air interface.
3 Conclusion

In light of analysis in section 2 of NextGen QoS framework impact on RAN, we propose capturing the following content in [3] QoS section.
//********** TR 38.801 modification **********
11
QoS
New procedures and functions are needed for RAN to enable the NextGen QoS framework agreed by SA2, and some procedures can be regarded as components of new “Session management” function
· RAN level PDU session setup
· U-plane flow information detection

· New flow QoS profile addition

· Flow QoS profile removal 
11.1 RAN level PDU session setup 
RAN level PDU session setup procedure is used to create per UE per PDU session context at gNB, and the authorized QoS profiles of PDU session are pushed to RAN. It can be regarded as component of the new “session management” function.
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Step1. After UE has attached to NextGen CN a NAS level PDU session setup procedure may be initiated. 
Step2. In parallel with NAS level PDU session setup procedure. NG-C may pull a group of authorized QoS profiles for this PDU session to RAN through RAN level PDU session setup procedure and also NG-C will send the per PDU session assigned U-plane tunnel ID to RAN. According to session management framework agreed by SA2 captured in [1] that “The User Plane format in NextGen on NG3 shall at least support per PDU Session tunnelling, as described in clause 6.4.10”.
Step3. After receiving authorized QoS profiles from CN, gNB should execute admission control on the authorized QoS profiles and indicate the admitted QoS profiles to CN and also gNB sends the per PDU session assigned U-plane tunnel ID to CN.
Step4. After RAN level PDU session is setup at gNB, gNB will trigger DRB establishment at air interface. At least a default DRB should be established at this moment and the default DRB can work in a “match-all” manner, any UL and DL flow packets can be transmitted through it.
11.2 U-plane packets flow information detection
Basically the U-plane packets flow information detection function may impact the DRB management function at air interface and flow packets classification at NG-U. And we will analyze the impact in Uplink and Downlink respectively.
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Downlink

After RAN level PDU session setup is completed, NG-U may start to send admitted QoS flows packets of the PDU session to gNB according to the tunnel ID assigned by gNB. gNB need to check the QoS information included in the DL NG-U tunnel packet header, for the first DL arrived packets of some QoS flow, if no existing proper DRB is found, gNB may trigger a new DRB establishment for this new QoS flow packets transmission, and gNB may alternatively update a existing DRB configuration and send the QoS flow packets through this DRB, and for the following arrival QoS flow packets, gNB may aggregate them to the same DRB as former QoS flow packets.

Uplink

The UL QoS flow packets are sent to gNB through default DRB or dedicated DRB, and gNB is able to completely control the UL flow to DRB mapping rule in UL. Several QoS flow packets may be aggregated in the same DRB, and thus gNB may need to classify the DRB packets according to the flow information included in the Layer2 packet header of air interface. If only one UL QoS flow is allowed for one specific DRB, and flow information is not needed in Layer2 packet header at air interface, gNB can determine the flow belonging according to the stored 1-to-1 mapping relationship between flow and RB. According to the belonging relation with the target flow and target PDU session, gNB encapsulate the received packets with proper NG-U packet header and forward it to the target NG-U node of the PDU session.
11.3 New flow QoS profile addition 
In this section we will a NG-C initiate new flow profile addition procedure as an example to explain how new QoS flow profiles are added to RAN PDU session context. This procedure can be regarded as the component of “session management” function, which updates QoS profiles in PDU session context of UE.
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Step1. When UE or application function in network initiate a new service flow activation procedure, a new QoS flow profile may be added to an existing RAN level PDU session context. For UE initiated new service flow activation, we assume a premised NAS procedure is used to trigger CN authorization on the new service flow. 

Step2. After the new service flow is authorized by CN, NG-C may send a new QoS profile addition request to RAN to add new flow profile to PDU session context of UE. 
Step3. If gNB admits this new QoS profile, gNB sends an indication to CN. 

After the new QoS flow is admitted by gNB, gNB may trigger a new DRB establishment for this new QoS flow, or update an existing DRB configuration and the new QoS flow will be aggregated to this existing DRB.  

11.4 Flow QoS profile removal 
In this section we take a gNB initiated flow profile removal procedure as an example to explain how QoS flow profiles are removed from RAN PDU session context. This procedure can be regarded as the component of “session management” function, which updates QoS profiles in PDU session context of UE.
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Step1. gNB may decides to remove flow profiles with the purpose of saving radio resource or relieve congestion at air interface. 

Step2. gNB indicate the target QoS profile ID and PDU session ID to NG-C for removal.

Step3. NG-C  initiate flow profile removal procedure by sending flow profile removal command to gNB.

Step4.  After the flow profile is removed from PDU session context of UE, gNB sends  flow profile removal complete to NG-C.
In parallel, gNB may release the resource reserved for the flow by triggering DRB release or DRB configuration update procedure at air interface.
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