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1
Introduction
At RAN3#92, the discussion on the inter-eNB HO without WT change progressed and draft CRs for stage-2 and stage-3 has been endorsed [1-3]. According to [1], the source eNB includes LWA information in the HO request, then the target eNB may attempt WT addition procedure and once it completes, the target responds to the source with HO acknowledgement, and also provides LWA configuration. Therefore, what is left to be decided, is:
· The next steps of the HO procedure

· Information to be exchanged:

· The content of the LWA information to be provided to the target

· The content of the LWA configuration to be returned to the source

· The UE ID information that the target shall provide to the WT to enable context identification

In this paper we consider these points.
2
Discussion
2.1
Complete HO procedure
The procedure has already been reviewed in [4]. The key technical proposal from this paper, i.e. that the WT addition at the target should happen during the HO procedure, has already been accepted in the baseline CR [3]. 
The other problem mentioned there is the UL traffic. The principles of the UL data over eLWA are still under discussion in RAN2, but nonetheless, enabling UL data is one of the objectives of the WI and therefore RAN3 shall consider such option in the HO procedure. And one of the challenges of the UL data transfer, as explained in [4], is the switching of the PDCP ciphering – the WT has a bearer set up to both, the target and the source eNBs, but it does not know when the UE receives the HO command in the RRC reconfiguration and switches the PDCP context from the source to the target.
To solve it, two options were considered at the last meeting: explicit indication of the PDCP ciphering in the LWAAP header, which would tell the WT where the PCU is to be routed, or a quick release of the bearer toward the source. During the discussion in RAN2, yet another option was considered: to give up the PDCP ciphering altogether. An LS was sent to get SA3’s opinion on the topic, but SA3 has declared this infeasible [5]

Yet another perspective is created in the discussion on the mobility enhancements. Some solutions considered for the “make before break” assume the UE may use the PDCP contexts from the source and from the target in parallel. If this is eventually allowed, the problem would also be solved, at least partially – the UE could keep using the source’s PDCP ciphering as long as it is needed (to solve it completely, the PDCP key indicator in LWAAP would be very helpful). In that case, too soon release of the bearer between the source and the target could break the data flow over LWA and thus minimise the gain from the mobility enhancement.

Currently, the most realistic scenario is the one with a single PDCP context in the UE. To handle this typical case, the source shall be allowed to release the tunnel about the same time as it sends the RRC Reconfiguration with the HO command to the UE. But having all the possible development presented above in mind, it is not desirable to fix in the standard the exact moment the source must release the tunnel toward the WT. Depending on the situation and the UE capabilities, it may be beneficial to do it sooner, or later.

Proposal 1: The description of the HO procedure without WT change in the stage-2 should offer the source eNB flexibility concerning the moment the tunnel to the WT is released.
Other steps of the HO procedure do not seem to be disputable: once the UE synchronises with the target cell, it may start using the LWA connection with the old WLAN key. This key should then be changed based on the information provided to the UE from the target eNB, which is likely to happen after the HO procedure is completed (i.e. after the target eNB sends to the source eNB the UE Context Release). 
All the message and data flow, including possible UL data traffic, is presented in the Figure 1 at the end of this paper.

2.2
Information to be exchanged
In order to enable the target eNB to decide if it is to enable a HO without breaking the LWA connection, the source eNB must first inform the target eNB the LWA is activated for the UE that is about to be handed over. Also, it must inform which WT is used. This is the fundamental information that must be provided in the HO Request message, but can be combined: presence of the WT ID in the HO request may be the indicator the LWA is used.
The next mandatory information is the UE identity. There are two possibilities: UE ID (MAC address), which is mandatory in the WT Addition message anyway, or the WT UE XwAP ID, which would need to be added to the WT addition. The latter corresponds to the DC solution, but in case of LWA, the way it is defined make it unique within an interface endpoint of a node, not within the whole node. This is likely a misunderstanding but this should be clarified in the relevant standards. Otherwise, the source eNB ID must be provided, too.

Technically both options, i.e. MAC address and the WT UE XwAP ID, will do, but using the WT UE XwAP ID has some advantages: formally, as explained above, it corresponds to the solution adopted in DC; technically, which is more important, it provides clearer information to the WT that the addition request is related to a HO. One can imagine a scenario, where the UE disconnects from LWA during the HO and the WT releases the UE context. If it then receives addition request from the target eNB with the MAC address only, it may consider it as a new request (and to create a new unnecessary context); if the WT UE XwAP ID is present, it is clear it is a HO-related addition and the WT may fail it. This will enable the target to be informed the LWA has been broken.
This will respond to the concerns raised in [6], that the last WLAN status needs to be signalled to the target eNB exactly to detect loss of LWA connectivity immediately before the HO. One may observe that using the WT UE XwAP ID is actually even better, because it enables detection of connectivity loss not only before, but also during the HO.

Observation 1: Currently, the UE XwAP ID is defined so that it is surely unique per the Xw interface entity within the eNB or the WT. Uniqueness within a node is up to implementation. 
Observation 2: Both, the UE ID (the MAC address) and the WT UE XwAP ID (possibly combined with the source eNB ID) enable the WT to match the request with existing context. However, using the WT UE XwAP ID enable better handling of the case of connectivity loss, so that no other information is needed.
In addition to the above, the source could help the target in the Mobility Set formulation by providing the Mobility Set the UE is configured with in the source. Since the coverage of some of the APs may span across cell borders, such information could help the target to include these APs in the new set and thus to avoid immediate reconfiguration, when the UE starts reporting to the target.
Proposal 2: The source eNB shall provide the target eNB with following information, when initiating the HO procedure for a UE with active LWA configuration: WT ID, WT UE XwAP ID used at the source and the MS used in the source.
When the target eNB responds to the source eNB, the most important information is if the LWA connectivity will be maintained at the target. As observed in [7], the existing DC flag could be reused, but in future it may disable the combination of DC and LWA for the same UE. The alternative is either a separate flag for LWA, or explicit signalling of the LWA configuration (i.e. outside of the RRC transparent container), presence of which in the HO acknowledgement would serve as the LWA flag. The latter approach would, however, be different than the DC operation. Therefore, a new flag may be better way forward, though its final acceptable should be postponed until RAN2 agrees to extend the RRC transparent container.
Proposal 3: A new “UE LWA Context Kept Indicator” flag should be tentatively added to the HO REQ ACK message. 
Before the target eNB acknowledges the HO request, it attempts to add the corresponding LWA bearer to the WT. As discussed above, both, the new WT UE XwAP ID offers some gain over the existing UE ID (MAC address): the target may be informed about lost LWA connectivity at the WT (which would be even clearer thanks to the cause value – e.g. existing “Radio Connection With UE Lost” would fit here very well).
One point discussed at RAN3 #92 is the treatment of the mandatory UE ID, if the WT UE XwAP ID is present, too. Obviously, both can be used, but it forces the WT to handle situation is they do not match. Also, both would need to be provided from the source. To simplify the signalling and WT implementation, only one, the WT UE XwAP ID, should be used in case of a HO-related addition. 

Proposal 4: Adding the WT UE XwAP ID to the WT addition would enable the WT to identify existing UE context and additionally to recognise a HO-related addition request. In order to facilitate the WT implementation, the MAC-based UE ID should be ignored, if the WT UE XwAP ID is present. If the specification is not changed to clarify that the WT UE XwAP ID is unique within the node, then the source eNB ID should be added to the addition request, too.
Therefore, the complete list of the information to be added / modified is as follows:

1) HO Request:

a. WT ID 

b. WT UE XwAP ID
c. Mobility Set

2) HO acknowledgement

a. UE LWA Context Kept Indicator
b. LWA configuration (likely part of the RRC transparent container)

3) WT Addition

a. WT UE XwAP ID
b. If the WT UE XwAP ID is present, the existing UE ID shall be ignored

c. Source eNB ID, unless the UE XwAP ID is confirmed to be unique within the relevant logical nodes
3
Conclusions

In this paper, we’ve completed the procedure for the inter-eNB HO without WT change, based on the agreements made at RAN3 #92. This allowed us also to identify the information that needs to be exchanged in the procedure and therefore which needs to be added. This is summarised in the following proposals:
1. The description of the HO procedure without WT change in the stage-2 should offer the source eNB flexibility concerning the moment the tunnel to the WT is released.
2. The source eNB shall provide the target eNB with following information, when initiating the HO procedure for a UE with active LWA configuration: WT ID, WT UE XwAP ID used at the source and the MS used in the source.
3. A new “UE LWA Context Kept Indicator” flag should be tentatively added to the HO REQ ACK message.
4. Adding the WT UE XwAP ID to the WT addition would enable the WT to identify existing UE context and additionally to recognise a HO-related addition request. In order to facilitate the WT implementation, the MAC-based UE ID should be ignored, if the WT UE XwAP ID is present. If the specification is not changed to clarify that the WT UE XwAP ID is unique within the node, then the source eNB ID should be added to the addition request, too.
Based on the above, we also propose to agree the already complete stage-2 and stage-3 CRs, as proposed in [8-10], which are made assuming the clarifications in [11-14] can be agreed, too.
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Figure 1: LWA addition during the HO with UL interruption.

