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8.2.1.2
Successful Operation
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Figure 8.2.1.2-1: Handover Preparation, successful operation

The source eNB initiates the procedure by sending the HANDOVER REQUEST message to the target eNB. When the source eNB sends the HANDOVER REQUEST message, it shall start the timer TRELOCprep. 

The allocation of resources according to the values of the Allocation and Retention Priority IE included in the E-RAB Level QoS Parameters IE shall follow the principles described for the E-RAB Setup procedure in TS 36.413 [4].
The source eNB may include in the GUMMEI IE any GUMMEI corresponding to the source MME node.

If at least one of the requested non-GBR E-RABs is admitted to the cell indicated by the Target Cell ID IE, the target eNB shall reserve necessary resources, and send the HANDOVER REQUEST ACKNOWLEDGE message back to the source eNB. The target eNB shall include the E-RABs for which resources have been prepared at the target cell in the E-RABs Admitted List IE. The target eNB shall include the E-RABs that have not been admitted in the E-RABs Not Admitted List IE with an appropriate cause value.

At reception of the HANDOVER REQUEST message the target eNB shall:
-
prepare the configuration of the AS security relation between the UE and the target eNB by using the information in the UE Security Capabilities IE and the AS Security Information IE in the UE Context Information IE.
For each E-RAB for which the source eNB proposes to do forwarding of downlink data, the source eNB shall include the DL Forwarding IE within the E-RABs To be Setup Item IE of the HANDOVER REQUEST message. For each E-RAB that it has decided to admit, the target eNB may include the DL GTP Tunnel Endpoint IE within the E-RABs Admitted Item IE of the HANDOVER REQUEST ACKNOWLEDGE message to indicate that it accepts the proposed forwarding of downlink data for this bearer. This GTP tunnel endpoint may be different from the corresponding GTP TEID IE in the E-RAB To Be Switched in Downlink List IE of the PATH SWITCH REQUEST message (see TS 36.413 [4]) depending on implementation choice.

For each bearer in the E-RABs Admitted List IE, the target eNB may include the UL GTP Tunnel Endpoint IE to indicate that it requests data forwarding of uplink packets to be performed for that bearer.

Upon reception of the HANDOVER REQUEST ACKNOWLEDGE message the source eNB shall stop the timer TRELOCprep, start the timer TX2RELOCoverall and terminate the Handover Preparation procedure. The source eNB is then defined to have a Prepared Handover for that X2 UE-associated signalling.

If the Trace Activation IE is included in the HANDOVER REQUEST message then the target eNB shall, if supported, initiate the requested trace function as described in TS 32.422 [6]. In particular, the target eNB shall, if supported:

-
if the Trace Activation IE does not include the MDT Configuration IE, initiate the requested trace session as described in TS 32.422 [6];

-
if the Trace Activation IE includes the MDT Activation IE, within the MDT Configuration IE, set to “Immediate MDT and Trace” initiate the requested trace session and MDT session as described in TS 32.422 [6];

-
if the Trace Activation IE includes the MDT Activation IE, within the MDT Configuration IE, set to “Immediate MDT Only” initiate the requested MDT session as described in TS 32.422 [6] and the target eNB shall ignore Interfaces To Trace IE, and Trace Depth IE;

-
if the Trace Activation IE includes the MDT Location Information IE, within the MDT Configuration IE, store this information and take it into account in the requested MDT session;

-
if the Trace Activation IE includes the Signalling based MDT PLMN List IE, within the MDT Configuration IE, the eNB may use it to propagate the MDT Configuration as described in TS 37.320 [31].

If the Management Based MDT Allowed IE only or the Management Based MDT Allowed IE and the Management Based MDT PLMN List IE is contained in the HANDOVER REQUEST message, the target eNB shall, if supported, store the received information in the UE context, and use this information to allow subsequent selection of the UE for management based MDT defined in TS 32.422 [6].

If the Masked IMEISV IE is contained in the HANDOVER REQUEST message the target eNB shall, if supported, use it to determine the characteristics of the UE for subsequent handling.

The source eNB shall, if supported and available in the UE context, include the Management Based MDT Allowed IE and the Management Based MDT PLMN List IE in the HANDOVER REQUEST message, except if the source eNB selects a serving PLMN in the target eNB which is not included in the Management Based MDT PLMN List. If the Management Based MDT PLMN List IE is not present, the source eNB shall, if supported, include the Management Based MDT Allowed IE, if this information is available in the UE context, in the HANDOVER REQUEST message, except if the source eNB selects a serving PLMN in the target eNB different from the serving PLMN in the source eNB.

If the Handover Restriction List IE is

-
contained in the HANDOVER REQUEST message, the target eNB shall

-
store the information received in the Handover Restriction List IE in the UE context;

-
use this information to determine a target for the UE during subsequent mobility action for which the eNB provides information about the target of the mobility action towards the UE, except when one of the E-RABs has a particular ARP value (TS 23.401 [12]) in which case the information shall not apply;

-
use this information to select a proper SCG during dual connectivity operation.

-
not contained in the HANDOVER REQUEST message, the target eNB shall consider that no roaming and no access restriction apply to the UE.

If the Location Reporting Information IE is included in the HANDOVER REQUEST message then the target eNB should initiate the requested location reporting functionality as defined in TS 36.413 [4].

If the SRVCC Operation Possible IE is included in the HANDOVER REQUEST message, the target eNB shall store the content of such IE in the UE context and use it as defined in TS 23.216 [20].
If the UE Security Capabilities IE included in the HANDOVER REQUEST message only contains the EIA0 algorithm as defined in TS 33.401 [18] and if this EIA0 algorithm is defined in the configured list of allowed integrity protection algorithms in the eNB (TS 33.401 [18]), the eNB shall take it into use and ignore the keys received in the AS Security Information IE.
The HANDOVER REQUEST message shall contain the Subscriber Profile ID for RAT/Frequency priority IE, if available.

If the Subscriber Profile ID for RAT/Frequency priority IE is contained in the HANDOVER REQUEST message, the target eNB shall store this information and the target eNB should use the information as defined in TS 36.300 [15].
Upon reception of UE History Information IE in the HANDOVER REQUEST message, the target eNB shall collect the information defined as mandatory in the UE History Information IE and shall, if supported, collect the information defined as optional in the UE History Information IE, for as long as the UE stays in one of its cells, and store the collected information to be used for future handover preparations.

Upon reception of the UE History Information from the UE IE in the HANDOVER REQUEST message, the target eNB shall, if supported, store the collected information to be used for future handover preparations.

If the Mobility Information IE is provided in the HANDOVER REQUEST message, the target eNB shall, if supported, store this information and use it as defined in TS 36.300 [15]. The target eNB shall, if supported, store the C-RNTI of the source cell received in the HANDOVER REQUEST message.

If the Expected UE Behaviour IE is provided in the HANDOVER REQUEST message, the target eNB shall, if supported, store this information and may use it to determine the RRC connection time.

If the ProSe Authorized IE is contained in the HANDOVER REQUEST message and it contains one or more IEs set to "authorized", the eNB shall, if supported, consider that the UE is authorized for the relevant ProSe service(s). 

If the UE Context Reference at the SeNB IE is contained in the HANDOVER REQUEST message the target eNB may use it as specified in TS 36.300 [15]. In this case, the source eNB may expect the target eNB to include the UE Context Kept Indicator IE set to "True" in the HANDOVER REQUEST ACKNOWLEDGE message, which shall use this information as specified in TS 36.300 [15].
If the CSFB Indicator IE is contained in the HANDOVER REQUEST message, it indicates that the concerned UE Context is subject to CS Fallback. The target eNB shall, if supported, act as defined in TS 23.272 [31]. If the CS Fallback Indicator IE is set to “CS Fallback High Priority” and the Additional CS Fallback Indicator IE is not present and, in case the Handover Restriction List information that may exist in the UE context is applied, no suitable target is found, or if the CS Fallback Indicator IE is set to “CS Fallback High Priority” and the Additional CS Fallback Indicator IE is set to “no restriction”, the eNB shall consider that no roaming and no access restriction apply to the UE and process according to TS 23.272 [31].
<<<<<<<<<<<<<<<<<<<< Start of 3nd Change >>>>>>>>>>>>>>>>>>>>
9.1.1.1
HANDOVER REQUEST

This message is sent by the source eNB to the target eNB to request the preparation of resources for a handover.

Direction: source eNB ( target eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.13
	
	YES
	reject

	Old eNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated at the source eNB
	YES
	reject

	Cause
	M
	
	9.2.6
	
	YES
	ignore

	Target Cell ID
	M
	
	ECGI 

9.2.14
	
	YES
	reject

	GUMMEI
	M
	
	9.2.16
	
	YES
	reject

	UE Context Information
	
	1
	
	
	YES
	reject

	>MME UE S1AP ID
	M
	
	INTEGER (0..232 -1)
	MME UE S1AP ID allocated at the MME
	–
	–

	>UE Security Capabilities
	M
	
	9.2.29
	
	–
	–

	>AS Security Information
	M
	
	9.2.30
	
	–
	–

	>UE Aggregate Maximum Bit Rate
	M
	
	9.2.12
	
	–
	–

	>Subscriber Profile ID for RAT/Frequency priority
	O
	
	9.2.25
	
	–
	–

	>E-RABs To Be Setup List
	
	1
	
	
	–
	–

	>>E-RABs To Be Setup Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	ignore

	>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>E-RAB Level QoS Parameters
	M
	
	9.2.9
	Includes necessary QoS parameters
	–
	–

	>>>DL Forwarding 
	O
	
	9.2.5
	
	–
	–

	>>>UL GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.1
	SGW endpoint of the S1 transport bearer. For delivery of UL PDUs.
	–
	–

	>RRC Context
	M
	
	OCTET STRING
	Includes the RRC Handover Preparation Information message as defined in subclause 10.2.2 of TS 36.331 [9]
	–
	–

	>Handover Restriction List
	O
	
	9.2.3
	
	–
	–

	>Location Reporting Information
	O
	
	9.2.21
	Includes the necessary parameters for location reporting
	–
	–

	>Management Based MDT Allowed
	O
	
	9.2.59
	
	YES
	ignore

	>Management Based MDT PLMN List
	O
	
	MDT PLMN List

9.2.64
	
	YES
	ignore

	>CSFB Indicator
	O
	
	9.2.x
	Indicates that that a fallback to the CS domain is needed.
	YES
	reject

	>Additional CS Fallback Indicator
	C-ifCSFBhighpriority
	
	9.2.y
	
	YES
	ignore

	UE History Information
	M
	
	9.2.38
	Same definition as in TS 36.413 [4]
	YES
	ignore

	Trace Activation
	O
	
	9.2.2
	
	YES
	ignore

	SRVCC Operation Possible
	O
	
	9.2.33
	
	YES
	ignore

	CSG Membership Status
	O
	
	9.2.52
	
	YES
	reject

	Mobility Information
	O
	
	BIT STRING (SIZE (32))
	Information related to the handover; the source eNB provides it in order to enable later analysis of the conditions that led to a wrong HO.
	YES
	ignore

	Masked IMEISV
	O
	
	9.2.69
	
	YES
	ignore

	UE History Information from the UE
	O
	
	OCTET STRING
	VisitedCellInfoList contained in the UEInformationResponse message (TS 36.331 [9])
	YES
	ignore

	Expected UE Behaviour
	O
	
	9.2.70
	
	YES
	ignore

	ProSe Authorized
	O
	
	9.2.78
	
	YES
	ignore

	UE Context Reference at the SeNB
	O
	
	
	
	YES
	ignore

	>Global SeNB ID
	M
	
	Global eNB ID

9.2.22
	
	
	

	>SeNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated at the SeNB
	
	

	>SeNB UE X2AP ID Extension
	O
	
	Extended eNB UE X2AP ID

9.2.86
	Allocated at the SeNB
	
	

	Old eNB UE X2AP ID Extension
	O
	
	Extended eNB UE X2AP ID

9.2.86
	Allocated at the source eNB
	YES
	reject


	Range bound
	Explanation

	maxnoofBearers
	Maximum no. of E-RABs. Value is 256

	maxnoofMDTPLMNs
	PLMNs in the Management Based MDT PLMN list. Value is 16.


<<<<<<<<<<<<<<<<<<<< Start of 4th Change >>>>>>>>>>>>>>>>>>>>
9.2.x
CS Fallback Indicator

The IE indicates that a fallback to the CS domain is needed.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CS Fallback Indicator
	M
	
	ENUMERATED(CS Fallback required ,

CS Fallback High Priority, …)
	


9.2.y
Additional CS Fallback Indicator

The IE indicates whether the restrictions contained in the Handover Restriction List IE apply or not to the CS Fallback High Priority call.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Additional CS Fallback Indicator
	M
	
	ENUMERATED(no restriction, restriction, ...)
	


<<<<<<<<<<<<<<<<<<<< Start of 5th Change >>>>>>>>>>>>>>>>>>>>
9.3.4
PDU Definitions

-- **************************************************************

--

-- PDU definitions for X2AP.

--

-- **************************************************************

X2AP-PDU-Contents {

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

eps-Access (21) modules (3) x2ap (2) version1 (1) x2ap-PDU-Contents (1) }

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

-- **************************************************************

--

-- IE parameter types from other modules.

--

-- **************************************************************

IMPORTS


ABSInformation,


ABS-Status,


AS-SecurityInformation,


Cause,


CompositeAvailableCapacityGroup,


Correlation-ID,


COUNTvalue,


CellReportingIndicator,


CriticalityDiagnostics,


CRNTI,

CSGMembershipStatus,


CSG-Id,


DeactivationIndication,


DL-Forwarding,


DynamicDLTransmissionInformation,


ECGI,


E-RAB-ID,


E-RAB-Level-QoS-Parameters,


E-RAB-List,


EUTRANTraceID,


GlobalENB-ID,


GTPtunnelEndpoint,

GUGroupIDList,


GUMMEI,


HandoverReportType,


HandoverRestrictionList,


Masked-IMEISV,


InvokeIndication,


LocationReportingInformation,


MDT-Configuration,


ManagementBasedMDTallowed,


MDTPLMNList,


Neighbour-Information,


PCI,

PDCP-SN,


PLMN-Identity,


ReceiveStatusofULPDCPSDUs,


Registration-Request,


RelativeNarrowbandTxPower,


RadioResourceStatus,


RRCConnReestabIndicator,


RRCConnSetupIndicator,


UE-RLF-Report-Container,


RRC-Context,

ServedCell-Information,


ServedCells,


ShortMAC-I,


SRVCCOperationPossible,


SubscriberProfileIDforRFP,


TargetCellInUTRAN,


TargeteNBtoSource-eNBTransparentContainer,


TimeToWait,


TraceActivation,


TraceDepth,


TransportLayerAddress,


UEAggregateMaximumBitRate,

UE-HistoryInformation,


UE-HistoryInformationFromTheUE,


UE-S1AP-ID,


UESecurityCapabilities,

UE-X2AP-ID,

UL-HighInterferenceIndicationInfo,


UL-InterferenceOverloadIndication,


HWLoadIndicator,


S1TNLLoadIndicator,


Measurement-ID,


ReportCharacteristics,


MobilityParametersInformation,


MobilityParametersModificationRange,


ReceiveStatusOfULPDCPSDUsExtended,


COUNTValueExtended,


SubframeAssignment,


ExtendedULInterferenceOverloadInfo,


ExpectedUEBehaviour,


SeNBSecurityKey,


MeNBtoSeNBContainer,


SeNBtoMeNBContainer,


SCGChangeIndication,


CoMPInformation,


ReportingPeriodicityRSRPMR,


RSRPMRList,


UE-RLF-Report-Container-for-extended-bands,


ProSeAuthorized,


CoverageModificationList,


ReportingPeriodicityCSIR,


CSIReportList,


ReceiveStatusOfULPDCPSDUsPDCP-SNlength18,


COUNTvaluePDCP-SNlength18,


LHN-ID,


UE-ContextKeptIndicator,


UE-X2AP-ID-Extension,


SIPTOBearerDeactivationIndication,


TunnelInformation,


X2BenefitValue,

CSFallbackIndicator,


AdditionalCSFallbackIndicator
FROM X2AP-IEs


PrivateIE-Container{},


ProtocolExtensionContainer{},


ProtocolIE-Container{},


ProtocolIE-ContainerList{},


ProtocolIE-ContainerPair{},


ProtocolIE-ContainerPairList{},


ProtocolIE-Single-Container{},


X2AP-PRIVATE-IES,


X2AP-PROTOCOL-EXTENSION,


X2AP-PROTOCOL-IES,


X2AP-PROTOCOL-IES-PAIR

FROM X2AP-Containers


id-ABSInformation,


id-ActivatedCellList,


id-Cause,


id-CellInformation,


id-CellInformation-Item,


id-CellMeasurementResult,


id-CellMeasurementResult-Item,


id-CellToReport,


id-CellToReport-Item,


id-CompositeAvailableCapacityGroup,


id-CriticalityDiagnostics,


id-DeactivationIndication,


id-DynamicDLTransmissionInformation,


id-E-RABs-Admitted-Item,


id-E-RABs-Admitted-List,


id-E-RABs-NotAdmitted-List,


id-E-RABs-SubjectToStatusTransfer-List,


id-E-RABs-SubjectToStatusTransfer-Item,


id-E-RABs-ToBeSetup-Item,


id-GlobalENB-ID,


id-GUGroupIDList,


id-GUGroupIDToAddList,


id-GUGroupIDToDeleteList,


id-GUMMEI-ID,


id-Masked-IMEISV,


id-InvokeIndication,


id-New-eNB-UE-X2AP-ID,


id-Old-eNB-UE-X2AP-ID,


id-Registration-Request,


id-ReportingPeriodicity,


id-ServedCells,


id-ServedCellsToActivate,


id-ServedCellsToAdd,


id-ServedCellsToModify,


id-ServedCellsToDelete,


id-SRVCCOperationPossible,


id-TargetCell-ID,


id-TargeteNBtoSource-eNBTransparentContainer,


id-TimeToWait,


id-TraceActivation,


id-UE-ContextInformation,


id-UE-HistoryInformation,


id-UE-X2AP-ID,


id-Measurement-ID,


id-ReportCharacteristics,


id-ENB1-Measurement-ID,


id-ENB2-Measurement-ID,


id-ENB1-Cell-ID,


id-ENB2-Cell-ID,


id-ENB2-Proposed-Mobility-Parameters,


id-ENB1-Mobility-Parameters,


id-ENB2-Mobility-Parameters-Modification-Range,

id-FailureCellPCI,


id-Re-establishmentCellECGI,


id-FailureCellCRNTI,


id-ShortMAC-I,


id-SourceCellECGI,


id-FailureCellECGI,


id-HandoverReportType,


id-UE-RLF-Report-Container,


id-PartialSuccessIndicator,


id-MeasurementInitiationResult-List,


id-MeasurementInitiationResult-Item,


id-MeasurementFailureCause-Item,


id-CompleteFailureCauseInformation-List,


id-CompleteFailureCauseInformation-Item,


id-CSGMembershipStatus,


id-CSG-Id,


id-MDTConfiguration,


id-ManagementBasedMDTallowed,


id-ABS-Status,

id-RRCConnSetupIndicator,

id-RRCConnReestabIndicator,


id-TargetCellInUTRAN,

id-MobilityInformation,


id-SourceCellCRNTI,


id-ManagementBasedMDTPLMNList,


id-ReceiveStatusOfULPDCPSDUsExtended,


id-ULCOUNTValueExtended,


id-DLCOUNTValueExtended,


id-IntendedULDLConfiguration,


id-ExtendedULInterferenceOverloadInfo,


id-RNL-Header,


id-x2APMessage,


id-UE-HistoryInformationFromTheUE,


id-ExpectedUEBehaviour,


id-MeNB-UE-X2AP-ID,


id-SeNB-UE-X2AP-ID,


id-UE-SecurityCapabilities,


id-SeNBSecurityKey,


id-SeNBUEAggregateMaximumBitRate,


id-ServingPLMN,


id-E-RABs-ToBeAdded-List,


id-E-RABs-ToBeAdded-Item,


id-MeNBtoSeNBContainer,


id-E-RABs-Admitted-ToBeAdded-List,


id-E-RABs-Admitted-ToBeAdded-Item,


id-SeNBtoMeNBContainer,


id-ResponseInformationSeNBReconfComp,


id-UE-ContextInformationSeNBModReq,


id-E-RABs-ToBeAdded-ModReqItem,


id-E-RABs-ToBeModified-ModReqItem,


id-E-RABs-ToBeReleased-ModReqItem,


id-E-RABs-Admitted-ToBeAdded-ModAckList,


id-E-RABs-Admitted-ToBeModified-ModAckList,


id-E-RABs-Admitted-ToBeReleased-ModAckList,


id-E-RABs-Admitted-ToBeAdded-ModAckItem,


id-E-RABs-Admitted-ToBeModified-ModAckItem,


id-E-RABs-Admitted-ToBeReleased-ModAckItem,


id-SCGChangeIndication,


id-E-RABs-ToBeReleased-ModReqd,


id-E-RABs-ToBeReleased-ModReqdItem,


id-E-RABs-ToBeReleased-List-RelReq,


id-E-RABs-ToBeReleased-RelReqItem,


id-E-RABs-ToBeReleased-List-RelConf,


id-E-RABs-ToBeReleased-RelConfItem,


id-E-RABs-SubjectToCounterCheck-List,


id-E-RABs-SubjectToCounterCheckItem,


id-CoMPInformation,


id-ReportingPeriodicityRSRPMR,


id-RSRPMRList,


id-UE-RLF-Report-Container-for-extended-bands,


id-ProSeAuthorized,


id-CoverageModificationList,


id-ReportingPeriodicityCSIR,


id-CSIReportList,


id-ReceiveStatusOfULPDCPSDUsPDCP-SNlength18,


id-ULCOUNTValuePDCP-SNlength18,


id-DLCOUNTValuePDCP-SNlength18,


id-LHN-ID,


id-Correlation-ID,


id-SIPTO-Correlation-ID,


id-UE-ContextReferenceAtSeNB,


id-UE-ContextKeptIndicator,


id-New-eNB-UE-X2AP-ID-Extension,


id-Old-eNB-UE-X2AP-ID-Extension,


id-MeNB-UE-X2AP-ID-Extension,


id-SeNB-UE-X2AP-ID-Extension,


id-SIPTO-BearerDeactivationIndication,


id-Tunnel-Information-for-BBF,


id-SIPTO-L-GW-TransportLayerAddress,


id-GW-TransportLayerAddress,


id-X2RemovalThreshold,


id-CellReportingIndicator,

id-CSFallbackIndicator,


id-AdditionalCSFallbackIndicator,

maxCellineNB,

maxnoofBearers,


maxnoofPDCP-SN,

maxFailedMeasObjects,


maxnoofCellIDforMDT,


maxnoofTAforMDT

FROM X2AP-Constants;

-- **************************************************************

--

-- HANDOVER REQUEST

--

-- **************************************************************

HandoverRequest ::= SEQUENCE {


protocolIEs


ProtocolIE-Container
{{HandoverRequest-IEs}},


...

}

HandoverRequest-IEs X2AP-PROTOCOL-IES ::= {


{ ID id-Old-eNB-UE-X2AP-ID



CRITICALITY reject
TYPE UE-X2AP-ID






PRESENCE mandatory}|


{ ID id-Cause






CRITICALITY ignore
TYPE Cause







PRESENCE mandatory}|


{ ID id-TargetCell-ID




CRITICALITY reject
TYPE ECGI







PRESENCE mandatory}|


{ ID id-GUMMEI-ID





CRITICALITY reject
TYPE GUMMEI







PRESENCE mandatory}|


{ ID id-UE-ContextInformation


CRITICALITY reject
TYPE UE-ContextInformation



PRESENCE mandatory}|


{ ID id-UE-HistoryInformation


CRITICALITY ignore
TYPE UE-HistoryInformation



PRESENCE mandatory}|


{ ID id-TraceActivation




CRITICALITY ignore
TYPE TraceActivation




PRESENCE optional}|


{ ID id-SRVCCOperationPossible


CRITICALITY ignore
TYPE SRVCCOperationPossible



PRESENCE optional}|


{ ID id-CSGMembershipStatus



CRITICALITY reject
TYPE CSGMembershipStatus



PRESENCE optional}|


{ ID id-MobilityInformation



CRITICALITY ignore
TYPE MobilityInformation



PRESENCE optional}|


{ ID id-Masked-IMEISV




CRITICALITY ignore
TYPE Masked-IMEISV





PRESENCE optional}|


{ ID id-UE-HistoryInformationFromTheUE
CRITICALITY ignore
TYPE UE-HistoryInformationFromTheUE
PRESENCE optional}|


{ ID id-ExpectedUEBehaviour



CRITICALITY ignore
TYPE ExpectedUEBehaviour



PRESENCE optional}|


{ ID id-ProSeAuthorized




CRITICALITY ignore
TYPE ProSeAuthorized




PRESENCE optional}|


{ ID id-UE-ContextReferenceAtSeNB

CRITICALITY ignore
TYPE UE-ContextReferenceAtSeNB


PRESENCE optional}|


{ ID id-Old-eNB-UE-X2AP-ID-Extension
CRITICALITY reject
TYPE UE-X2AP-ID-Extension



PRESENCE optional},


...

}

UE-ContextInformation ::= SEQUENCE {


mME-UE-S1AP-ID





UE-S1AP-ID,


uESecurityCapabilities



UESecurityCapabilities,


aS-SecurityInformation



AS-SecurityInformation,


uEaggregateMaximumBitRate


UEAggregateMaximumBitRate,


subscriberProfileIDforRFP


SubscriberProfileIDforRFP

OPTIONAL,


e-RABs-ToBeSetup-List



E-RABs-ToBeSetup-List,


rRC-Context






RRC-Context,


handoverRestrictionList



HandoverRestrictionList

OPTIONAL,


locationReportingInformation

LocationReportingInformation
OPTIONAL,


iE-Extensions





ProtocolExtensionContainer { {UE-ContextInformation-ExtIEs} } OPTIONAL,


...

}

UE-ContextInformation-ExtIEs X2AP-PROTOCOL-EXTENSION ::= {

{ ID id-ManagementBasedMDTallowed
CRITICALITY ignore
EXTENSION ManagementBasedMDTallowed

PRESENCE optional }|

{ ID id-ManagementBasedMDTPLMNList
CRITICALITY ignore
EXTENSION MDTPLMNList




PRESENCE optional }|
{ ID id-CSFallbackIndicator


CRITICALITY reject
TYPE CSFallbackIndicator



PRESENCE optional}|
{ ID id-AdditionalCSFallbackIndicator
CRITICALITY ignore
TYPE AdditionalCSFallbackIndicator
PRESENCE conditional},


...

}

E-RABs-ToBeSetup-List ::= SEQUENCE (SIZE(1..maxnoofBearers)) OF ProtocolIE-Single-Container { {E-RABs-ToBeSetup-ItemIEs} }

E-RABs-ToBeSetup-ItemIEs 
X2AP-PROTOCOL-IES ::= {


{ ID id-E-RABs-ToBeSetup-Item
 CRITICALITY ignore 
TYPE E-RABs-ToBeSetup-Item 
PRESENCE mandatory },


...

}

E-RABs-ToBeSetup-Item ::= SEQUENCE {


e-RAB-ID




E-RAB-ID,


e-RAB-Level-QoS-Parameters

E-RAB-Level-QoS-Parameters,

dL-Forwarding




DL-Forwarding












OPTIONAL,

uL-GTPtunnelEndpoint


GTPtunnelEndpoint,


iE-Extensions




ProtocolExtensionContainer { {E-RABs-ToBeSetup-ItemExtIEs} } OPTIONAL,


...

}

E-RABs-ToBeSetup-ItemExtIEs X2AP-PROTOCOL-EXTENSION ::= {


...

}

MobilityInformation ::= BIT STRING (SIZE(32))

UE-ContextReferenceAtSeNB ::= SEQUENCE {


source-GlobalSeNB-ID

GlobalENB-ID,


seNB-UE-X2AP-ID



UE-X2AP-ID,


seNB-UE-X2AP-ID-Extension
UE-X2AP-ID-Extension,


iE-Extensions



ProtocolExtensionContainer { {UE-ContextReferenceAtSeNB-ItemExtIEs} } OPTIONAL,


...

}

UE-ContextReferenceAtSeNB-ItemExtIEs X2AP-PROTOCOL-EXTENSION ::= {


...

}

<<<<<<<<<<<<<<<<<<<< Start of 5th Change >>>>>>>>>>>>>>>>>>>>
9.3.5
Information Element definitions

-- **************************************************************

--

-- Information Element Definitions

--

-- **************************************************************

X2AP-IEs {

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

eps-Access (21) modules (3) x2ap (2) version1 (1) x2ap-IEs (2) }

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

********************skip unchanged part*********************

CRNTI ::= BIT STRING (SIZE (16))
CSGMembershipStatus ::= ENUMERATED { 


member,


not-member

}

CSFallbackIndicator ::= ENUMERATED { 


cs-fallback-required,


cs-fallback-high-priority,


... 

}

AdditionalCSFallbackIndicator ::= ENUMERATED { 


no-restriction,


restriction,


...

}

CSG-Id ::= BIT STRING (SIZE (27))

CSIReportList ::= SEQUENCE (SIZE(1..maxUEReport)) OF


SEQUENCE {



uEID






UEID,



cSIReportPerCSIProcess


CSIReportPerCSIProcess, 



iE-Extensions




ProtocolExtensionContainer { { CSIReportList-ExtIEs} } OPTIONAL,



...


}

CSIReportList-ExtIEs X2AP-PROTOCOL-EXTENSION ::= {


...

}

CSIReportPerCSIProcess ::= SEQUENCE (SIZE(1.. maxCSIProcess)) OF


SEQUENCE {



cSIProcessConfigurationIndex
INTEGER (1..7, ...),



cSIReportPerCSIProcessItem

CSIReportPerCSIProcessItem, 



iE-Extensions




ProtocolExtensionContainer { { CSIReportPerCSIProcess-ExtIEs} } OPTIONAL,



...


}

CSIReportPerCSIProcess-ExtIEs X2AP-PROTOCOL-EXTENSION ::= {


...

}

CSIReportPerCSIProcessItem ::= SEQUENCE (SIZE(1.. maxCSIReport)) OF


SEQUENCE {



rI







INTEGER (1..8, ...),



widebandCQI





WidebandCQI, 



subbandSize





SubbandSize,



subbandCQIList




SubbandCQIList
OPTIONAL,



iE-Extensions




ProtocolExtensionContainer { { CSIReportPerCSIProcessItem-ExtIEs} } OPTIONAL,



...


}

CSIReportPerCSIProcessItem-ExtIEs X2AP-PROTOCOL-EXTENSION ::= {


...

}

CyclicPrefixDL ::= ENUMERATED { 


normal,


extended,


...

}

CyclicPrefixUL ::= ENUMERATED { 


normal,


extended,


...

}

-- D

<<<<<<<<<<<<<<<<<<<<End of Change >>>>>>>>>>>>>>>>>>>>
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