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1   Introduction
In the last meeting RAN3 agreed to add a new authorization IE for V2V services, but how to name the IE and encode it need FFS.
Agreement and Working Assumption on Authorization:

· Agreement: Authorization shall be signaled by the MME for V2V same as ProSe (new IE)

· Working Assumption: RAN3 understands PLMN management should be like ProSe (unless SA2/RAN2 decides other way)
Open issue on the agreement above: 
· On how to name the new IE and encode it, for which the following point should be taken into consideration: 

· on whether the authorization is related to the transmit UE or not

In this contribution, we will analyze how to define the authorization IE format.
2   Discussion

In TR 22.885[1], the vehicular communications services are represented by the term “V2X services”, which can be further divided intoV2V, V2I, V2P and V2N service(s). Vehicle UE, UE type RSU and pedestrian UE are the three main terminal types among V2X services. It should be noted that: as the descriptions of V2I and V2P recorded in [1] shown below, the term “V2X” doesn’t distinguish transmission part and reception part, i.e., the messages sent from RSU or pedestrian also belong to the V2X services.

	4.3
Vehicle-to-Infrastructure (V2I)
The UE supporting V2I applications sends application layer information to RSU. RSU sends application layer information to a group of UEs or a UE supporting V2I applications. 

	4.4
Vehicle-to-Pedestrian (V2P)
The UE supporting V2P applications transmits application layer information. Such information can be broadcast by a vehicle with UE supporting V2X Service (e.g., warning to pedestrian), and/or by a pedestrian with UE supporting V2X Service (e.g., warning to vehicle).


Observation:  “V2X services” is a general term of vehicular communications services, which doesn’t distinguish transmission part and reception part. Vehicle UE, UE type RSU and pedestrian UE are the three main terminal types.
As refers to TR 22.885, these three V2X terminal types all required to be authorized by network in SA1:
	4.2
 Vehicle-to-Vehicle (V2V)

E-UTRAN allows such UEs that are in proximity of each other to exchange V2V-related information using E-UTRA(N) when permission, authorisation and proximity criteria are fulfilled. The proximity criteria can be configured by the MNO. However, UEs supporting V2V Service can exchange such information when served by or not served by E-UTRAN which supports V2X Service.

	5.19
V2X by UE-type RSU
5.19.1
Description

This use case describes the scenario where UE supporting V2X discovers and communicates with UE-type RSU. 
5.19.5
Potential Requirements

[PR.5.19.5-001] 
The 3GPP Network shall be able to provide means for MNO to authorise UE-type RSU.

	4.4
Vehicle-to-Pedestrian (V2P)

E-UTRAN allows such UEs that are in proximity of each other to exchange V2P-related information using E-UTRAN when permission, authorisation and proximity criteria are fulfilled.


For our point, it may beneficial for network to define separate authorization IEs for these three terminal types as they have different traffic characteristics. For instance, the vehicle UE needs transmit V2X messages frequently to keep road safety, the UE type RSU needs to perform more message processing and data forwarding, and the pedestrian UE needs to consider power saving. 
In the WID [3], it was said that “…..This work should consider extension to V2I/V2P. This work should also consider progress in SA WGs.”, however, in the current WI, it was agreed to only focus on V2V services and only scenario 1 is considered, thus only vehicle UE needs to be authorized in this WI as the V2V services in scenario 1 not related to RSU and pedestrian. 
Considering the trade-off between the scope of current WI and the future extensibility, we suggest to define a V2X Authorized IE as an extensible list of enumerated-type IEs on S1AP [4] and X2AP [5], which is similar with ProSe services, and only capture Vehicle UE IE in it in current WI. This format is flexible as it can be extended to support the authorization for UE type RSU and/or pedestrian UE in the future if needed.
X.x.xx
V2X Authorized

This IE provides information on the authorization status of the UE for V2X services.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Vehicle UE
	O
	
	ENUMERATED (authorized, not authorized, ...)
	Indicates whether the UE is authorized to act as Vehicle UE.


Proposal: Define a V2X Authorized IE as an extensible list of enumerated-type IEs on S1AP [3] and X2AP [4], and only capture Vehicle UE IE in it in current WI.
3   Conclusion
In this contribution, we discussed how to define the authorization IE for V2V services, the observation and proposal are:
Observation:  “V2X services” is a general term of vehicular communications services, which doesn’t distinguish transmission part and reception part. Vehicle UE, UE type RSU and pedestrian UE are the three main terminal types need to be considered.

Proposal: Define a V2X Authorized IE as an extensible list of enumerated-type IEs on S1AP [2] and X2AP [3], and only capture Vehicle UE IE in it in current WI.
The corresponding S1AP and X2AP CRs are provided in [4] and [5], and a draft LS to other groups in [6]
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