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1
Introduction
This contribution analyses the impact to RAN3 regarding the new WI “eMBMS enhancements for LTE”.
2
Detailed analysis
The new WI ([1]) described following work for RAN3:

f. Solutions where a UE can receive the TV transport service without being authenticated (RAN1, RAN2, RAN3)

Before analyze it, it is worthy to summarize current authentication mechanism for MBMS. The authentication mechanism is described in SA3 specification TS33.246 ([2]). The authentication of the user to the BM-SC uses HTTP digest with bootstrapped security.

· Bootstrap

TS 33.220 [6] GBA (Generic Bootstrapping Architecture) is used to agree keys that are needed to run an MBMS User Service. The GBA procedure is transparent to the eNB. 

· HTTP digest authentication
When the UE initiates an HTTP procedure towards the BM-SC, HTTP digest authentication as defined in RFC 2617 [8] shall be used for mutual authentication. HTTP digest is run between BM-SC and ME. The MBMS authentication procedure is based on the general user authentication procedure over Ua interface that is specified in clause "Procedures using the bootstrapped Security Association" in TS 33.220 [6]. The BM-SC will act as a NAF according to TS 33.220 [6]. Along with the GBA-keys the BSF shall send the IMPI of the user to the BM-SC. The details of HTTP digest authentication are specified in clause 5.2 of TS 24.109 [18]. So the HTTP digest authentication procedure is also transparent to the eNB.
· Authentication and authorisation in MBMS bearer establishment (Multicast mode)

This only applies to multicast mode, i.e. 3G. LTE only supports broadcast mode, so there is no authentication and authorization in MBMS bearer establishment. 

In a summary, the UE authentication in MBMS is transparent to the eNB. There is no impact to RAN3. This is also confirmed by current Stage-2, and Stage-3 (M2AP, M3AP) that there is no related functions required in eNB/MCE to support UE authentication in MBMS. 

Observation 1: UE authentication in MBMS is transparent to eNB.

Proposal 1: There is no impact to RAN3 regarding UE authentication in MBMS. 

However, the Justification part of the WID ([1]) mentions some requirements that may affect RAN3 (NOTE: it is not listed in the Objective section).

As identified by SA1, the 3GPP network shall provide the ability for an MNO to meet regulatory requirements for privacy and non-identification of a receiving user by entities outside of the MNO regardless of broadcast or unicast reception. Still it should remain possible for the network to count the number of service users within a given geographical granularity so that optimal switching between broadcast and unicast mode remains possible. 

Let’s use an example to describe the related scenario. Operator A deploys the Rel-14 MBMS, and Operator B’s UE can receive it. In order to count Operator B’s UE, B’s UE need to attach to A’s eNB. This means B’s UE shall pass the authentication in A’s MME. This also means that A’s eNB is either shared to Operator B, or there is roaming agreement between A and B. But this is not the scenario for this SI. Alternatively, It may be implemented via a new counting mechanism to count the UE without requiring the UE Connect/Attach to the eNB. Since it is not listed in the Objective section, it needs to be clarified whether this type of counting needs to be supported. This is also highly dependent on RAN1/RAN2 work. 
Observation 2: It may impact RAN3 if need to count the UEs from other MNO. 
Proposal 2: For counting, RAN3 need to wait for RAN1/2 progress.
3
Conclusion and Proposals
This contribution analyzed the impact to RAN3 regarding the new WI “eMBMS enhancements in LTE”. Our proposal is:
Observation 1: UE authentication in MBMS is transparent to eNB.

Observation 2: It may impact RAN3 if need to count the UEs from other MNO. 

Proposal 1: There is no impact to RAN3 regarding UE authentication in MBMS. 

Proposal 2: For counting, RAN3 need to wait for RAN1/2 progress.
References

[1] RP-160675, New WID: eMBMS enhancements for LTE
[2] 3GPP TS 33.246, 3G Security; Security of Multimedia Broadcast/Multicast Service (MBMS)
