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1   Introduction
PC5-based V2V authorization has been discussed in RAN3 #91and majority companies think that authorization for V2V is needed. Some open issues about V2V authorization were captured in [1] as the WF for RAN3. In this contribution, we will further discuss the V2V authorization mechanism.
2   Discussion
During the RAN3 #91 meeting, only scenario 1 was agreed to be discussed in the WI scope and RSU should not be discussed in the V2V WI. Therefore, PC5-based V2V authorization should only be considered for vehicle UE. In last meeting, majority companies prefer to define new V2V authorization indication rather than reusing the ProSe authorization mechanism, and some open issues mentioned in [1] need to be further discussed. 

	 Open issues:

About the authorization, it should be service level or resource level? Should the Inter-PLMN authorization be supported or not?


· Authorization should be service level or resource level?
As refers to TR 22.885[2], the requirement of authorization defined in SA1 is to reflect that the UE is authorized to exchange V2V-related information, i.e. perform V2V services, using E-UTRA(N), which is mainly force on service level. 
	4.2
 Vehicle-to-Vehicle (V2V)
E-UTRAN allows such UEs that are in proximity of each other to exchange V2V-related information using E-UTRA(N) when permission, authorisation and proximity criteria are fulfilled.


In addition, D2D communication with necessary enhancement has been agreed to support V2V services. Whether the available radio resources on sidelink could be allocated to vehicle UE, or how to allocate resources are more reasonable to be determined by the QoS requirement of different V2V services, which should not be determined by authorization indication.
Proposal 1: The V2V authorization should be service level, as resource allocation should be determined by QoS requirement instead of authorization.

Furthermore, we don’t think separate authorization for each V2V service is needed. Otherwise, eNB must identify all the V2V service types on the air interface in order to perform the subsequent resource allocation. Each V2V service needs to have independent identifier such as L2 destination index, LCID, or other identifier types, which is so complicated and not necessary. From our understanding, eNB only needs to know whether the vehicle UE is authorized for V2V services and the QCIs related to different V2V services, then eNB could perform the resource assignment based on the QCIs for different V2V service types. Therefore, similar with current ProSe authorization mechanism, single authorization for all V2V services is enough. 

Proposal 2: Similar with current ProSe authorization mechanism, single authorization for all V2V services is enough. 

· Should the Inter-PLMN authorization be supported or not?
The current D2D has already support inter-PLMN and the ProSe authorization uses pre-configuration mechanism. It will be considered as authorized in all the carriers belong to the pre-configured frequency list. For Inter-PLMN authorization of V2V services, we don’t see any new requirement different with ProSe, thus it could reuse the pre-configuration mechanism. 
Proposal 3: Inter-PLMN authorization of V2V services could reuse pre-configuration mechanism. 
----------Text Proposal---------

9.2.78
V2X Authorized

This IE provides information on the authorization status of the UE for V2X services.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Vehicle UE
	O
	
	ENUMERATED (authorized, not authorized, ...)
	Indicates whether the UE is authorized to act as Vehicle UE.


3   Conclusion
In this contribution, we further analyze the V2V authorization. Some proposals are proposed as follows. 

Proposal 1: The V2V authorization should be service level, as resource allocation should be determined by QoS requirement instead of authorization.

Proposal 2: Similar with current ProSe authorization mechanism, single authorization for all V2V services is enough. 

Proposal 3: Inter-PLMN authorization of V2V services could reuse pre-configuration mechanism. 
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