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Introduction
The new work item on eMBMS enhancements for LTE was agreed. In this document, we attempt to analyze the potential impact on RAN3.
Discussion
The work item has the following objectives:
a. Specify means of using a longer cyclic prefix (e.g. greater than 33.33µs) for use in a mixed unicast/eMBMS carrier for large SFN delay spread environment (e.g. 15km or larger inter-site distance), which guarantees coexistence of the legacy and new prefixes on the same carrier, while achieving a spectral efficiency of at least 2 bps/Hz. This objective includes evaluation. (RAN1)
The bullet a) is to support longer cyclic prefix which needs to be discussed in RAN1 firstly. However the signaling enhancement to support longer cyclic prefix configuration may be needed in M2 AP interface after RAN1 or RAN2 reaching an agreement.
b. Specify means of using subframes 0, 4, 5, 9 (FS1) and 0, 1, 5, 6 (FS2) for MBSFN. (RAN2, RAN1)
· The non-MBSFN subframes for unicast can only be used as Scell
The most possible scenario for bullet b) is to use eMBMS on a supplementary downlink (SDL) carrier, i.e. DL only carriers. The MBMS subframe allocation and configuration need to be re-designed which results some necessary signaling enhancement in M2 AP. However, RAN3 should follow RAN2 and RAN1 agreement.
c. Specify means of configuring MBSFN subframes without a unicast control region and cell-specific reference signals. (RAN1, RAN2)
Also for the bullet c), the most possible scenario for bullet b) is to use eMBMS on a supplementary downlink (SDL) carrier, i.e. DL only carriers. Same as the bullet b), RAN3 should follow RAN2 and RAN1 agreement with some necessary enhancement in M2 AP.
Study the following:
d. Support for standalone carrier with all DL subframes dedicated to MBSFN transmission and self-contained eMBMS signaling including information of SIB13, SIB15, SIB16. (RAN2) 
Same with bullet b) and c), to support eMBMS on a supplementary downlink (SDL) carrier, some necessary enhancement over M2 AP is necessary. However, the discussion in RAN3 should wait for RAN2 and RAN1 input firstly.
e. Support for multi-carrier eMBMS/unicast operation involving reception from one or more eMBMS cells that may be non-collocated and asynchronous with one or more cells that are simultaneously used for unicast. (RAN4, RAN2)
Since the bullet e) only requires more discussion on UE capability to receive the MBMS service on a different cell with the serving cell. This bullet e) has on impact on RAN3.
Proposal 1: The objective a), b), c) and d) in the WID may have impact on signaling enhancement over M2 AP, but the discussion in RAN3 should wait for outcome from RAN1 and RAN2 firstly.
f. Solutions where a UE can receive the TV transport service without being authenticated (RAN1, RAN2, RAN3)
The security including authentication is specified in TS 33.246. Figure 1 gives an overview of the network elements involved in MBMS from a security perspective [2].


Figure 1: MBMS Security Architecture
As shown in the Figure 1, the authentication of a UE is performed via HTTP Digest in application layer. The key derivation, management and distribution procedures use HTTP digest authentication functions. And the protection of data is implemented by SRTP (Secure Real-time Transport Protocol) for streaming data and OMA DRM DCF for download data respectively. No one of these functions is located in AS layer.
Observation 1: The existing security function for MBMS has no impact on RAN.
Based on the observation 1, solutions where a UE can receive the TV transport service without being authenticated should not be discussed in RAN firstly.
Proposal 2: Solutions where a UE can receive the TV transport service without being authenticated should be discussed in other groups, e.g. SA3 or SA2.
Conclusion
Based on the discussion in this paper, we propose:
Proposal 1: The objective a), b), c) and d) in the WID may have impact on signaling enhancement over M2 AP, but the discussion in RAN3 should wait for outcome from RAN1 and RAN2 firstly.
Proposal 2: Solutions where a UE can receive the TV transport service without being authenticated should be discussed in other groups, e.g. SA3 or SA2.
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